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Executive summary

Impact assessment  COWI carried out an impact assessment stnd®01314 as input to the European

studythat supports Commission DG MAREG6s own | nopfa ciitA AGosnensosnmel nntf
the establishmentc  Sharing Environment (CISE) for tThe sur
CISE impact assessmestudy was implemented in parallel with several other activities

initiated by DG MAREand thus bendd from theadvice of the Technical
Advisory Group (TAG) andhe Member StatéExpert subGroup (MSESG) on
the integration of maritime surveillancand in particular from the close
collaboration with the&Cooperation Projed¢hat provided valuable estines of the
benefits of improved maritime surveillance.

Overall theresults of thestudy, and thus the input to DG MAR&pport the
establishment of CISE. The legal analysis shows that it is feasible to define and
implement pticy optionsthat will createa functioning environment for CISE, and
the cost and benefit analysis shows thath policy optionare expected tiead to
high benefitcost ratios witrsignificantbenefits in the economic, the social as well
as in the environmental domain.

Assessmentfo The assessment of the likely cost and benefits from CISE was made on the basis of
current situation in a thorough assessment of the currelison in the EU maritime domairhis

the EU maritime assessment took aaging point in the acknowlgg&ment that evergaytens of

domain thousands of activities take place in the EU waters. To ensure that these activities

take place in a safe manpand to assess and manage their impact on security,
economyand themarine environment and beyond, there isiticat need for
surveillance This need hereunder the need for improvemeingives rise to a
complex daily reality for the mdiime surveillance authorities in their efforts to
manage and respond appropriatelpssociatednaritime risks.

Furthermore, COWI benefited from the expertise of the Wise Pens International in
conductingan assessment of the situations and events that may negatively affect
the EU maritime domain in the coming years. This risk assessment highlights
whether and whertnere is a potential for CISE in reducing such risks. One of the
main conclusions is that the maritime risk pictdifers acrosshe sources afisks

as well as sebasinsFor example, ecurity-relatedrisk factors appear to show high
diversityamong sa basinswhile environmentelatedrisks seem more
homogenousThe application of a Delphi consultation approach concluded that



COWI
2 The development of the CISE for the surveillance of the EU maritime domain and the related Impact Assessment i Part2

maritime risks in the EU maritime domaineralltend to be in the range of
i me di u m ;Hhewocedentifgirrg dom for improement.

The starting point for CISE ifowever, not a situationith no information sharing
within user communities across Member Statdsetweeruser communities. User
communitieshererefer to maritime safety, fisheries control, marine pollution,
custanms, border control, general law enforcement, aafdrte Indeed, geat

efforts have already been made with respettdeasinghe efficiency of
surveillance activitiethrough thecollection and exchange of maritime surveillance
information (position bships, cargo dat&tc.)betweercontrol authoritie§
including across national borddrsvithin therespectivemaritime surveillance user
communitiesHowever, he sharing of surveillance ddiatweeruser communities
has not taken place to the same extent. This has led to situakiers datahat,

for examplecouldbe useful to other user communita® not sharewr where
several authorities are collectitfge same data.

Technical, legal ant  The impact assessment study concludes via a scrutiny of the current maritime

cultural limitations surveillance systems and cooperation arrangements in the EU maritime domain that
to informations thereappear to begery fewtechnicallimitations to oltain a greater degree of
sharing information sharingThelegal conditionsfor the sharing of information #te EU

level arefragmentised antdased upom primarily sectorial(vertical) approachn
other words, e vast majority of the legal provisionsEif) secorial legislation
provide for the sharing of information onlyithin the sectors and there are very
few provisions allowing expressly for the sharing of informabetween
functions.However, his does not necessarily exclustaringbetweersectors

i.e. provided thathe sharing is not excluded by personal data protection
legislation, national rules governing confidentiality, IP rights, etc. The legal
complexitynevertheless often resultsuncertaintieaboutwhat information may
be sharedwith whom and for what purposEinally, there areultural factors
affectinginformation sharingTheseare much related to thregh degree of
sectorial thinkinghatprevaibk in maritime surveillancé andthatis underpinned
by sectoral legislationasjust urderlined Overallthe study concluddabat
increased information sharing will demand a changkedattitude of maritime
surveillance authorities towasd commorinterestin the sea.

EU reason andight The assessment of tharrent situation intte EU maritime domain and the legal

to act analysis conclude that therebisth a reason and a ridlor the EU to act to
improve the sharing of maritime surveillance im@tion.One reason is that CISE
is part of the EU regulatory trend basedi@msnationainformation networking.
The transnational nature of CISE is characterised by the horizontal interaction
among national administrationsrimarily driven by the synergies of networking.
Such an approach corresponds to the European transnational tendencies i
information networking as already employed. It encourages the direct interaction
among national administrations, and it is a good case of the practical application of
the principles of subsidiarity.

Policy options The next issue is then to select the policy option wpiclvides the best conditions
for the Member States to connect to Cl8Rdthusboost information sharing for
the surveillance of the EU maritime dom#&ading to increaseefficiencyand
costeffediveness of maritime operatigrtsereunder via enhancitige cooperation



COWL

The development of the CISE for the surveillance of the EU maritime domain and the related Impact Assessment T Part2 3

between maritime authoritieshis translates into selectinige policy gtion,
which best reducdagchnical limitations via the establishment ofegupropriate IT
environment, whichlieducedegal limitations and prootes legal certainty, and
whichreduce cultural limitations via the establishment of a new culture in
purpaseoriented information sharing.

Theidentificationof the preferred policy option wasade via the analysis of a
numberof differentoptionswhich, in addition to theoption of (1)no furtherEU

action were categorised either & voluntary cooperation or &8) legally
binding options:

i

Policy option 1 No EU action(baseline scenarjdeaves the current
approach unchanged. The CISpecificEU framework will be based on the
existing norrbinding policy arrangemengnd the future development of CISE
will depend on the Member Stated EU agence initiatives towards
integratingmaritime surveillance information sharing systepramarily at
national, regional or international levels

Policy option 2: Voluntary cooperation seelsto implement CISE by
employing instruments that stimulateluntary cooperation between Member
StatesPolicy gtion 2is divided into two swwmptions:

U  Sub-option 2.1 Recommendation for the implementation and
management of CISEwill provide recommendations, best practices and
guidelines on information sharing, administrative practice and
cooperation, and techricand operational guidelines.

U  Sub-option 2.2: Joint undertaking seeks to institutionalise the voluntary
cooperation into a formal structure, which would provide a framework for
further activities, encourage and, when appropriate, assist EU Member
Statedo increase maritime surveillance information sharing among user
communities and to achieve a more effective and coordinated information
sharing.

Policy option 3: Legally binding options seels to address the CISE
objectives by applying legallginding provisions. It comprises alsgo sub
options:

U Sub-option 3.1: Removing legal limitations in sectorial legislation to
crossborder and crosssector information sharingwill identify and
removelimitations by legislative acts amending the exissegtorial
legislation to the extent necessary for the effective implementation of
CISE. This may include the possibility to transfer personal data to certain
enumerated functions under the condition that such data are safeguarded
in accordance with the migiples of protection of the fundamental rights
of an individual.

U  Sub-option 3.2:Introducing a binding CISE framework aims to
introduce a binding legal framework encompassing multiple user
communities depending on their legal basis, applicable legislativ
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Architecture visions
and policy options

Analysis of impacts
of policy options

procedures, and constitutional eps and opbuts from the EU Treaties.
From a legal perspective, it is foreseen that suelgal framework, split
into several umbrella packages, would rely on multiple legal bases.

It is of coursealso possible to enbine voluntary and legal policy optiarisn
analysis ofsuitable combinations thereforealso includd in the impact
assessment study.

A CISE policy option will in practice be implemented via support of a CISE
architecture A number @ architecture visions wermeveloped by DIGIT and DG

MARE and evaluated/commented upon by the MSEsG. This led to the preference
for a Ahybrid visiono based,coodnatedhdyt i pl
Member States and usssmmunitiesSimilarly, theanalysis of the CISE policy

options led to a preference for the hybrid vision as being the most stitable

support the implementation of each of tpions

The analysis of the impaat$ the CISE policy options vgadone froma topdown
as well as a bottorap approach. Thsp-downapproactwas primarily based on
information collectediia aquestionnaire surveyith maritime stakeholders in the
Member States, via intgews with selectedtakeholders, and via literature
reviewsi hereunder the two pilot projects: BluemassMed and MARSUN@
bottomup approachwhich was the main approacakas basewn estimates
provided by the Cooperation Projectamistsavings and other benefits for a
number of different use cases of information sharing. Since thisdatéysis was
casebased it dichot cover every possible situation by which CISE can provide
benefits. Hence, the reported results are denotedriisium benefits

Costestimates foCISEweremainly provided by Gartner. These estimates cover
the developmerdand maintenance dfie necessary information exchange standards
and IT components and the interconnection of existing EU ssptmific systems

as well as existing Member State gyat. Furthermore, the cost estimates include
nonT elements such as personnel, electricity and floor szaner estimates

that the total cost of CISE oveten year periovill be between MEUR 67.6 and
MEUR 115.7.

CISEdoesnot leadto any significart additional administrative burdenThe core

of CISE and the preferred mix of policy options (see below) hyptthalready
existing legislative measures, agreements and voluntary cooperation between
relevant authorities. This implies that the administrative activities related to CISE
will be business as usual costs.

Benefit estimates for CISHistinguish as already mntioned between cost savings
and other benefitahich include economic, social and environmental bené&fist
savingscover, for example, a reductionadita duplication resulting from cress
sectorial information sources a rationalisation in the géoyment of surveillance
assets suchs ships and aircraftds suchcost savings belong to tigeoup of
economic benefitsvhichalso include estimates of the valoesociety from a
reductionin smuggled and counterfeit goods entering the EU markettalSo
benefits from CISE include a better handling of irregular immigration, a reduction
in casualties at sea from fewer maritime accidents, and a reduction in the
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socioeconomic consequences from fewer drugs and weapons entering the EU.
Finally, environmerdl benefits mainy arise fromreductiorsin the coss of oil
spills and other discharges.

The benét estimatedor thedifferent economic, social and environmental impacts
of CISET based on the findings of the Cooperation Prdjdead to a totafull

potential benefiestimate in the order ofiagnitude between MEUR 162.7 and 179
per year wherepotentialmears that the estimates are derived under the
assumption that there are no limitations to information sharing in the different use
casesThe costsaving potential accrgd¢o between MEUR 40.1 and 44ér year
while the value of economic, environmental and social impacts amount to between
MEUR 122.6 and 164 .per year As mentioned above, these estimates are
calculated using minimum benefiapproah, and it should in this context be noted
that the Cooperation Projeestimategven more optimistic CISE benefit

scenarios. These highkenefit estimatestrengthenshe case for investiin CISE

put forward by this impact assessment study.

Benefit-cost ratios were theri as shown in the below tahileestimated for the
different CISE policy optionsThese estimates abased on assumptions about
how much of thgpotentialadditional amount of maritime surveillance information
(which currently is not sliad)will actuallybe shared as a result of the
implementation of a given policy optioRurthermore, the cost and benefit
estimates for theen year periochssume that the implementation of CISE takes
time and so both costs and benefits increase over time

The tableshowsthat all CISE policy options are expected to deliver high benefit
cost ratie. This ratio is as high as 4.65 for Option 2.2: voluntary cooperation via
joint undertaking, slightly highghanthat for the policy mix. However, thdéghest
benefits are assessed to come from the policyimakich also in absolute terms
has the largest difference between benefits and Thstpolicy mix igherefore
considered the preferred optiorhe lowest benefitost ratio is expected for the
AWhi t e 0P apsincea major part of the cost hésa fixed cost that nesd
to be covered equally by the benefits of all policy options.

Thereis analmost even distribution among economic, social and environmental
benefitsi although with the highest benefits in the social domain. However, it must
in this context bemphasised that the estimabedy include the benefits that were
selected by the Cooperati®noject and only those that coudd quantified. Hence,
other econmic benefits such as higher income to the shipping industry from safer
EU waters, additional social benefitsich as local job opportunities, and
environmental benefitsuch as reduced chemical pollution, should be kept in mind
when assessing the addedue of CISE. This said, the calculations call for the
implementation of CISE even without considering these additional benefits.
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Total costs, cost savings and impacts [other benefits] (in MEUR, from2023) of policy
options, and performanaatios

Policy AWhi t Option Option Option Option iATe<h Policy
Option 1: Paper 2.1 2.2 3.1 3.2 nical mix:
No EU Regula - AWhi t
action tions Paper
+2.1+
22+31
Key measures
(MEUR)
Total cost (TCO) 0 60 75 106 86 86 86 133
Cost saving 0 37 75 122 94 94 94 151
Impact 0 114 228 373 286 286 286 460
Total benefit 0 151 303 495 380 380 380 611
- economic benefit 0 45 90 146 112 112 112 181
- social benefit 0 50 101 165 126 126 126 203
- environmental 0 56 112 184 141 141 141 227
benefit
Performance
ratios
Cost-saving/TCO 0 0.62 1.00 1.15 1.09 1.09 1.09 1.14
Impact/TCO 0 1.88 3.05 351 3.34 3.34 3.34 3.47
Total benefit TCO 0 2.50 4.05 4.65 4.43 4.43 4.43 461
Source: COWI calculations.
Note: The two options: AWhite Papero and

Conclusionthe
study results suppor
the establishment c
CISE

in the Impact Assessment produced by DG MARE have for consistency been
included inthe presentation of the calculations. Hence, for a description of these

please consult hDG MARE IA report.

In conclusion, the ipact assessment study supports the establishment of CISE.
The assessment of the current situation in the EU maritime domain and the legal

analysis coadlude that there is a reason for EU to act to improve the sharing of
maritime surveillance informatichand there is a right to at¢tience, itis
concluded that it is feasible to define and implement policy options that will create
a functioning environnma for CISE.Furthermore, all relevar@ISE policy options
are assessed to deliver high beredist ratiosFinally, it is concluded that the
preferred policy option for CISE is a mix of voluntary and legal measures.

AT
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1 Introduction

Purpose oPart 2 The pupose of Part 2 of the impact assessment study is to present in detail the
likely impacts of establishing a Common Information Sharingénment (CISE)
for the surveillance of the EU maritind®main

Hence, Part 2 can be said to be written lfier teaderwho wants to understand in
detail how thémpactsof CISEhave been measured

Structureof Part 2 Part 2 is structuredccording to the requirements of the EC (2009) Impact
Assessment Guidelines; although it starts with a description of the methodology
applied for assessing the impacts:

U Chapter Zrovides insight into how wiave go from the problem definition
to assessing the impact of CISE policy optibng. the intervention logic
Furthermore, we explain howe havemeasurd theimpactseither
guariitatively or semiquantitatively butalso somémpactsin a more
gualitative manner.

U Chapter 3 comprisehbe first actual sectioim an impact assessment regort
i.e. a description of procedural issues and results from consultation of
interested partiesdereg it should be emphasised that mokthese activities
havetaken place outside this impact assessrsemly, e.gthe Technical
Advisory Group TAG) andthe Member State Expert stbroup MSEsQ
meetingshave beemaken care of by DG MARE. Henoege focus here on
how we have beeengaged in supporting this consultation process.

U Chapter L£ontains the problem definition, where it should be emphasised (as
alsopresented iPart 1) that much work on describing the backgnd for the
CISE initiative haslready been done or is-going.Hence, the refinements
of the problem definitioomade concern mainly the formulations of the
problems so that they aseitable forthe formulatiors of objectives anaf
policy options.

U Chapter Soresents the objectivésr CISEi i.e. the overalbbjectivesof
ensuring the fundamental conditions for sustainable growth and the protection
of EU maritime interestand the morspecific andspecific objective that
stem fromthe problems and that are directly addressed bydtiey options.
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U Chapter 6 then presents tiiéferentpolicy optionsfor the implementation of
CISET i.e. the different ways for the EU &zt toachieve thebjectives and
thus to oercome existingimitations to thesharing of maritime surveillance
information.

U Chapter 7 ishe most comprehensive chapter of the report. It presents the
cdculations of the likely impact measuriese. costs and benefitsof the
different CISE policy options.

U Chapter 8&hencompares thampacts of the CISE policgptionsin order to
point out the option with the highest benefit/cost ratio

U Chapter Sinally suggest brief directions folhow to carry out monitoring and
evaluationof the CISE implementationi.e. the core indicators to measure
and the possible monitoring@ evaluation arrangements to do so.
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Intervention logic
and impacts of CIS

Intervention logics
for impact assess
ment and for use
cases

2 Methodology

The description of the methodology applied for assessing the impacts of CISE is
divided into two sections. In the first section, we briefly describe the intervention
logic method of how we progress from defining the problems to analysing the
impact of CISE in reducing these problems. In the second section, we explain how
we have measured the impacts of CISE.

The implementation of the two pieces of methodology is, hewénighly

interlinked. This is because the assessment of the impacts of CISE is largely based
on a bottorrup-approach where the benefit estimates, but also some cost estimates,
draw on the analysis of different use cases/situations where CISE is cahsidere
deliver high benefits. This angle has been chosen because it has shown to be
infeasible to rely only on measures based on mbased data/information

sources. In addition, this approach ensures that the description of the intervention
logic method rélects the variety of impacts that CISE may have.

2.1 Intervention logic

With the chosen angle of analysing use cases as part of assessing the impacts of
CISE, we have in practice worked with twoilcgjof interventiori one for the

overall impact assessment and one (or in principle more) for the different use cases
that shows the benefits of CISE. However, the two logics are mutually consistent.

The method of two logics is illustrated Tiable2-1, while the actual results of
implementing the different elements of the method are presented in the respective
chapterg i.e. the respective items of an impact assessment. We have not included
the item of procedurassues and results from the consultation of interested parties
separately in the logics because this item is included in the other items.

The table shows, obviously, that the descriptions of the elements are more general
for the overall impact aesssmenthan for theuse cases. Hence, the overall

problem of risks of events/threats related to maritimeesileince is for theise

cases narrowed down to one or a few risks. Similarly, the general notion of lack of
information sharing and cooperation is narrdwi®wn to concern specific

information flows.
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Table2-1 Intervention logics

T Part2

Element in
intervention logic

Impact assessment

Use case /situation

Problem definition

Risks of events/threats related to maritime
surveillance are in general high and likely to
change over time.

Lack of information sharing and cooperation
across user communities and borders
between relevant authorities acting for the
surveillance of the EU maritime domain i
due to technical, legal and/ or cultural
limitations.

EU added value from EU action is not fully
exploited.

Specific maritime r  isk(s) covered by the  use
case.

Gap between demand and supply regarding
information flows within the case, -
hereunder across user communities and
borders i due to technical limitations of the
applied maritime information services, but
also due to legal and/or cultural limitations.

Objectives

Overall objective  of sustainable growth and
protection of EU maritime interests.

General objective of boosting inf ormation
sharing, of improving the effectiveness and

the cost -efficiency of integrated maritime
surveillance, and of enhancin g cooperation
between maritime surveillance authorities.

Specific objective _ of legal certainty and
reducing legal and other limita tions, of

defining an appropriate organisational and IT
environment, and of establishing a new
culture of purpose -oriented information
sharing.

Overall objective  of reducing the specific
risk(s) and so achieve wider economic, social
and environmental benef its.

General objective  of cost -savings in
information gathering and sharing, of cost -
savings in the use of maritime surveillance
assets, and of enhancing response

capabilities and surveillance outcomes.

Specific objective _ of overcoming technical,
legal an d cultural limitations.

Policy options

Policy option 1 of no EU action.
Policy option 2.1 of measures based on
voluntary cooperation: recommendation
(ACI SE Handbookod)
Policy option 2.2 of measures based on
voluntary cooperation: joint undertaking.

Policy option 3 .1 of legally binding measures:

removing legal limitations.

Policy option 3.2 of legally binding measures:
introducing a binding legal framework.

Policy option 3.3 of legally binding measures:
imposing a set of binding obligations.

Requirement s to CISE in order to reduce the
technical, legal and/or cultural limitations

and so to (partly) close the gap between the
demand and supply regarding the specific
information flows and to improve

cooperation.

Analysis of impacts
of policy options

Assessment of the likely economic, social and
environmental impacts of the policy options,
hereunder of the administrative complexity
in an EU -wide perspective, but with
specification of particular user communities

or regions being affected.

Assessment of how  CISE by reducing the
technical, legal and/or cultural limitations

may lead to outputs such as cost -savings
and enhanced surveillance outcomes, that in
turn may lead to wider economic, social and
environmental benefits.

Comparing the
options

Ranking of th e policy options according to
their benefit/cost ratio.

Discussion of which of the six policy options
would be the best suited way to deal with the
specific technical, legal and/or cultural
limitations.

The objectives presented in the two columns otdbé should be and are very
similari i.e. that the general objectives focus on the wider economic, social and
environmental benefits, that the specific objectives focus on effectiveness and
efficiency, and that thepecific objective focus on overcominigchnical, legal

and cultural limitations.

In turn, the descriptions of how CISE may be implemented to achieve the
objectives differ between the two columns. While the impact assessment (study)
analyses the impacts of a number of policy options that icodiféerent degrees of
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nonbinding and bindig requirements, these cases are more specific regarding
the need for CISE to reduce concrete technical, legal and/or cultural limitations.

However, these differences in the descriptions of how CISE may impinev

sharing of maritime surveillance information have no serious consequences for the
use of the assessmesmf impacts for these cases within the overall impact
assessment. The minor challenge has just been to assess whizpodity

options wouldbe the right way to deal with the concrete technical, legal and/or
cultural limitations dentified for a givenuse case.

2.2  Measuring impacts

Ensuring The use of different angles for assessing impacts and so the application of differen
consistency in ways of measuring impacts gives rise to a need to ensure consistency in practice. In
practice this section, we describe how we made this feasible, partly by applying a consistent

framework for specifying and linking outputs and impacts of improved information
shaing and partly by measuring the outputs and impacts in a way so that the
measures from the different angles can be combined.

2.2.1 Measuring costs and benefits

Information sources  The first part of the methodology for measuring the costs and benefits of CISE
concerns the establishment of a consistent analytical framework. A large part of
this framework was already established in the methodology for the béseline
presented in Part 1 of this impact assessment study. Hence, these results together
with the EC (200) Impact Assessment Guidelines comprise the main information
sources.

Furthermore, the analytical framework has been inspired by other comparable
analyses in the literature, such as the EC (20hpactAssessment behind
establishing EUROSUR.

Cost and beefit As presented in Part 1, we distinguish for the cost and benefit indicators between
indicators outputs and impacts. This is because improvements to maritime survéilldnee

to CISET will imply that the user communities will improve the performaate

their maritime functions, which will lead to both direct and indirect results.

The economic, social and environmental outputs are the changes that may occur, as
CISE will improve the performance of maritime functidheoughmore adequate,

more relevat, more reliable antimelierinformation. For example, the maritime
functions may become better at avoiding: illegal trade (economic dimension),

illegal immigration (social dimension), and illegal fishing (environmental

dimension). The selection of thesetputs has been steered by the results of the

risk assessment and the baseline analysisnergl that was presented in Part 1

These outputs may further lead to impacts such as improved market conditions,
lower cost of crime, and lower cost of overfigh Figure2-1 serves to illustrate

different examples of outputs and impacts.
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Efficiency and cost
effectiveness

Intended and
unintended impacts

i Part2

Figure 2-1 Outputs and impacts

DIRECT COST IMPLICATIONS: ADMINISTRATIVE AND TECHNICAL

ECONOMIC OUTPUTS SOCIAL OUTPUTS ENVIRONMENTAL QUTPUTS
* ‘saved coast guard costs” * number of ilegal * number of illegal

* amount of (legal trade immigrants fishing boats

. atc * number of pirate attacks o

* gfc

ECONDMIC IMPACTS
(INTENDED)

SOCIAL IMPACTS
(INTENDED)
* improved internal market ¢ cost of crime * cost of overfishing

and competition * gost of secunty » cost of anvironmental risks
* glc, * glc * efc.

ENVIRONMENTAL IMPACTS
(INTENDED)

=
T
w
=
7}
w

ECONOMIC IMPACTS
(UNINTENDED) (UNINTENDED) (UNINTENDED)
incaome generated by * income from jobs » cost of CO2-amessions
Innovation and ressarch * &t . &te
income from saa and
coastal activities
etc

SOCIAL IMPACTS ENVIRONMENTAL IMPACTS

The outputs can baivided into improvements with respect to efficiency and with
respect to cosffectiveness. Efficiency concerns the fact that better information
sharing may enhance the response capabilities of the relevant maritime authorities
by creating a better oversv of maritime information available, by interconnecting
information systems from various sectors and thus ensuring adequate and secure
data exchange, and by creating fundamental interoperability conditions. Efficiency
concerns also the enhancement of siliance outcomes, such as enhancing the
success rate in preventing, detecting and intervening on risks such as illegal trade,
illegal immigration, and illegal fishing. It also concerns improving the basis for
better policymaking, i.e. that enhanced marie knowledge will allow for more

sound political decisions such as taveking in antismuggling and trafficking
activities, maritime traffic monitoring, marine environment protection, fisheries
control, etc.

Costeffectiveness concerns castvings in inbrmation gathering and shariing

e.g. a reduction of data duplication resulting from csgoridinformation
sources, and cosavings in the use of asséts.g. information exchange and better
coordination between maritime authorities may lead atiarralisation in the
deployment of assets such as ships and aircrafts.

Figure2-1 shows that we distinguish between intended and unintended impacts in
line with the EC Impact Assasent Guidelines:

U Intended impacts are those we measure to assess the success in pursuing goal
that are closely linked to the EU maritime domain and that are directly
affected by the achievement of the outputs.
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Baseline

Limitations to
information sharing

Impacts of CISE

U Unintended impacts are i.e. (major) indirpositive or negative changes from
improved maritime functions (surveillance) that should be considered when
choosing the CISE policy optidane.g. in terms of reducing illegal
immigration, the unintended impacts could be lower costs of immigrant
relatedcrime and job market distortions.

Furthermore, as indicated Figure2-1, we have monetary measures (i.e. Euro) in
mind when assessing impacts. This makes them comparable with the cost
measures. As discussed innaaletail below, it is not always feasible to provide
monetary impact measures, and so alternative measures are pursued.

The measuring of changes to the above cost and benefit indicators, due to the
improvements CISE will bring, takes as its staytpoint the baseline presented in
Partl. As presented below, the baselines for the batiprapproach measures are
more specific and targetedttte use cases and consequently need to be further

developed.

Similarly, the improvements from CISE will emerge as a consequence of policy
options and technical investments that will reduce limitations to information
sharingi i.e. the analysis takes as its starting point the technical, legal and cultural
limitations introducedn the baseline in Part 1. Again, this limitation analysis is
more specific and targeted to the situations/use chses respecting the binding
data protection requirements ensured by the Charter of Fundamental Rigbits
issue is also illustrated lige intervention logics presentedliable2-1.

In all the analysis approaches, the assessment of impacts involves assessments of
how CISE (policy options) changes the baseline values of one eroutput

indicators, and how these in turn will lead to changes in the baseline values of one
or more impact indicators. Furthermore, all angleswdl the extent

feasible- focus on the output and impact indicators presented irlPart

The change in #hvalue of a given output indicator depends on the potential
improvement in the outpiiti.e. if all technical, legal and/or cultural limitations are
removed, and so depends also on the number of limitations actually removed by a
given CISE policy optionA percentage change in an output value will vary in
between situations/use ca$edepending on the potential for improvement and the
success of CISE in reaping the benefits of this improvement. Note that in practice,
a percentage change in an output vahag be determined as a combination of the
likelihood of the output occurring and the size of the output if it occurs.

The changes in the values of the impacts indicators that are linked to the given
impact indicator are simply assumed to resemble thileobutput indicators e.g.

if CISE implies an increase in the value of the given output indicators by 10%, the
linked impact indicator values are also assumed to increase by 10%. In practice,
this approach requires that we have monetary measuresufiod.dt the impact
indicators in the baseliriei.e. also for the specific baselines for the situations/use
cases. This is not always feasible and therefore we make use of a scoring system
for these impact indicators, comparing the performance in thermset. without
CISE, with the performance with CISE. Actually, for comparison reasons, we do
apply scores for the measurable impact indicators. In practice, the assessment of
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the impacts is a combination of quantitative and sgmaintitative measuresn@in
many cases these are complemented by more qualitative views.

2.2.2 Measuring bottom -up

Information sources  The second part of the nhedology for measuring the camtd benefits of CISE
describes how to derive bottemp estimate$ i.e.via the analysis afise cases.
The strength of the bottoup approach is that it is considered the best way of
obtaining good and understandable estimates of the many different and specific
benefits of CISE. Theain information source for this is the Cooperation Project,
swpplemented with findings fromur own interviews with maritime stakeholders.
Hence, a large part of information consists of expert assessments made by maritime
experts from most of the EU coastal Member States.

Throughthe involvement of numerous marignsurveillance experts, the

Cooperation Project provides a number of use cases where CISE in particular is
envisaged to give high benefits by improving sharing of maritime surveillance
information. In addition, these use casesehlasen subject to concretestbenefit
analyses using our guidance (EC, 2013a), and in this way the Cooperation Project
has directly provided estimates of impacts of CISE used inrtfpactAssessment
study. It should be emphasised that the estiniatesde use of in ChapteriGare

based on preliminary findings because the Cooperation Project has continued its
work beyond the timing of this report.

Our own interviews with maritime stakeholders can rightly be argued to resemble
the approach of the Cooperation Project in the sinadea central part of the
interviews focuses on obtaining the assessment of the interviewees of the
situations/use cases where CISE may give the highest benefits. Again, the reason
for the approach is its envisaged strength in obtaining good and undelsd&an
benefits.

In addition to the above two information sources, we try to learn from similar
bottomup experiences in the literature. For example, the BluemassMed and
MARSUNO pilot projects present some specific cases, although we do consider
themid-€l 8 s 0 and so their expe-dawences
approach presented in the next section.

Cost and benefit Being specifiause cases, the output and impact indicators analysed are limited to
indicators the relevant ones, but they arel stisubset of the overall list of indicators
presented for the baselimePart 1. heuse cases will relate to the risk assessment
of the likely evolution of maritime surveillance related events/iis&lso
presented in Parfi lin order to represent isss of high importance.

The maritime experts involved in the Cooperation Project as well as those being
interviewed do have specific insights into maritime surveillance performance in the
context of detecting and verifying events at sea. This insight Isieegwithin the
analysedise cases to understand the performance without and with CISE
respectively, and through this, the implications of the change in performance for
the other output and impact indicators.
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Figure2-2 attempts to illustrate such a generic approach to measuritigmaar
surveillance performandean illustration that is also useful for understanding

which elements of maritime surveillance andaoch limitations to information

sharing that CISEhay address and that has not least been valuable as a basis for
the information gathering in stakeholder interview processclarification, it

should be noted that the figure attempts to capture performance increases not only
with respect to i.e. nuber in detected or confirmed events, but also with respect to
the processes (arrows); e.g. improved risk analysis leading to
detections/confirmations and better targeting of inspections.

Figure 2-2 Generic approach to measuring maritime surveillance performance
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Baseline To continue from above sgcific baseline for ase case thus takes its starting
point in the relevant maritime surveillance performance and in a description of
maritime surveillance information exchanged/shared at present (or could be so with
benefit).

The representativendBgquency of the differentise cases are specified in order to
understand which part of the EU maritime domain they represent and so how the
results can be used in the process of estimatingel&l results. This involves the
specification of the valued the outpufi and if feasible the impaétindicators for

the given part of the EU maritime domain.

Limitations to The next step is to specify the existing technical, legal and/or cultural limitations to

information sharing inadequate information sharimgthe baseline. Although, the use cases developed
by the Cooperation Project (Work Package 2) specify a number of failures in
maritime operations and the outcomes of these failures and the conditions leading
to them, there has been a need within Work BgelB to translate them into
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technical, legal and/or cultural limitations so that they can be addressed by the
CISE policy options.

Regarding our own interviews with maritime stakeholders, we acknovddtige

it wasdifficult for such stakeholders to pidrward situations where they do not
experiencehat performance is optimal at present. Hence, we have adopted an
approach with the following two legs. Firstly, we ask for situations where the
sharing of maritime surveillance information have led to bhenahd where certain
limitations have been reducéd.e. situations that CISE may be able promote in
areas not directly covered by the given situation. Secondly, we confront the
interviewees with a number of hypotheses where we believe that thereenagbo
for improving information sharing, in particular across user communities and
across borders.

Impacts of CISE Table2-2 illustrates the types of information sharing hypotheses that were
presented to the iméewees in order to get estimates of the possible impacts of
CISE. The table below focuses on the performance indicators introdu€gpliie
2-2 above.
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Table2-2 Output/performance indicators and information sharing hypotheses
Output/perform Information sharing hypothesis
ance indicator
Unknowns The number of unknowns s by definition unknown. However,
anticipations or guesstimates can provide a ballpark figure as to
the magnitude of the problem.
u Better information sharing can enhance the awareness
picture and lower the unknowns.
Events The numberof events provi des a measure of t
surveillance. 0
u Better information sharing can increase the range of events
to survey for suspicions, as well as the speed by which such
suspicions can be detected.
Unverified events The number of unverified events provides a measure of the
ilikely but unknowno problem, which

not been able to verify and where additional action/response is
required.

U Better information sharing can lower the number of
unverified events.

Invalidated events

The number of invalidated events provides a measure of the
efficiency of maritime surveillance functions in verifyi ng the
number of confirmed events.

u Better information sharing can lead to quicker and surer
invalidations.

Confirmed events

The number of  confirmed events provides a measure of the
iknown and visibledo problems as
surveillan ce function must be able to respond.

U Better information sharing can lead to an increase in the
number of detected events.

we |

Interceptions

The number of interceptions provides a measure for assessing
how well the surveillance function is currently dealing w ith the
risk.

u Better information sharing can lead to an increase in the
number of interdictions.

Outputs (success
measures)

The output indicator provides measures for the performance of
interceptions; such as number of saved (and alive) illegal
immigrant s, drug seizures, etc.

u Better information sharing can lead to higher performance
measures, i.e. due to quicker response times.

Thus for a given situation of maritime surveillance/operaiiteyviewees have
beenconfronted with the above possible bettéormation sharing elements, and

asked whether there is a role for CISE in making this information sharing feasible.
Furthermore, they wergsked to assess the impact of improved information sharing

on the other relevant output indicators (and possibpact indicators) such as
illegal trade, illegal immigration, illegal fishinegtc.

For the use cases analysed by the Cooperation Project, each of the specified output

indicators was assessed in terms of potential if all limitations to information

sharingwere eliminated. This assessment was combined with an assessment of

how much of this potential is likely to be realised via the different CISE policy

options.
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Information sources

Cost and benefit
indicators

Baseline

2.2.3 Measuring top -down

The third part of the methodology for measuring the andtbenefits of CISE
explores how more general information and views on the added value of CISE can
be utilisedi i.e. the derivation of estimates tdpwn.

The strength of the tegown approach is that it provides highevel findings than

the above lowr-level (bottomup) findings from the situations/use cases and so the
benefit measures are more comparable with the cost estimates provided by Gartner.
Furthermore, these hightavel findings are valuable for the scaling up of the
situation/use case rd®ito EUlevel estimates.

Information sources comprigen addition to the risk assessment and the official
statistics and literature presented in Para Member State questionnaire survey,
interviews with the maritime stakeholders that also contribttte¢he bottorrup
approach, and results of the pilot projects: BluemassMed and MARSUNO
(Maritime Surveillance in the Northern Sea Basins).

To a large extent, the cost and benefit indicators analysed are those presented in
Part1, which are also mainly those addressed in the battmapproach.

The main new indicators are the cost indicators coming from the Gartner technical
costing studyThese include theapital and operational expenditures for the

different CISE architectureisionsi in particular the costs for the selected vision

in combination with the different policy options. The time profiles of the technical
costing estimates are also provided. Furthermore, the Gartner study provides some
insight into technical difficllies regarding the implementation of the visions in
practice.

From the questionnaire survey, we have also soatdough limited in amount

and qualityi information on the cost of maritime surveillance. Furthermore, the
survey covers the potential bditein Member States from improved routine tasks,
targeted operations, and response operations respectively, and it distinguishes
between better response capabilities, better surveillance outcomes, and better
policy-making, and between cesavings with espect to information gathering and
with respect to the use of assets. Finally, the survey covers indicators for the wider
potential economic, social, and environmental impacts.

Weacknowledge thaheClI SE i s not a Ogr eaMdmbee!l do
States and the EU hairevested’ and are continuintp do sai in maritime

surveillance, and that integration across user communities within borders is
becoming a reality as is the interconnection with EU systkdeed, some EU
agencies alregtblay a considerable role in facilitating inter and intra user
community exchange of informatioRurthermore, integration across user
communities, across borders is emerging as legal, cultural and technical limitations
are being reduced.

In any case, en without CISE given the evolution of risks Member States will
have to invest and do more.
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In practice, wavork with three broad categories of Member States that are

expected to connect to CISE differently. Some Member States have already
establishedan envi ronment for information sh
C 1 S Ethése are likely to connem CISE via one single interfac®ther

Member States have a few system8) 2hat already cover many/all user

communities albeit without being fully itegrated these may opt for connecting

its few main systems to CISE viiaterfaces Finally, in some Member States

maritime surveillance is carried out via several separate systdrase may be
connected to CISE eith#rougha national node or througls manyinterfacesas

there are systems.

Limitations to The legal analysis presented in Part 1 provides our overall analysis of the legal

information sharing  limitations to information sharing. This analysis has been complemented by the
Gartner report, wich mainly addresses the technical limitations to information
sharing, and by the results of the questionnaire survey and the workshops/
interviews.

The questionnaire survey sheds in particular light on the limitations to the
information sharing acrosserscommunitie$ both across borders and within

borders. The survey distinguishes between legal, cultural, and technical limitations,
and between limitations to receivemovidemaritime surveillance information.

Similarly, the workshops/interviews disguish between legal, cultural, and

technical limitations, but they go more into detail about reasons for the limitations,
such as protection of personal data or of commercially sensitive data, and explore
the possible effects of these limitations.

Impacs of CISE As described above, the assessment of the impacts of CISE starts from the analysis
of use cases/situations within the bottampapproach. In this contexhe top
down information igarticularly valuable for the scaling up of the results te EU
level estimates. This said more overall findings in the literature on the value of
information sharing are also useful. Furthermore, as presented in Part 1, the
valuation of the quantifiable impacts is made using widely acknowledged unit
values for economjcsocial, and environmental impacts.

2.2.4 Combining cost and benefit measures

Information sources  The information sources used when combining the measures derived from the
bottomup and topdown approaches are those presented alidng combination
of the cos and benefit measures are presented when comparing the options in
ChapterB.

However, it should be emphasised that, as part of the collaboration with the
Cooperation Project, we carried out an expert surveyngrath Cooperation

Project participants (i.e. participants of all work packages), partly to gather
information that helpassess to which extent the events described in the use cases
can be related to specific maritime risks, partly to see how these anentisks

are distributed across the different sea basins.
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Cost and benefit
indicators

Baseline

Limitations to
information sharing

Impacts of CISE

Hence, the cost and benefit indicators are the same as those analysed through the
above two approaches.

The additional survey results combined with the infaromasources described
above comprise the combined baseline information.

Similarly, the analyis of the limitations to information sharing are combined in
order to provide an overall estimate of the extent of the liroitati i.e. an
estimate made by looking at the limitations from a number of different angles.

The combined analysis of the impacts of CISE differs, somewhat from the above
two approaches. While we relied on the views of the maritime exg®ten facts

and figures, we havein order to get to an overall or single estimate of the cost and
benefits- had to judge for ourselves which estimates would best serve the project.

Again, it should be emphasised that we make much use of an exaasgle

approach where we assess how much of the different examples of the added value
of CISE contributes to the coverage of the cost of CISE. Hence, if we can find a
sufficient number of such additional values to cover the cost of CISE, then the
recommendatiomwill be to establish CISE. However, as illustratedrigure2-3, it

is not that straightforward partly because cost and benefits of the sharing of
maritime surveillance information will evolve even without CJ8Ed partly

because there are different options for the establishment of CISE, with different
cost and benefit profiles.

Figure 2-3 lllustration of cost and benefits without and with (two options) CISE

Cost & Benefit

BO

Co

Expected evolution of the Option 1 Option 2
as-iswithout CISE

Furthermore, we do acknowledge that both the cost and benefit estimates are
connected with much uncertainty, and so we carry out a number of sensitivity
analyses in order to assess how much these estimates may change.

Finally, we do acknowledge that a numbéthe benefits can only be assessed in a
qualitative manner. We do also discuss these and explain how they may contribute
to a recommendation of the establishment of CISE.
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Impact Assessmen
supportingstudy

Objective of the
impact assessment

Contract between
DG MARE and
COowI

Organisation in DG
MARE

3 Procedural issues and results from
consultation of interested parties

3.1.1 Identificatio n

This is a studygarried out by COWin supportot he | mpact Assess.|
common information sharing en\arriednment
outby DG MARE.Hence in practice, many of the consultation atiégihave been

taken care of by DG MARE but with input from us, e.g. the Technical Advisory
Group (TAG) and the Member State Expert-&roup (MSESG). Furthermore,

this report is not a complete impact assessment, but it follows the structure of an
impact asessment report.

The objective of this impact assessment is to provide an analysis of the options for
EU action to implement CISE aiming at:

U analysing the need for EU action

U determining the most suitabpwlicy option and delivery instrument for this
action.

3.1.2 Organisation and timing

The contract between COW!I and the Commission DG MARE was santé
September 2012 for an initial duration of 12 months. The scope of the study was
extende bya contract amendment signed 16 June 2013 and the duration of the
assignment subsequently extended until February 2014 to accomrwdhis
change in scope.

An ImpactAssessmerfiteeringGroup was created in the Commissiodune
2012 anchasmet on regular basis following both this study and the oviemglact
Assessment. The steering group met with G@the meeting as defined in the
ToR, andit wasconsulted for the approval of respective deliverables.

The Impact Asessmen$teeringGroup was composed fifllowing DGs: Legal
Service (SJ), Secretari@®eneral (SG), Directorat@®eneral for Mobility and
Transports (MOVE), Directorat&eneral for Home Affairs (HOME), Directorate
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General for Justice (JUST), Directordbeneral for Taxation and Customs Union
(TAXUD), DirectorateGeneral for Humanitarian Aid (ECHO), Directorate
General for Communication Networks, Content and Technology (CNECT),
DirectorateGeneral for Informatics (DIGIT), European Adtfaud Office

(OLAF), Joint Research Centre (JRC) and European External Action Service
(EEAS).

3.1.3 Consultation and expertise

The study has been implemented and coordinated in the context of several other
parallel activities initiated by the European Commission (DG MARE) and in
congiltation with the European Council, European Parliament the Member States
and relevant stakeholders in the maritime surveillance domain.

The Commission hagitiated specific studies on issues related to CISE in support
of this impact assessment, intemadi study on the IT cost of implementing CISE

by Gartner and this study to assess the overall impact of CISE. In addition, the DG
MARE carried out internally a study in close cooperation with DG DIGIT on CISE
architecture visions and possible governanaesires.

The Technical Advisory Group (TAG) and the Member States Exper&sup
(MSEsG) on the integration of maritime surveillance were also established in the
CISE context and widely consulted during the execution of this study as well as the
laterestablished Cooperation Project.

Stakeholders were closely involved in the process both prior to this study and after
its implementation. The following is an outline of ihgolvement of thelifferent
stakeholders.

EU institutions The Council of the Ewpean Union, the European Parliament and the European
Economic and Social Committee have provided support to the CISE project
through inter alia the following initiatives:

U In 2012, European Ministers called for the CISE project to be operational by
2020 n the so called "Limassol declaration”.

U  Since 2008, the Council &&ssued a number of Council conclusions in
support of the CISE project.

U In 2010 and 2012, the European Parliament called on the European Union to
create a common information sharing enmirent in a Resolution on the
Integrated Maritime Policy of the EU and to invest meaningfully in further
developing the CISE framework, in a report on the maritime dimension of the
Common Security and Defence Policy.

U European Economic and Social Committemied a favourable Opinion on the
2010 Communication by the Commission on CISE referred to above.

Public consultation The purpose of the public consultation process is to receive opinions, inputs and
comments from the public. The target groups were ciizerganisations and
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public authorities that in one way or another consider that they have an interest in
maritime surveillance.

The Commission conducted the public consultation using the Interactive-Policy
Making (IPM) tool. This system facilitates theakeholder consultation process

with a user friendly interphase and online questionnaires. The questionnaires were
made available on the web portal AYourt
point for European Commission consultations.

The threemonthpublic consultation was launched 14 June 2013 ending on 14
September 201®bservations from the public consultation have been reviewed
when presenting the final impacts assessment study results, but have also been
documented in a separate report.

MSEsG The Member StatexpertsubGroup (MSEsG) on Integrated Maritime
Surveillance was established in September 2009 and met 11 times tOctateer
2013) The purpose of this expert group is to discuss and provide political guidance
on maritime surveillarein general and on the CISE project in particular. This
group involves representatives from all EU and EEA Member States. All relevant
EU Agencies are also invited to participate in this work: the European Maritime
Safety Agency (EMSA) (transport), the ilepean Agency for the Management of
Operational Cooperation at the External Borders of the Member States of the EU
(FRONTEX), the European Environmental Agency (EEA), European Police Office
(EUROPOL), the European Fisheries Control Agency (EFCA), the Earop
Satellite Centre (EUSC) and the European Defence Agency (EDA).

TAG The Technical Advisory Group (TAG) on integrated of maritime surveillance was
established in November 2010 and met 15 times to(@at®ber 2013)The
purpose is to obtain techniagidance from the different user communities on the
CISE project. TAG is composed of national experts representing the seven sectorial
user communities, as well as representatives from all the above mentioned
European agencies. Each TAG member has theddskse with counterparts
from all involved countries inside his/her sector, to ensure as wide representation
as possible.

A team of experts from COWI have presented and discussed preliminary findings
of this study with TAG and MSEsG several times.

Two pilot projects Two CISE pilotprojects:BluemassMed and MARSUN®ere launched in 2010
and finalised in 2012. The purpose of these pilot projects was to test the feasibility
of CISE in practice, in two sea areas, the Mediterranean Sea including itscAtlan
approacheand the Northern Sea basii®gether these projects involved 14 EU
Countries, Norway, and Russia as an observer, with 61 participating authorities
representing all seven sectors. Both projects provided encouraging final
conclusions which ha been taken into account in this impact assessment.

Cooperation projec  The Cooperation Project isfallow up project to BluemassMexhd MARSUNO,
involving 43 public authorities from 12 Member States and Norway. Five EU
Agencies are associated to thisject. The project work focus on a number of
practical use cases, aiming at examining a number of operational, technical,
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Member States
survey

Member State
interviews and
workshops

economic and legal issues of relevance for the establishment of CISE. The
stakeholder participation in this project continues thiga. COWI experts have
been extensively involved in all relevant Cooperation project work packages.

In addition to the public consultation mentioned above, a specific survey targeted
the Member States was conducted. The survey ses/agut to the impact
assessment and took place between May 2013 and June 2013.The questionnaire
was sent to participants of the MSEsG who, for the purpose of this survey, were
identified as contact points for Member States and participating EEA SIAt23.
coastal states 13 provided responses.

To support the impact assessment study, and substantiate the answers provided to
the MSEsG survey, we also conducted a number of interviews/workshops with
both Member Statemnd EU agencies. The meetings typically took place as full

day focus groups with representatives from all user communities. However, not all
user communities were represented in all Member States. The focus group format
of the meetings nonetheless ledytod discussions between the sectors on the
guestions that were addressed, and many of the participants knew the other (non
represented) sectors quite well. A total of 7 Member States were interviewed,
namely: Finland, France, Germany, Portugal, Italyt&thKingdom and Spain

(nine Member States were approached, Sweden and Romania have not materialisec
in country visits)
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Blue Growth
initiative

4 Problem definition

4.1  Policy context

The policy context of CISE is a mixture of sectorial initiatives directly targeting the
maritime aea and horizontal initiatives targeting the overall growth and job
creation in Europe. This also includes e.g. the Digital Agenda for Europe launched
as one of the 7 flagships initiated by the Europe 2020 strategy.

The CISE project is intended to be buwift current achievements and the existing
mechanisms for information sharing which have already been developed at sector
level. The purpose will be to ensure the interoperability of sector systems without
reinventing any wheels but to streamline over time @@duce administrative

burden. This is to realise the full potential of existing resources primarily in terms
of sectorial policy achievements, but also better esessorial knowledge of
occurrences in particular sea basins and to create new bugipessinities.

Blue Growth is the long term strategy to support sustainable growth in the marine
and maritime sectors as a whole. It recognises that seas and oceans are drivers for
the European economy with great potential for inniowaand growth. It is the
Integrated Maritime Policy's contribution to achieving the goals of the Europe 2020
strategy for smart, sustainable and inclusive growth.

The 'blue’ economy represents 5.4 million jobs and a gross added value of just
underEUR 500billion a year. However, further growth is possible in a number of
areas which are highlighted within the strategy.
The strategy consists of three components:
1. Specific integrated maritime policy measures
2. Sea basin strategies to ensure the most appropniatef measures to
promote sustainable growth that take into account local climatic,

oceanographic, economic, cultural and social factors;

3. Targeted approach towards specific activities: (aquaculture, coastal
tourism, marine biotechnology, ocean energy seabed mining)
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Marine Strategy
Framework
Directive

Horizontal EUwide
initiatives- ICT

The specific integrated maritime policy measures are substantiated in three
concrete initiatives where CISE is one of them.

U Marine knowledge to improve aasto information about the sea

U Maritime spatial planning to ensure an efficierd anstainablenanagement
of activities at sea

U Integrated maritime surveillance to give authorities a better picture of what is
happening at sea (CISE).

The concrete initiatives are all interlinked and the linkages are described in detail
in the Blue GrowthCommunication (COM(2012) 494 final).

The aim of the European Union's ambitious Marine Strategy Framework Directive
(adopted in June 2008) is to protect more effectively the marine environment
across Europe. It aims toldeve good environmental status of the EU's marine
waters by 2020 and to protect the resource base upon which wredaites

economic and social activities depend. The Marine Strategy Framework Directive
constitutes the vital environmental component efltimion's future maritime

policy, designed to achieve the full economic potential of oceans and seas in
harmony with the marine environment.

The Marine Strategy Framework Directive establishes European Marine Regions
on the basis of geographical and ennvimental criteria. Each Member State
cooperating with other Member States and-Bthcountries within a marine

region- are required to develop strategies for their marine waters.

Especially the concrete obligations to cooperate are a building bloclsiEvihere
the exchange of information facilitates a better operational and strategic execution
of tasks.

Furthermore, the project is fully in line with a number of other EU wide initiatives
such aghe Digital Agenda foEurope (one of the flagship initiatives of the Europe
2020 Strategy) where seamless crdgsiain and crosBorder information
exchanges are a priority for the EU.

The CISE initiative facilitates Pillar-IDigital Single Market, Pillar I} improving
stendardsetting procedures and increased interoperability and PillarlVH

enabled benefits fdhe EU society. The Digital Agenda for Europe contains 101
concrete actionsef whichmany have already been accomplished. However what is
extremely relevant foalmost all future activities in the ICT sector is the innovative
use of data. CISE holds the potenti al
guantities of data can be used both in direct operations but also for an overall
improvement of the quality oksvices that maritime authorities offer to the
commercial operators in the maritime domain.

The ISA Programme aiming at fostering interoperability between public
administrations. The CISE project has been funded as relevant action in the Trusted
Information Exchange area.
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Last but not least, the CISE initiative is in line with the European Interoperability
Framework (EIF), which is promoting and supporting the delivery of European
public services by fostering crebsrder and crossectorial interoperabiljt
Especially the EIF will play a significant role in an efficient implementation of the
CISE Architecture Vision.

Every daytens of thousands of activities take place in the EU waters. To ensure
that these actities take place in a safe manner and to assess and manage their
impact on security, economy, marine environment and beyond, there is a critical
need for surveillance of the activities. This néexhd hereunder the need for
improvement gives rise to a@mplex daily reality for the maritime surveillance
authorities as illustrated by the following examples:

U A sailing ship smuggling drugs and arms is approaching the EU from the
Atlantic Ocean. It may enter the EU at any place along its coastline reaching
from the Gulf of Finland, the Baltic Sea, the North Sea, the Irish Sea, the
Atlantic, and the Mediterranean to the Black Sea. Cussuthorities along
these coasts may be in a difficult position to detect the smuggling unless
receiving appropriate hints fnopartner authorities as to the nature of the
smuggling, the name of the ship, her destination and her time of arrival.
Customs need to communicate with authorities from different sectors across
the EU to increase their efficiency. While today communicatiorks very
well between customs authorities of different countries, communication
between customs and other sectors, such as police, border guards, transport
authorities and naviehowever needs to be improved or even established.

U Commercial cargo ship carrying about 70% of the trade between the EU and
the rest of the world, are under regular threat of pirate attacks and need
protection. At high seas, away from European coasts, this protection can
mainly be provided by navies. However, cooperatiowbeh navies and the
commercial transport community needs to be developed. The operation
'‘Atalanta’ at thédorn of Africa protecting commercial vessels from pirate
attacks ishowever a promising examplef cooperationonwhichto build in
the future

Irregular migrants are often abandoned with almost no fuel or drinking water
in vulnerable boats that are difficult to detect innfiddle of the
(Mediterranean) sea. These people may either enter the EU illegally or may
lose their lives at sea if not detedtand saved by combined efforts through
radar and satellite images, patrol planes and vessels from border guards,
navies, coast guards and even fisheries or environmental control authorities.
However, communication and cooperation possibilities betwethiomdties

from different sectors are in certain casesnpartially forbidden by law.

The actors of maritime surveillance consist of about 400 public authorities, mainly
at MemberStatelevel but also at EU level, carrying out seven maritime
surveillancerelated functions. Great efforts have already been made with respect to
the collection and exchange of maritime surveillance information (position of

ships, cargo dat@tc.) by cotrol authorities and within specific maritime

surveillance user communitiéf which we distinguish between the following
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seven: Maritime safety, Fisheries Control, Marine Pollution, Customs, Border
Control, General Law Enforcement, and Defehead toincreasing the efficiency
of surveillance activities with the existing means available, including-tasker
cooperation.

However, the sharing of surveillance datweeruser communities has not taken
place to the same extent. This has led to situstidrere data which would be
useful to other user communities are not shared or where the same data are
collected by several authorities.

€ and so Although progresfias beemade in thiglirection since the launch of EU's
encouraging sharin  Integrated Maritime Policy (IMP) in 2007 (EC, 2007), which has highlighted
of maritime surveH integrated maritime surveillance as an important ecosing tool, more needs to
lance information be done. The IMP targets safety and security at sea alongsiééable growth.

In this context, it pursigsynergies among the maritime user communities, e.g. via
the development of crogstting policy tools. In EC (2007), the Commission
actually committed itself to t aikahceg ¢
system to bring together existing monitoring and tracking systems used for

maritime safety and security, protection of the marine environment, fisheries
control, control of external borders ¢

The IMP commitmeniva s f ol | o w&uding grinciplgs t he A
Communicationd ( E C, , wiiich §pblla gut the principles for the development
of a Common Information Sharing Environment (ClSd)d so it launched a
process towards its establishment. The Communication shateged for a clear
legal framework and provideas presented iBox 4-1, an understanding of what
CISE stands for.
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Box4-1 Common Information Sharing Environment (E)S

The different components of the Common Information Sharing Environment (CISE) should be understood as
follows:

‘Common’ : As the information is to be shared between the different user communities, data used for this
information should be collected only o nce.

‘Information’ must enable user -defined situational awareness. Coming from disparate user communities,
information should be identifiable, accessible, understandable and usable. Processing such information with the
appropriate security safeguards must be ensured.

‘Sharing’ means that each community receives but also provides information based on previously agreed standards
and procedures.

'Environment' refers to interconnected sectorial information systems that allow users to build up their specific
sit uational awareness pictures, which enable them to identify trends and detect anomalies and threats.

Guiding principles and recommendations to act according to them are developed in the Communication. These are
briefly mentioned here together with their res pective recommendations in order to emphasise that they are applied
as important and basic working principles:

Guiding principles Recommendation

Interlinking No data duplication; interoperability across EU user communities; national
coordination; interna  tional and regional cooperation.

Technical framework Technical framework; interoperability and common standards; EU agencies.
Civilian -military Enhanced coordination; better use of surveillance tools; space -generated data
Legal provision Clear legal fra mework defining the nature of data, the capability of data

provider, the purpose of exchange and the potential recipient; safeguards and
protection of personal data and take into account legal provisions at EU level;

the data for military, state security a nd criminal law enforcement may be
addressed on an ad hoc basis, consequently, additional safeguards will be
required.

Sources: EC (2009a), EC (2009b).

As already mentioned, in parallélvo pilot projects to test how maritime

surveillance informationk&ring can take place in practice were launched in 2009.
BluemassMed (FEI, 2012) tested information sharing in the Mediterranean and the
Atlantic sea basins, while MARSUNO (2011) covered the Northern European sea

basins.

In 2010, the Commission (EC, 20)fresented ®raft Roadmap on the
establishment of a Common Information Sharing Environment for maritime
surveillanceAs presented ifiable4-1, this Roadmap sets osik steps deemed
indispensable to establish @S
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Table4-1 Draft Roadmap: steps and status towards development of CISE
Step Description Status
1 Identify user communities User communities have been identified according to seven maritime

"functions™:  maritime safety, fisheries control, marine pollution, customs,
border control, general law enforcement and defence. About 400 potential
members (public authorities) have been identified.

2 Map data sets and identify Members fr om Step 1 have identified available data sets. Some 500 data

gaps in information
exchange

sets have been identified. Between 40 -90% of these data sets are not made
systematically available.

3 Establish common grounds It has been identified that most data should be exchanged at a non -classified

for data exchange

level, but with special arrangements for data that are of sensitive nature.
Only little data needs to be classified.

4 Develop supporting A preliminary study is in progress that investigates existing data exchange
technical framework for technologies. A solid understanding of the diversity of the different existing
exchange and forthcoming IT tools provides the basis for proposing possible IT choices

that allow for the interlinking of these systems in a decentralised manner.

5 Establish data access rights Undergoing investigations of the relevance of structuring data into "purpose
of users oriented data package services" with pre -defined access rights based on the

maritime missions across the seven user communities.

6 Ensure respect of legal Mapping of requirements for necessary legal provisions to allow lawful data
provisions exchange is being conducted.

Baseline and policy
context

Potential for CISE
added value

Source: EC (2010).

The next Commission steypas to initiateanImpact Assessment with input from
this impact assessmesttudyi prior to submitting a proposal to the Council and the
European Parliament for the implementation of CISE. Hence, it is envisaged that
the Impact Assessment will suppoidite Paper, which will define the role of

the various institutional playem setting it up and proposing suitable instruments
for this purpose.

4.2 Problems

The problemsaddressed bthis impact assessment study via its analysis of
objectives and policy options below haseen discussed in detail Rart1; and
they are also reflected upon in the policy contkedcriptionpresented above. The
following problem formulation is therefotargelya concise version of this
analysis.

4.2.1 Problem formulation

The problem formulatiors based on the analysis of the current situation

maritime surveillance, and the risks that Member States are facing; along with the
expected future developments in thasks. As presented iBox 4-2, there isroom

for improvemenbf presentimitations to information sharing.
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Box4-2 Problem formulation

The assessment of risks shows that the risk picture differs both across risk sources but also across basins. Differe nt
basins appear (in general) to be affected by different types of risk at varying levels (ranging from low to high).

Security -related factors appear to show higher diversity, while environment -related ones seem more homogenous. At

the same time, the same can be said about the possible impact of the risk to the EU, which however tends to be more

in the medium range. When using these parameters to estimate i
towards a fAmedium to higho risk picture.

The analysis of maritime surveillance systems and cooperation reveals a complex daily reality for the maritime
surveillance authorities where many illegal activities in the EU waters could be better responded to i particularly if the
sharing of maritime surveillance in formation and cooperation across the seven user communities and across border s
was improved.

It has been assessed that there is presently a gap of between 40% and 90% between the supply and the demand for
additional data exchange across the various user co mmunities depending on the area, that 45% of the currently

collected information is collected by more than one user community, and that about 80% of the existing information is

in national ownership. Moreover, almost half of the information that is gathere d today is owned by two sectors, namely
defence and maritime safety, and it should be emphasised that not all data are exchanged on a regular basis.

However, it should also be emphasised that the sharing of information across user communities, as well as a cross
borders, is no figreenfieldo as a significant and evolving inf¢
CISE can be built. This said the Member States are on different levels regarding the design and extensiveness of their

national maritime surveillance setups i and so on different levels of preparedness for connecting to CISE. Furthermore,

there are differences in limitations to data access between user communities, although they all experience technical,

legal and cultural limitati ons, and although th ese limitations are higher across Member States than with Member States.

The legal analysis revealed that the legal conditions for the sharing of maritime surveillance information are at EU level

fragmentised and rely on a sectorial (ve rtical) approach. The vast majority of the legal provisions of sectorial legislation
provide for the sharing of information only within the sectors and there are very few provisions allowing expressly for

the sharing of information across functions. This d oes not necessarily exclude the sharing across sectors, provided that

the sharing is not excluded by the applicable personal data protection legislation, national rules governing

confidentiality, IP rights, etc. The legal complexity however often results i n legal uncertainty as to what information

may be shared, with whom and for what purpose.

In conclusion, currently a number of problems need to be addressed by  CISE, including technical, legal and cultural
limitations that need to be overcome.

4.2.2 Accelerati ng and decelerating factors for information
sharing and cooperation

Changing problem The problem formulation described abdver rather the problem situatidns not

situation static and may evolve over the coming years. Due to various trends, sonegnsrobl
may increase and others may decrease. This could have an effect on the added
value potential that can be ascribed to the CISE, and could also affect the choice
and appropriateness of the different policy options.

Changing It is anticipated that the sharing of maritime surveillance information and
information sharing  cooperation will develop even without the establishment of CISE. In other \itords,
and coopgation is likely that theuptake of information sharing and cooperation activitigs

increasd across user communities and across boifdekgn without CISEwhich
will help solve some of the above problerttss important toconsider thisvhen
analysing the cost and benefits of the different policy options.

A number of accelerating and decebkang factors for such uptake of information
sharing and cooperation are summarised in the following. The findings are derived
from a number of workshopdtended bynaritime authorities in selected Member
States antby EU agencies, as well as from reviegithe literature such as the
BluemassMed (FEI, 2012) and MARSUNO (2011) reports.
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Information sharing
trends and awarent

Table4-2 shows rough scordsprovided by COWTI for the identified accelerating

and decelerating factonsfluencinginformationsharing and cooperation. It shows

that there are more decelerating factors than accelerating ones. However, as these
factors and their scores cannot be directly related to each other, and as some factors
could be argued to be interlinked with others, tiies not mean that the sharing of
information and cooperation will decreadimnethelessit strondy indicaesthat

full uptake of information sharing and cooperation will not hagpehe current

situation meaningthat the above problems not will becagiately solved.

Table4-2 Accelerating and decelerating factors for uptake of information sharing and
cooperation

Accelerating factors Decelerating factors

Information sharing trends and t Lack of common rules,

awareness standardisations and definitions

National Resource constraints ++4+ | Traditional thinking, limiting habits

and unawareness

Shared data needs + Lack of common understanding,
goals and language

Emergence of an information ++ Lack of trust
sharing c ulture

Technical developments + Uncertainties regarding future
funding of EU systems

Lack of will in politics and processes -

Organisational differences

Protection of personal data --

No legal obligation to share across
sectors

Lack of connections between EU
systems

Source: Assessments by COWI.
Note:-/+: minor factor; --/++: moderate factor;---/+++: significant factor.

Accelerating factors

Currently, there is drend of establishing crosectorial information sharing
environments within Member States; some have already done this, others are
working towards this entl albeit with some Member States still having far to go.
Implementing a national CISE is a lengttrocess, particularly with respect to
establishing the underlying framework, governance and responsibility structures.

There is also growing awareness that data gathering and maritime surveillance are
entering a new era. A central driver for this develept has been resource
constraints and so the seeking of efficiency gains. Furtherinaeme countries
increased cooperation and willingness to share informbatsstared a move

away from responseriented surveillance to anticipation and predicggstems.

i.e. forcing authorities to do fismart
informationi both information whichmayalready be recorded but not sharaak]
information thatare not yet recordedn formats for easy sharing and usage.
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So far, he above trend of increasing information sharing has been very much
driven by increasing national resource constraints. With limited and even

dwindling resources, authorities have been forced to find ways of saongy

while still doing their job. In many casdhis hasesultedand continues to result

in the sharing of both surveillance information, and physical assets and equipment.

National authorities have specific functions and competences and work
traditionally independently towards their goals; also in terms of fulfilling data
needs. This still tend to limit the amount of data sharing that potentially could take
place; i.e. by combining systems and databases. Increasing awareness of other
authorit e s 6 dat a n etdggesdatersharihg withrthee Imasbobwous
overlapping interestseven without CISE, but CISE would enhance and quicken
the process.

Although detections and responsesoften local there is growing awareness that
the impacts of nowletecting or nomesponding locallyend tohave global impacts.
Pilot projects such as the BluemassMed and MARSUNO have demonstrated that
the efforts undertaken to share information have not stoppadhwitend of the
projects. User communities have for instance been increasingly connected both
within and across Member Statasd systems lva been connected, e.g. the
Spanish and French riag Malta and Greece connected through the Portuguese
node.

At presentthe maritime surveillance authorities (e.g. border control authorities) in
some Member States have basic IT equipment, limited software and, in several
cases, no internet connection and are thereby limited in their means of
communication with other surveillance authorities. This is, however, likely to
improve in the future independentlf whether CISE is implemented.

Decelerating factors

Many issues regarding informatigharing across national environments relate to
lack of rules, standardisations, and definifand generally also to the lack of a
common language. In some Member States, these limitations have largely been
overcome (such as in Finland and the UK). Imeotcountries such as Italy
significant efforts have been put into paving the way; but muart is still

needed.

There is an unfulfilled need for Member States to work together at the international
level. Many Member States, however, feel that they abgo the extra mileAs

just mentioned His is both due to the lack of rules standardisations and definitions
in an EU setting; but it is also a question of the resowatcde disposal dhe

various authorities. From this perspectitheere is a neetbr CISE to build an
environmenfrom which Member States caumoceed and itis be anticipated that
additionalcrosssectorial information exchangacross Member Statesll be

limited without CISE.

Many authorities state that they are content with the maritime surveillance systems
that they are using. However, this is not necessarily a reflection of the fact that the
systems work well. In many cases, it reflects the fact that the authorities do not
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Lack of common
understanding, goa
and language

Lack of trust

Uncertainties
regarding future
funding

Lack of will in
politics and
processes

Organisational
differences

know i or donot want to knowi about other options.e. bybeingopen towards
other authorities and sharing information.

According to some Member Statese of the challenges of going beyond national
CISE environments to crosborder CISE is the lack of a common vision,
objectives and goals. Without such commonality, it will be more difficult to
establish a common language and a culture which can drive the political will and
foundation for crossectorial ad crossborder data sharing. It may be easier to
establish such commonalities for regions/sea basins than for the EU as a whole
because the Member States adjacent to sea basins have common interests.

Trust is a key issue for information shragi Surveillance authorities are generally
protective of the information collected within their own community. Historical
domination of specific areas, such as defence controlling the sea, can bring
difficulty in accepting that other organisations haveoesibilities in the same
areas.

There are ncertaintiesaboutthe future development of existing or planned
information sharing initiatives and platforms loth national and EU level (e.g.
EUROSUR).In the coming yars, hese initiatives and platforms méace a drop
in funding, which wouldhave asignificantimpacton their development.

There are examples where the political will is not strong enough to overcome the
limitationswhich hinder the establishment of a new system, or cooperative sharing
arrangement, even if there is a need for it. One exampleauthority using a

system developed by another authority, with great benefits. Political issues within
the authority, howeer, meant thathe systenwas abandoned with the result that

the authorityrevertedto email and phone to exchange information.

Also, maritime surveillance is often associatethwtrict job/task roles. The
authorities allocateften little effort in ging beyond thesevhich can hinder the
sharing of information. Broad interpretatiohlegal limitations (e.g. classification
of information, commercial confidentiality, etc.) to information shadfignleads
to arefusal to share informatioA changem attitudeis requiredo overcome this;
i.e. the establishment of the principle of responsibility to share maritime
surveillance information.

Currently, dfferences in organisational setups between Member States make it
more dfficult to establisha system for efficiendata sharing between some
authorities. This was demonstrated in
information exchange collaboration mainly took place with Spain (and to some
extent Portugal). Only little imrmation was shared with France because \ry
complexorganisation on the French side.

Furthermore, differences in competences among information sharing partners make
it difficult to share information beyc
efforts are needed to establish a foundation for sharing more sensitive data. This
was demonstrated in the BluemassMed project with the result that only fake
sensitive data was shared for testing purposes, and where some authorities did not
participate with thig main information exchange systems.
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Protection of
personal data

No legal obligation
to share across
sectors

Lack of connection:
between EU systen

Generally, it is difficult to reach common ground on legal issues as the law allows
for many different interpretations.

The sharing of personal data is subject to specific limitations iaablog the data
protection legislationThe data protection legislation is based onrbed to know
principle and in effect limits the possibilities to share personal data across
functions.Also the principle of purposkmitation restricts the processittige. any
operation or set of operations which is performed upon personal data unless there is
a specified, explicit and legitimate purpose (Art. 6(1{irective 95/46/EQ

and limits the further processing of such datzese limitations are establestin
relation to thedndamental rights of the citizens in Eurpged it is unlikely that
theon-goingrevision of the data protection legislation will bring any changes to
the current regime as regards a less restrictive interpretation of personal data.
Measures to comply with the data protection legislation may nonetheless be
introduced, but it is unlikely that this will happen without CISE.

The current EU legislative framewohlasvirtually no obligations t@hare
information across sectgand there are no indicationsthe establishment of
such oligations without CISE.

As of January 201@ouncil Regulation (EC) No 1224/2009 establishing a
Community control system for ensuring compliance with the rdléseocommon

fishery policy opened the possibility to share VMS, AIS and VDS data with four
other user communitieSo far, his legislative example has not been followed by
other user communitieand there are no indications that similar initiatives will

follow in the future. The recent proposal for a EUROSUR Regulation foresees
cooperation with e.g. other relevant EU agencies (i.e. also across sectors), but only
provides a formal legal framework for the sharing of information between the
national coordiation centres.

Despite of certain sector and data interconnection developrttemtsajority of

EU systems such as SafeSeaNet, LRIT, CleanSeaNet, EUROSUR&n

sectorial andinconnected. Also, they are not seenbeing able to accommodate

data needs; but they are part of the solution. The level of services remaiaadow
expanding the current systems will be very expensive. Also, there aredatany

gaps andtheyare not necessarily good systems for exchrapdata; e.g. some
Member States see SafeSeaNet more as a system that they provide information to
ratherthan a systerfrom whichthey gather information.
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5 Objectives

EU policy objective The analysis in the previous chapter concludesthiesieé are problems regarding

and EU action the lack of sharing of maritime surveillance information that call for EU action
particular across user communities and across borders. In this context, it is assessec
that CISE will become an integral part of the EU Inéégd Maritime Policy, based
on the recognition that all nats relating to Europe's watene interlinked, and
that searelated policies must develop in a joiral way® As part of the policy,
the improvement and optimisation of maritime surveillarat&vidies and
interoperability at European level are important for Europe to meet the challenges
and threats relating to safety of navigation, marine pollution, law enforcement and
overall security.

Drivers, problems As presented ifable5-1, the above problem definition has, been transformed into
and objectives objectives that can be interpreted as future solutions to the problems (see also the
intervention logic presented rable2-1).

Thedrivers behind the technical, legal and cultural limitations give rise to the

focal problem of lack of information sharing and cooperation across user
communities and across borders. This focal problem is underpinned by the
assessmethat risks of events/threats related to maritime surveillance in general
are high and likely to change over time, and that EU added value from EU action is
not fully exploited.

Thespecificobjectivesof CISE are also directly linked to the drivers. Heriices,

a direct objective to (i) reduce the technical limitations via the establishment of an
appropriate IT environment, (ii) reduce the legal limitatiand promotdegal
certainty, and (iii) reduce the cultural limitations via the establishment ofa ne
culture in purposeriented information sharing. Thspecific objective are directly
addressed by the policy options (see the next chapter).

! communication from the Commission to the European Partigriiee Council and the
European Economic and Social Committee and the Committee of the Regions,
Integraed Maritime Policy for the European UnioBOM(2007) 574 final.
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Thesespecific objective also relate to thgeneral objectivesof establishing the
preconditions for the Membé&tates to connect to CISE and so to boost
information sharing for the surveillance of the EU maritime donvatiich will
lead to efficiency and cosiffectiveness via integrated maritime surveillance,
hereunder via enhancing cooperation between mar#irteorities.

The resulting improvement in the performance of maritime surveillance activities
will finally contribute to theoverall objective of sustainable growth and protection
of EU maritime interests.
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Drivers, problems and objectives and how they relate to each other

Drivers

Problems

Objectives

Description

Admin istrative cultures
and traditions are
dominated by sectorial
thinking .

Many technical solutions
are user community
specific and not always
suited for immediate
integration with the

systems of other

functions or countries

Legal limitations

constrain rest rain the
ability of Member States

to provide the legal
conditions to enable
information sharing

across sectors and vis  -a-
vis other countries

Increased demands on
surveillance and
increased budgetary
constraints

Lack of information
sharing andco -
operatio n across user
communities and borders
between relevant
authorities acting for the
surveillance of the EU
maritime domain

Risks of events/threats
related to maritime
surveillance are in general
high and likely to change
over time .

Added value from EU
acti on is not fully
exploited .

Overall objective

of sustainable growth and protection of
EU maritime interests

Relation to the problem

Through CISE, maritime surveillance can respond to increased future
surveillance needs in an efficient and cost -effective ma nner, and harvest
possible synergy effects; and thereby contribute to sustainable growth and
protection of the EU maritime interests

General objective

of boosting information sharing for the
surveillance of the EU maritime domain

of the efficiency and  the cost -
effectiveness of integrated maritime
surveillance

of enhancing cooperation between
maritime authorities

Relation to the overall objective

Through closing information gaps i viaCISE i the effectiveness of maritime
surveillance will be enhanced thereby contributing to sustainable growth
and better protection of EU maritime interests

Through CISE, overlaps in information collection and excess parallel
purchase and operation of equipment can be avoided thereby improving
cost -effectiveness and cont  ributing to better use of surveillance resources

Specific  objective
of reducing technical limitations
of reducing legal limitations

of reducing cultural limitations

Relation to the general objective

The specific objectives all specifically address t he different drivers: The
legal and the operational (IT) environment are necessary conditions for the
CISE:

- Establishing legal certainty and the appropriate enabling environment in
legal terms is a pre  -conditions for Member States to connect to CISE

- An app ropriate IT environment provides for the necessary
operational/implementation environment

Whereas the establishment of a new culture in information sharing provides
for the awareness, incentives and/or obligations that are to ultimately
generate the demand  for the system and the data to feed it
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Operational
objectives and polic
measures

6 Policy options

6.1  Policy measures

The previoushapter presented the specific objectives to be addressed by policy
options. A first step in the process of designing these policy options is to identify
appropriate policy measures in order to make CISE a functioning environment for
information sharingTable6-1 lists these policy measures organised according to
the specificobjectives, which they mostly suppori.e. they may also relate to the
other objectives, but to a lesser degree.

The table shows that adad set of policy measures, having the potential to address
the specific objectives, héeen drafted. These policy measures incorporate a
broad range of policy instruments that can be implemented at EU level from softer
instruments, such as recommendation guidehes, to legally binding acts
(Section6.4). None of the measures presentadild be able to tackle all the

various problems/drivefsbjectivesn a satisfactory manner alanféccordingly,

the policymeasures are combined into policy options (see below), which constitute
viable policy alternatives for achieving the objectives. This does not, however,
exclude the possibility of combining the different polagtions into viable policy
packages.
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Table6-1

T Part2

Specific objectives and policy measures

Specific objectives

Policy measures

Reduce legal

limitations and
promote legal
certainty

Remove legal limitations by allowing the transfer of maritime surveillance i
certain enumerated functions

Safeguard the protection of personal data, confidentiality, IP rights and the use of data
when data is being shared through the CISE environment

Establish the principle of responsibility to share as a legal oblig

nformation to

ation

Reduce technical
limitations via the
establishment of an
appropriate IT
environment

Define a common information exchange model
Provide for common data classification levels and access rights
Provide for a catalogue of datasets and information serv

Define a messaging protocol and potentially the service discovery specifications and
correlation and fusion rules

Provide framework for semantic and technical interoperability agreements

Provide financial support to establishment of IT environment

ices

Reduce cultural and
administrative
limitations via the
establishment of a
new culture in
purpose -oriented
information sharing

Define CISE principles based on responsibility to share and need to know principles

Support the entering into agreements between ma
terms and conditions of information sharing

Provide financial support to facilitate cooperation and joint operations

ritime surveillance authorities regarding

Sel ecti

on

6.2

Selected policy options

prhe@aliey miongpresented here have been sdlguteugh a stepwise process.

In the first step, a broad range of policy options was developed. In the second step,
some of these policy options were discarded from further analysis. In developing
and screening the policy options for CISE, the followirigeda were employed:

a)

b)

Effectivenesscriterion includes two perspectives: thimblem statemerand

the objective From the problem statement perspective, the development of
CISE policy options entails the assessment of the ability of the different
optionsto achieve the specific objectives and to meet stakeholder
requirements. Hence, the options should address the CISE objestiese
legal, technical, administrative and cultural barriers.

Efficiency focuses on the ease of implementation of each gidhey options

and includes the various requirements to realise the policy option. This also
includes the level of political/administrative resistance, but also considerations
of transposition and compliance.

Coherence with general EU law principles and fadamental rights
includes the assessment of the proportionality and subsidiarity of the policy



COWI

The development of the CISE for the surveillance of the EU maritime domain and the related Impact Assessment T Part2 43

é |l eading
overall policy
options

Policy Optionl: N
EU action (baseline
scenario)

options employing the proportionality and subsidiarity test, the assessment of
compatibility with fundamental rightsind the coherence of the options with
overaching EU policy objectives.

Deploying the methodology outlined above, the following policy options have been
developed and assessed in detail: Option 1: no EU action, Option 2: options based
on voluntary cooperin, and Option 3: legally binding options. All of these

options aim at achieving the specific objectives, as described above. They differ,
however, in the intensity of intervention and the degree of prescriptive detail.

6.2.1 Option 1: No EU action

The no EU atton contains in principle two sutiptions: the discontinuation of
existing EU action and the no further action at EU level, i.e. the no policy change
(baseline scenarid)However, since the former option (discontinuation of existing
EU action) would béneffectiveto achieve the objectives outlined in Chapter 5 and
even rus counter to the developments already made and the existing national
trends towards crossectorial information sharing, it was not selected for further
consideration.

This option would leave the current approach unchanged. The baseline scenario is
described in detail in Part 1. The CISE EU framework will be based on the existing
nortbinding policy instruments as describiadsection6.4.1 The future

development of CISE would depend on the Member StatesEU agencies'

initiatives towards integrating marine surveillance information sharing systems
primarily at national, regional or internatialnevels.

Should no further coordinated action at EU level be taken, the different steps
identified in the 2010 CISE Roadnfapould continue to be implemented in a ron
coherent manner. The existing problems, as identified in Ché&pteuld remain
insufficiently addressed since no clear rules would exist on the criteria for the
implementation of the individual steps as well as the scope of the principle of
responsibility to share maritime surveillance informati

6.2.2 Option 2: Options based on voluntary cooperation >

The success of the voluntary measures in pursuing the objectives depends on the
willingnessand facilitationof the different actors to participate. Voluntary
measures, unlike legislation, may providere responsiveness and flexibility as

2 Communication from the Commission, Compliance with the Charter of Fundamental
Rights in Commission legislative proposals, COM(2005) 172 final.

% Impact assessment guidelines, SEC(20@9)s8ction 7.

4 COM(2010) 584 final.

® The following section refers to legal measures, which are adopted via binding procedures,
however when referring to voluntary measures what is meant is the CISE related
implementation as voluntary and not necesséhnidyadoption of the measure.
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Option 2.1:
Recommendation fi
the implementation
and management ¢
CISE ("CIE
Handbook")

Option 2.2: Joint
undertaking

they can be established and altered more quickly than legislation. On the other
hand, there is a limit to what can be achieved by measures based on voluntary
cooperation. This applies in terms of overcoming existggl limitations,

assuring coherent implementation, but also as to the degree of uptake on
information sharing. This policy option can be divided into the following sub
options:

A "handbook" for the implementation and management of CISE may provide
recommendations, best practices on information sharing and technical and
operational guidelines. Such handbook may be formally adopted by the
Commission in the form of a Remmendation, relying on the legal basis of Article
292 TFEU. The handbook may:

U encourage Member States' maritime surveillance authorities to exchange
information across borders and across user communities. This may in effect
increase cooperation among faartties on a voluntary basis

U define best practices for information sharing

U provide a standard form for the conclusion of a Memorandum of
Understanding (MoU) among the Member States' maritime surveillance
authorities regarding the conditions for informatgharing and the use of the
data shared

U address administrative practice in a coordinated manner by providing
guidelines to help Member States and other CISE stakeholders to interpret and
apply specific provisions of EU legislation. This may, in turn state
changes in national legislation in situations, when such contains provisions,
which are more stringent in comparison with the legislation on EU level

U provide technical and operational guidance.

The voluntary approach mde formally founded as a joint undertaking (Art. 187
TFEU). Such undertaking may provide a framework for further activities,
encourage and, when appropriate, assist EU Member States to increase maritime
surveillance information sharing among user comtesiand to achieve a more
effective and coordinated information sharing. A joint undertaking is typically
established by a Regulation. Such Regulation is adopted on a proposal from the
Commission and after consulting the European Parliament and the Ecamum
Social Committee, relying on the legal basis in Art. 188 TFEU.

A joint undertaking may be formally introduced e.g. by a Communication from the
Commission setting the goals for the next phase of the CISE initiative. Such
Communication may include@mmitment to propose amendments to the existing

® Examples of MoUs and agreements are described in detail in the individual analysis (part
1) sections 4.4:8.4.12
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Option 3.1:
Removing legal
limitations in
sectorial legislation
to crossborder and
crosssector
information sharing

sectoriallegislation: to make such legislation in line with the CISE Principles and
to remove limitations to maritime surveillance information sharing when the need
for such amendment is substantiatedh®/members of the joint undertaking. This
policy suboption may therefore also be perceived as a step in the overall CISE
development; contributing, on the one hand, to overcoming cultural limitations
and, on the other hand, to providing a basis for fuegislative changes.

The advantage of a joint undertaking is the flexibility such arrangement offers.

This includes the scope, governance,
and EUbs contribution) and thealodur at:
defining the individual Member sd rol e

that purpose concluded with the joint undertaking. This would allow taking into
account specific national prerogatives or other interests at both the Member State
and the user community levels. The formal functioning of the undertaking would
be governed by the undertakingds inte
according to the procedure agreed bet

A joint undertaking would, however, tiprovide for a mandatory legal regime
governing CISE nor be able to remove existing legal limitations to-sexter or
crossborder information sharing. However, it could allow for a formal agreement
between the signing parties to proceed with sharimgformation and

collaboration in addition to what is already foreseen at the present time. In any
case, it would have the potential of stimulating cieesstorial and crodsorder
information sharing in the areas, where the sharing of information exnltded.

6.2.3 Option 3: Legally binding options
This policy option seeks to address the CISE objectives by applying legally binding
provisions. It includes the following stdptions:

In this suboption, the identified legal limitations will be removed by legislative
acts amending the existing sectorial legislation to the extent necessary for the
effective implementation of CISE This may inclutie possibility to transfer

I
\

personal data to certain enumerated functions under the condition that such data are

safeguarded in accordance with the principles of protection of the fundamental
rights of an individual.

It is envisaged that the amendingsawill rely on the existing sectorial mandates
and include an express delegation to the Commission (Art. 290 TFEU) to
supplement certain negssential elements of the amended act to, in particular,
overcome technical limitations.

The major drawback of thiglicy option lies in the lack of coordination regarding
the adoption of the sectorial legislative acts and delegated acts and the
administrative complexity associated with the process. This complexity can be
simplified by grouping the sectorial legiskaiamendments depending on their

legal basis and further distinguishing depending on the type of the legislative act
amended (i.e. a regulation amending regulations adopted on the same legal basis,
directive amending directives adopted under the samebags).
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Option 3.2:
Introducing a
binding CISE legal
framework

Option 3.3:
Imposing a set of
binding obigations

Combinations of
voluntary and legal
options

This suboption seeks to introduce a binding legal framework encompassing
multiple user communities depending on their legal basis, applicable legislative
procedures, and constitutional eps and opbuts from the EU Treaties. From a
legal perspective, it is foreseen that such legal framework, split into several
umbrella packages, would rely on multiple legal bases. In contrast with the
previous policy option, this option offers a greatereptial for harmonisation, but,

on the other hand, suffers from a considerable degree of complexity. The binding
legal framework would for example:

U set out the CISE principles in a coherent manner for multiple user
communities

U define the concept of purpeseiented information
U remove existing legal limitations in sectorial legislation (annex)

U introduce common data standards for exchange (relying possibly on the legal
basis in Art. 170 TFEUtransEuropean networks).

The final suboption would add to the previous saption by obliging Member

States to ensure that the relevant parts of defined information collected in
accordance with the EU sectorial legislation is made available to other Member
States via th CISE environment. At the same time, the legal framework would
impose the obligation to, in accordance with the applicable legal acts of the Union
or national legislation, take necessary measures to ensure the confidentiality of
commercial and other codntial information made available in accordance with
CISE framework andafeguard the compliance with the applicable personal data
protection legislation.

6.2.4 Combination of policy options

A combination of the somef the different policy options outlined above is also
possible. This is the case in particular with respe€tion 2and thesub-option,

in which legal limitations in sectorial legislation are removed by legally binding
acts (Option 3.1).

6.2.5 Interlinkin g policy measures and policy options

Table6-2 summarisetheassessment of the effectiveness, efficiency and
coherence of the policy measures presentdé@ibie6-1 abovewith the different

policy options. "Effectiveness" in this connection refers to the extent to which the
particular CISE measure is implemented through the policy option. "Efficiency”
describes how efficient the policy option is in realising the policy oreaginally,
"coherence" refers to the degree to which the measure, if implemented through a
particular policy option, conforms to general EU law principles and fundamental
rights and is coherent with overarching EU policy objectives.

These various aspts of the policy options are assessed with respect to each of the
policy measures. They aewaluated on a scale @f: Mt addressaiby the policy
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option; 1: very minor factor, 2: minor factor, 3: moderate factor, 4: significant
factor, 5: very significanfactor.

Assessment of subsidiarity and proportionality  of the policy options

Probl ems t dChapted coneludés that there amenumber of problems, which will not be solved
by current trends becaustaonumber otechnical, legal and cultural limitations.

€ Vvia EU a cTheiqeestion is whether it is appropriate to address these problems and limitations
throughEU action; that is, can it be argued that the EU has the right to act, and is
the EU addedalue evident?

The legal analysis in this impact assessment study concludes that the EU has,
indeed, the right to act. One reason for this is that CISE is part of the EU regulatory
trend based on transnational information networking. The transnationed natu

CISE is characterised by the horizontal interaction among national administrations
driven primarily by the synergies of networking. Such an approach corresponds to
the European transnational tendencies in information networking as already
employed. i encourages the direct interaction among national administrations, and
it is a good case of the practical application of the principles of subsidiarity. The
regulatory network approach is actually alreadygoing in several EU sectors:

U EU Agencies repremt a mix of operational networking and EU institutional
facilitation within specific sectors. Based on an individual EU legal maiidate
set out in EU Regulatioristhe now more than 30 EU agencies are useful
drivers for information exchange within the EU.

U Several EU agencies, and their related information networking, are directly
relevant for the CISE, such as the EMSA, the FRONTEX, the EDA and the
EEA.

U In addition, strong incentives already exist for data sharing within sectors.

Furthermore, the EU tranational approach respects and utilises the existing
national competences, legislation and administrative behaviours, and at the same
time the EU transnational approach ensures the need for coordination and network
facilitation at European level. Withothie overall EU coordination, the various
national differences could result in dysfunction. The role of the EU is actively to
utilise and apply the national differences in a coordinated manner. The EU may
provide the overall legal and institutional frametwaoeeded for successful CISE
implementation.

However, the CISE process is not simple; it allows for significant diversity and
individual approach by Member States and even user communities within and
between Member States. As mentioned, such a proceseaqisces an overall
direction, an overall management of diversity in order to ensure that lessons and
information are gained and distributed within the CISE among the stakeholders.
The point is that diversity should be managed and shared productivelychas
diversity represents a potential source of immense information and learning for
actors all over Europe.
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Proportionality of
the policy options

Such advantages are not only for a further integration of EU integrated maritime
policy, but also to allow the individual Member States obtaihé&rrknowledge

and offer incentives for their own development of own policy and administrative
approach. In addition, encouragement of increased transnational activities will also
eliminate many of the current cultural barriers over time. However, such a
management should not be based on traditional supranational methods; CISE is
transnational and horizontal by nature and requires coordination and facilitation at
European level. The EU may facilitate such needed overall transnational
coordination and direain.

The legal analysis and the interview workshops carried out with the CISE
stakeholders in EU Member States also indicate that without targeted action at EU
level, significant differences among Member States are likely to persist.

As outlined above, each of the policy option seeks to achiewabjbetives of
CISE.To do so, Blicy option 2foreseewoluntary cooperation between the
maritime surveillance authorities of tB&) MemberStates This option does not
envisagethe imposition of binding obligations uponevhberStates It is limited to
positive encouragements, the definition of common approachabemabvision

of technical stadards and operational guidance. The option allows for a gradual
implementatiorand for specific national circumstances to be taken into account
and leaves considerable scope to national decision. Astheabption does not go
beyond what is necessary to achieve the CISE objectives satisfactorily.

Option 2.2 can be perceived as blig more intrusive in comparison @ption 2.1

as this sutpption foresees the introduction of legally binding legislation
establishing the CISE joint undertaking. The decision whether to participate in the
work of the joint undertaking will, howevebefor the individual Member State
makeand, accordingly, this option satisfies the requirements of the proportionality
test.

Option3.1 seeks, similarly tBolicy option 2,to harmonise the conditions for

maritime surveillance information sharing. UnliRelicy option 2, (ption 3.1

focuses on reducing existing legal limitations and on the establishment of legal
certainty, which is one of the key objectives of the CISE initiatives. The option
does not envisage the introduction of new legislation, but manely to amend the
existing sectaal acts so as to boost cressctoral and cros$order information

sharing. The option does therefore not go beyond what is necessary to achieve the
CISE objectives.

In contrast, @tion 3.2foresees the introduction afCISE legal framework and
targets effectiely all three CISE objectives: reducing legal, technical and cultural
barriers. However, the analysis indicates that there is room for addressing cultural
and administrative limitations through nbmding measueand accordingly, the
proportionality of this option can be questioned. The sajppdies with respect to
Option 3.3. AdditionallyOption 3.3 seeks to impose information sharing as a
legally binding obligation. Thebjective of reducing legal obligationay,

however be achieved througbroviding for the possibility to share, rather than
imposing this as a legabligation On these grounds,pfion 3.3 will be discarded
from further analysis.
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Assessing
compliance with
fundamental rights

Identifying
fundamental rights
affected

Impact on
fundamental rights

These consideration are reflected in the scoring of the pokasuanes and options
provided inTable6-2.

The arguments behind the choice of a particular policy instrument for the
implementation ofhe individual policy options afiecluded in a separate section
6.4.

Assessment of compliance with fundamental rights

The following sections explains the methodology and outlines the conclusions
made as to the impact of the different policyiops on fundamental rights, in
particular the protection of personal datat(& of the Charter of Fundamental
Rights). This assessment is carried out in accordance with the Operational
Guidance on taking account of Fundamental Rights in Commission Impact
Assessments.

CISE aims to reduce existing limitations so as to boost information shasng.
analysed in the legal baline, some of the information, which are expected to be
exchanged through the CISE environmemy constitute personal dafehe
assessment carried out by TAG indicates that this would be approximately 5% of
the data sets included in the maritime data mattiis percentage, however,

includes the cases in which the information may relate to &gegson (e.g. the

owner of the vessel) ands analysed in Part $uch information will normally not
constitute personal data unless, for example, the name of the legal person derives
from the name of an individual who owns that legal person. Moreaver, i

foreseen that in some situations additional technical and organisational measures
may be introduced to ensure functional separation of the personal data part to
minimise the impaodf CISEon fundamental rights.

Sincethecollection, use or other form of processing of personal data by public
authorities amounts formally to a limitation of the right to protection of personal
data and effective implementation of CISE is expected to increase the sharing of
information, whichmay includein justified caseghe sharing of personal data, an
impact on fundamental rights is foreseen. tildtd nonetheless be emphasised that
none of the policy options foresees the introduction of additjmungloses for the
processing of persondhta Rather the impaain the right to protection of personal
datarelates to processing following the original collection for the purposes
specified in the applicable legislative framewdrkany event, in order to ensure
that the impact on fundamentéhts would not amount to an infringement of
fundamental rights, effective safeguards need to be in place to secure the protection
of personal data.

The majority of sectaal legislation alreadincludes provisionsegarding the
protection of personal datind refesto the applicable legislative rules, which
should be adhered to whenever personal data is being processed in the framework

" Commission Staff Working Paper, Operational Guidance on taking account of
Fundamental Rights in Commissionpatt Assessments, SEC(2011) 567 final.
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Impacts of various
policy options on
fundamental rights

of thelegislation If new legislation is adoptef@s envisaged b@ptions 3.2 and

3.3), safeguards should be introduteduarantee, among other things, that
personal data is processed fairly and lawfully, collected for specified, explicit and
legitimate purposes and not further processed in a way incompatible with those
purposes and that the processing of personal slaideiquate, relevant and not
excessive in relation to the purposes for which they are collected and processed.

Policy gotion 2 does not foresee any changes to the current legislative framework
goverring the sharing of informatios will be elaborated on below, the option
would be patrticularly effective in reducing the existing cultural and, to some
extent, technical limitations and as such increase the sharing-sensitive
information {.e. datanot falling within the category of personal daté)e sharing

of personal data, if any, will be subject to the existing legal framework. To guide
the interpretation of existing sectalrlegislation, the option foresees the
introduction of interpretatioand administrative guidelines. This may lead to a
more coherent application of the existing rules and the establishment of legal
certainty. In conclusion, the impact of the optioboth in negative and positive
terms- on fundamental rights is expectedde low.

In Options 3.1 and 3.2theconditions for the sharing information across

functions would be clarified. This may include a positive specification of the
purposes deemed amot incompatiblé with the original purpose for which

personal data ay be shared with other CISE functions. It is foreseen that this may
contribute to the establishment of legal certainty and, in ta@m increase in the
sharing of data, in justified instances also of personal datass functionsThe
sharing wouldoe subject tdhe existing legal frmework. On these grounds, the
impact of thessub-optionsi both in negative and positive termen fundamental
rights is expected to be higher thhatof Policy gtion 2, but given the extent to
which personal data expected to be shared in the overall CISE environment (see
above) this impactis unlikely to be substantial.

Option 3.3envisageshe imposition of an obligation to share information across
functions. However, since the assessment of whether persoaahadg be shared
has to be made on an individual basis, takingactmunt various factors (Parbf.
the analysis), this option appears unsuitablextdude negative impact on
fundamental rights. Accordingly, this option is excluded from further
consideation.

Theseconsiderations are reflextin the scoring of the policy measures and options
provided inTable6-2.

6.2.6 Summary of analysis

For each specific objectiv@able6-2 subsequently summarizes how the specific
objective is addressed through the policy optkurther, ithighlights the policy
options strengths and weaknesses in achieving the objective.
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Specific objective:
Reduce cultural an
administrative
limitations via the
establishment of a
new culture in
purposeoriented
information sharing

Specific objective:
Reduce technical
limitations via the
establishment of ar
appropriate IT
environment

Specific objective:
Reduce legal
limitations and
promote legh
certainty

Overall assessment
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For the specific objective: Reduce cultural and administrative limitations, we
assess that the policy option most suitable for its implementatiRwlity gtion 2;

i.e. theoption based on a voluntary cooperation. Its strength lies particularly in its
ease of implementation, flexibility, adaptability and coherence with general EU law
principles (subsidiarity and proportionality) and fundamental rights.

Policy gotion 3 offersa great potential for effectiveness in achieving the first
specific objective since it foresees the introduction of legally binding instruments.
This applies in particular with respect@ptions 3.2 and 3.3. This potential will,
however, likely be outwghed by the difficulties in implementing the option, its
legal complexity and administratie®mplexityassociated with the implementation
of the policy option.

The second specific objective of reducing technical limitations may be more
effectively implemented throudpolicy gotion 3; i.e. through legally binding

options. Some difficulties in implementing the option, its legal complexity and
administratve complexityare nonetheless foreseen also in connection with the
second specific objective. Still, these are expected to be of lower magnitude than in
the context of implementing specific objectives 1 and 2. Although the effectiveness
of Policy gption 2would be somewhat lower, its strength would be in its ease of
implementation, flexibility and coherence with general EU law principles
(subsidiarity and proportionality) and fundamental rights.

For the third specific objectiv®olicy gotion 3 would be most suitable since the
effectiveness oPolicy gtion 2 in addressing specific objective would be relatively
low. The effectieness would be higher withp@on 2.2. On the other hanithere

would be a considerable degree of legal complexity and administrative complexity
associated ith the implementation of thisption.

Each of the policy options has its strengths and weaknesses. To some degree, these
differ dependig on the specific objective sought to be achieved through the policy
option. Since Option 3.3 raises concerns as to its compliance with the principle of
proportionality and as to its effectiveness in safeguarding the protection of

personal data, confideiatity, IP rights and the use of data, this option is

discarded from further consideration.

Our analysis indicates thRblicy gption 2 would be most suitable in achieving the
first specific objective anBolicy gtion 3 most suitable for addressing thid
specific objetive. A combination of the twoptions(in particular if the two

options are implemented consecutivelyguld therefore be the preferred option for
implementing CISE.
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Table6-2 Interlinking policy measures and policy options
Policy options Policy o ption 1 Policy o ption 2 Policy o ption 3
No EU action Options based on voluntary cooperation Legally binding options
No policy change Option2. 1 Option 2.2 Option 3.1 Option 3.2 Option 3.3

(baseline scenario) Recommendation Joint undertaking Removing legal Introducing a binding Imposing a set of
Policy measures ("CISE Handbook") limitations legal framework binding obligations
a: effectiveness a b ® a b © a b © a b G a b c a b

b: efficiency
c: coherence

Specific objective

1: Reduce cultural and administrative limitations v

ia the establishment

of a new culture in purpose

- oriented information sharing

Define CISE principles
based on respon -
sibility to share and
need to know

princip les

Support the entering
into agreements
between maritime
surveillance
authorities regarding
terms and conditions
of information sharing

Provide financial
support to  facilitate
cooperation and joint
operations

Description

Assessment of the
policy options: (+)
strengths and ( -)
weaknesses

This is the baseline
scenario as described
in the Part 1 report.
Assumptions of the
evolution of the
baseline scenario if
CISE is not
implemented were
identified in Section
4.2.2 (accelerating and
decelerating factors for
information sharing
and cooper ation).

2 4 5

3 3 4

3 2 3

4 1 2

4

Not addressed

Not addressed

Not addressed

To be assessed depending on the amount of funding allocated.

Policy o ption 2 addresses the first specific
objective through measures based on voluntary

cooperation.

+ ease of
implementatio n (both
at EU and national
level); adaptability,
subsidiarity,
proportionality

- overall low
effectiveness in
achieving the objective
in short term

+ ease of
implementation

at EU and national
level); subsidiarity,
proportionality ; high
potential to  overcome
cultural limitations,
flexibility, adaptability
and progressivity

(both

Policy o ption 3 addresses the f

irst specific objective indirectly through

legally binding instruments. As such, they would generally be effective in
achieving the first specific objective, but would at the same time suffer

from the same drawbacks in terms of their ease of implementation
complexity and the willingness to implement (O

administrative

, high
ptions 3.1

and 3.2). These drawbacks are described under the two remaining specific

objectives.
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Policy options Policy o ption 1 Policy o ption 2 Policy o ption 3
No EU action Options based on voluntary cooperation Legally binding options
No policy change Option2. 1 Option 2.2 Option 3.1 Option 3.2 Option 3.3

(baseline scenario) Recommendation Joint undertaking Removing legal Introducing a binding Imposing a set of
Policy measures ("CISE Handbook") limitations legal framework binding obligations
a: effectiveness a b © a b © a b © a b © a b c a b ©
b: efficiency
c: coherence

Specific objective 2: Reduce technical limitations via the establishment of an appropriate IT environment

Define a common
information exchange
model

Provide for common
data classification
levels and access
rights

Provide for a
catalogue of datasets
and information
services

Define a messaging
protocol and
potentially the service
discovery specifi -
cations and correla -
tion and fusion rules

Provide framework for
semantic and
technical
interoperability
agreement s

Provide financial
support to
establishment of IT
environment

Since the establishment o

particular policy option, in attai

implementation of (see

legally binding instruments

f an appropriate IT environment is the backbone of CISE, the policy measures seeking to achieve this
objective are included in each policy option. The

ning the specific objective depends
Section 6.5). Accordingly, no individual scoring is provided. Overall, since
achieve the second specific objective through measures based on voluntary cooperation, while

, the overall effectiveness of Policy O

effectiveness

voluntary cooperation ( Policy o ption 2). On the other hand, the efficiency of
2 as described under the first and the third specific objective.

of each of the policy measures, implemented through a
largely on the architecture vision chosen for the
Policy o ption 2 seeks to

Policy o ption 3 seeks to employ

ption 3 would be slightly higher than of options based on

Policy o ption 3 would be lower than of

Policy Option

Assessment of the
policy option: (+)
strengths and ( -)
weaknesses

+ ease of
implementation,
subsidiarity,
proportionality

- lower effectiveness in
achieving specific
objective

+easeo f
implementation,
subsidiarity,
proportionality

- lower effectiveness in
achieving the specific
objective

+ effectiveness in
achieving the

specific objective
- ease of
implementation

+ effectiveness in
achieving the specific
objective

- ease of

implement ation

+ effectiveness in
achieving the specific
objective

- ease of
implementation
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Policy options Policy o ption 1 Policy o ption 2 Policy o ption 3
No EU action Options based on voluntary cooperation Legally binding options
No policy change Option2. 1 Option 2.2 Option 3.1 Option 3.2 Option 3.3
(baseline scenario) Recommendation Joint undertaking Removing legal Introducing a binding Imposing a set of
Policy measures ("CISE Handbook") limitations legal framework binding obligations
a: effectiveness a b © a b c a b c a b © a b c a b ©

b: efficiency
c: coherence

Specific objective 3: Reduce le

gal limitations and promote legal certainty

Remove legal
limitations by allowing
the transfer of
maritime surveillance
information to certai
enumerated functions

n

Safeguard the
protection of personal
data, confidentiality,
IP rights and the use
of data when data is
being shared through
the CISE environment

Not addressed

Not addressed

4 2 3

Establi sh the principle
of responsibility to
share as a legal
obligation

Description

Not addressed

Not addressed

Not addressed

Not addressed

Policy o ption 2 seeks to establish legal certainty
and reduce legal limitation through encouraging
cooperation be tween MS' maritime surveillance
authorities and by providing the necessary
framework and guidance to such cooperation. As
such, it addresses the third specific objective only

indirectly, through addressin

objective.

g the first specific

Policy o ption 3 targ ets the third specific objective directly through legally

binding measures. The different sub

-options of the Option differ mainly in

terms of the intensity of intervention and the degree of prescriptive detail

and, in turn, in the degree of their coherence

principles.

with general EU law

Assessment of the
policy option: (+)
strengths and ( -)
weaknesses

+ subsidiarity and
proportionality

- very low
effectiveness in terms
of reducing existing
legal limitations

+ subsidiarity and
proportionality

- low effec tiveness in
terms of reducing
existing legal
limitations

+ high effectiveness in
reducing existing legal
limitations

- legal complexity, high
administrative
complexity , ease of
implementation both at

+ high effectiveness in
reducing existing legal
limitations, legal
certainty

- legal complexity, high
administrative
complexity , ease of
implementation both at

+ high effectiveness in
reducing existing legal
limitations, legal
certainty

- legal complexity,
high administrative
complexity , ease of
implementation both at
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Policy options Policy o ption 1 Policy o ption 2 Policy o ption 3
No EU action Options based on voluntary cooperation Legally binding options
No policy change Option2. 1 Option 2.2 Option 3.1 Option 3.2 Option 3.3
(baseline scenario) Recommendation Joint undertaking Removing legal Introducing a binding Imposing a set of
Policy measures ("CISE Handbook") limitations legal framework binding obligations
a: effectiveness a b © a b a b a b a b c a b ©

b: efficiency
c: coherence

EU and at national
level, low flexibility,
lack of hor izontal
coordination

EU and at national
level; low flexibility

EU and at national
level subsidiarity,
proportionality and
conformity with
fundamental rights;
low flexibility

Preferred
combin ation of
policy options

Policy o ption 2 and Option 3.1 can be effectively combined into a policy package.

Source: COWI assessments.







COWI
57 The development of the CISE for the surveillance of the EU maritime domain and the related Impact Assessment T Part2

6.2.7 Preferred Policy Option (MS Survey, interviews and
public consultation)

MSEsG questionnaire The questionnaires sent datthe Member State Expert s@oup(MSESG)
identified as preferablhe combination of Policy option 2 and Option 3.1.

It should, howevete noted that the answers in the questionnaire depart from the
overview of the policy options as presented by tbenfission in November 2012
in the Commission's Roadmap for a White Paper on Integrating Maritime
Surveillance: the Implementation of the Common Information Sharing
Environment. Since then, policy options were further elaboratedanefined. In
particula, Option 2.2 (joint undertaking) has begkeninto consideration.
Accordingly, he possible preference fop@on 2.2 is not as such captured in the
results of he MSEsG questionnaire. Formealipy option 4 ("remove barriers to
information exchange (biggislative acts) and find cooperative way to voluntary
but effective data exchange™) may nonetheless correspaiithéo combination
between @tions 2.1 or 2.2.

As far as the remainder of pafioptions is concerned,pgfion 2.1 corresponds
broadlyto former policy option 2, ftion 3.1 to the former policy option 3, a
combination ofPolicy option2 andOption 3.1 to theformer policy option 4 and
Option 3.3 to formepolicy option 5. Finally, @tion 3.2 is a hybrid between
former policy options 4 and 5.

The table below depicts the Member States' answers to the question about the
preferred policy option for the implementation of CISE:

Table6-3 Interlinking policy measures and policy options

Preferred policy option Corresponds to option Number of MS
"remove barriers to information Combination of  Policy o ption 2 6
exchange (by legislative acts) and and O ption 3.1

find a cooperative way for voluntary
but effective data exchange"

"recommendations to overcome Option 2.1 2
barriers to information exchange"

"recommendations to overcome Option 2.1 in alternative to 3
barriers to information exchange" in Policy o ption 1, Options 2.1,

alternative to another option 8 3.1lor3.2.

"remove barriers to information Option 3.3 3

exchang e and impose exchange of
information (by legislative acts)"

Total amount of answers received 14

Source: MSEsG questionnaire.

8 Either "no EU action” (1 reply), "recommendations to overcome barriers to information
exchange" (1 reply) or "remove barriers to information exchange or remove barriers to
information exchange and impose exchangefifrmation (by legislative acts)" (1 reply).
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Interview workshop

No significant
additional
administrative
burden foreseen

EU Standard Cost
Model

The interview workshops with stakeholders in the selected Member States did not
provide a cleacandidate for a preferred policy option. Rather, different

alternatives and their pros and cons were discussed among the participants. Out of
these, three options stood out:

U a stepby-step building up of CISE based on voluntary cooperation legtwe
the diferent stakeholders (Policytion 2)

U acombination of removing existing limitations with finding a way for
voluntary but effective dataxehange (combination oflions 2.1 and 3.1)

U introduction of a bindingegal framework for CISE (ftions 3.2 and 3.3)

6.3 Substantiation of the administrative burden

According to the Impact Assessment guidelines the description of all policy
options should provide details of the information obligations for busindsses,
citizens and administrations that are likely to be added or eliminated if the option
was implemented. Hence, when an administrative burden resulting from EU
legislation is likely, the analysis should begin with a full mapping of information
obligatiors for each of the options.

The purpose of CISE is actually to exchange information across user communities,
Member States and agencies, and so information exchange and obligations to do so
are key elements of the initiative. It is, however, central tindigish any

administrative burden from CISE from the additional costs such as the technical
costs of enabling the information exchange. These latter costs are included in the
cost estimates provided by Gartner.

Furthermore, when usj the principle of the EU Standard Cost Moderovided

in the Impact Assessment guidelinethe starting point is the overall

administrative cost, which consists of two different components: the business as
usual costs and administrative burdens. Tiress as usual costs correspond to

the costs resulting from collecting and processing information even in the absence
of legislation, the administrative burdens stem from the part of the process which is
done solely because of a legal obligation.

The coe of CISE and the preferred mix of policy options build on already existing
legislative measures, agreements and voluntary cooperation between relevant
authorities. This implies that the administrative activities related to CISE will be
business as usuabsts. Only in relation to policy option 3, which is not a preferred
option, would new legislative measures be imposed. However when looking at
amending existing legislation (policy option 3.the administrative activities will

be minimal and can therefonot be considered to be significant as defined in the
Impact Assessment Guidelines.

Conclusively CISE does not envisage imposing significant new information
obligation as such. Our analysis implies that none of the policy options will impose
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Policy options

Policy option 1

Administrative
burden

Policy option 2

Administrative
burden

significart administrative burdens, which is why the analysis is not using the EU
Standard Cost Model.

By deploying the methodology for the IA, three broad policy options were defined:

Option 1: no EU action, Option 2: options based on voluntary catpe, and

Option 3: legally binding options. All of these options aim at achieving the specific

objectives of CISE.

Policy option 1 No EU action: the baseline scenarjdeaves the current approach
unchanged. The CISE EU framework will based on the existing ndninding
policy instruments and the future development of CISE would depend on the
Member States' initiatives towards integrating marine surveillance information
sharing systems at national, regional or international levels.

For Policy Option 1the administrative burden remains as it is currently given in
the relevant legislation, guidelines and administrative culture. This means that
initiatives within Policy Option would not constitute any new administeativ
burdens for businesses, citizens or public administration. Honiee&orts

initiated under Policy Option 1 are succesghibk has the potential to ease the
administrative burdensn public administrations.

Policy option 2 Qptions based on voluntary cooperatioh seeks to implement
CISE by employing instruments that stimulatduntary cooperation between
Member States. The option is divided into two-syiions:

U Suboption 2.1 Recommendation for the implementation and
managementof CISE) would provide recommendations, best practices and
guidelines on information sharing, administrative practice and cooperation,

and technical and operational guidelines. These may be adopted in the form of

Recommendation from the Commission, relyimgthe legal basis of Article
292 TFEU.

U Suboption 2.2 goint undertaking) seeks to institutionalise the voluntary
cooperation into a formal structure, which would provide a framework for
further activities, encourage and, whappropriate, assist EU Mwer States
to increase maritime surveillance information sharing among user
communities and to achieve a more effective and coordinated information
sharing. A joint undertaking is typically established by a Regulation, relying
on the legal basis in Art88 TFEU. This policy suoption may be perceived
as a step in the overall CISE development; contributing, on the one hand, to

overcoming cultural limitations and, on the other hand, to providing a basis for

future legislative changes.

When analysinghe additional administrative burdens related to policy option 2
the results of the analysis are much in line with Policy Option 1 given that the
initiatives are built on voluntary participaticeind the imposed administrative
burdens ar¢herefore very limited. Moreoveas mentioned above the initiatives
are based on already existing information obligations. Howeaveglation to sub
option 2.2 the participation for a public administration would require
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Policy option 3

Administrative
burden

Conclusion

administrative effort, but givetme fact that participation is voluntathe
administrative burden cannot be considered to be imposed.

Policy option 3 ILegally binding options) seeks to address the CISE objectives by
applying legally binding provisions. It includes tfalowing suloptions:

U Suboption 3.1 Removing legal limitations in sectorial legislation to cross
border and crosssector information sharing). In this suboption, the
identified legal limitations will be removed by legislative acts amending the
existing sectorial legislation to the extent necessary for the effective
implementation of CISE. This may include the possibility to transfer personal
data to certain enumerated functions under the condition that such data are
safeguarded in accordance with génciples of protection of the fundamental
rights of an individual.

U Sub-option 3.2 [ntroducing a binding CISE framework ) aims to introduce
a binding legal framework encompassing multiple user communities
depending on their legal basis, applicable lagjig procedures, and
constitutional optns and opbuts from the EU Treaties. From a legal
perspective, it is foreseen that such legal framework, split into several
umbrella packages, would rely on multiple legal bases.

Regardinghe binding measuregthe investigated policy options (legislative
measures) would imply that information could be shared with more functions than
today. Howeverthat would be done using the CISE environment, which will
depend on extracting the informatifsom existing systems more than it would
require administrative effort/impose information obligations on the public
administrations, which collected the information in the first place.

On the other handCISE wouldallow the specific entity to access infgation from
more sources and in a more structured way than today. It has then the potential to
ease the administrative burden for the participating entities by giving them direct
or-line access to relevant information.

One concrete exampleAgt. 12 of he Fisheries Control Regulation, which states
that data collected in the framework of the Regulation, may be transmitted to some
user communities. If concrete steps were taken to amend the legislation to include
all user communities and even oblige thédiy control agencies to shaitewould

not be a significant administrative burden/information obligation since all the
information in question are already collected automaticatiyl the sharing can
therefore be done with a minimal effort.

Generally, none of the policy options introduces new obligations to collect
information but facilitates enhanced sharing of information already collected. This
apdiesto boththe voluntary measures and the binding measures.
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Large numbeof
policy instruments

Non-binding policy
instruments

6.4  Policy instruments

There are a large number of different policy instruments available in order to reach
the specific objectives outlined in ChapieAs a corollary, the policy measures
identified above inagorate a broad range of policy instruments that can be
implemented at EU level. These range from softer instruments, such as
recommendations and guidelines, to legally binding acts. The following identifies
and proposes concrete policy instruments foirigementation of CISE. This
proposal reflects the analysis of the principles and limitations for establishing CISE
(the principles of conferral, subsidiarity and proportionality and compliance with
fundamental rights) and the conclusions in Part 1.

Unde the principle of conferral of powerhe Union sbuldact only within the

limits of the competences conferred upon it by the Member States in the Treaties to
attain the objectives set out therein (Arts. 5(2) and 7 TEU). The principle of
conferral is deisive not only for granting the Union's institutions authority to take
action in certain matters, but also for the form of the specific acts.

Art. 288 TFEU enumerates three binding and two-bioiling acts of the Union's
institutions’ The strict principé of conferral is applicable only in cases of legally
binding acts (Regulations, Directives and Decisions), it applies to the two non
binding acts (Recommendations and Opinions) likewise since such acts constitute
legal acts within the meaning of Art. 288ccordingly, these types of acts may

only be issued by the institutions if the Treaty specifically confers a power to act.
With respect to noinding acts not mentioned within the range of legal acts in

Art. 288 TFEU, the strict principle of conferralrist applicable and the general
power to adopt such ndrinding acts lies with the Union's institutions.

In identifying suitable policy instruments for the implementation of CISE,
consideration has been given to both the traditional forms of regulagon (i.
legislative acts within the meaning of Art. 289(3) TEU et seq.) and their various
alternatives. Instruments not including legislative acts differ in the degree of their
formalisation in EU Law. They include, but are not limited to-bording legal
acts(Recommendations and Opinions, as provided for in Art. 288 TFEU). The
suitability, advantages and disadvantages of each of the available instruments and
the combination thereof is analysed with respect to each of the policy options
proposed as a viablelstion for the implementation of CISE.

6.4.1 Policy option 1: No EU action (the baseline scenario)

At the present time, CISE is founded on several policy instruments dfindimg
nature (Communications from the Commission). Thiesgumentday down the
aim of CISE and identify the guiding principles and steps towards its

° Several other instruments are provided for within the Common Foreign and Security
Policy (Arts. 23 et seq. TEU).
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establishment. The further steps in the CISE development will build upon the
existing initiative, namely:

U Communication from the Commission to the EuropearidPagnt, the
Council, the European Economic and Social Committee and the Committee of
the Regions of 1@ctober2007 on an Integrated Maritime Policy for the
European Union, COM(2007) 575 final

U Communication from the Commission to the Council, the European
Parliament, the European Economic and Social Committee and the Committee
of the Region$ Towards the integration of maritime surveillance: A common
information sharing environment, COM(2009) 0538 final

U Communication from the Commission to the Council tredEuropean
Parliament on a Draft Roadmap towards establishing of the Common
Information Sharing Environment for the surveillance of the EU maritime
domain, COM(2010) 584 final.

6.4.2 Policy o ption 2: Options based on voluntary

cooperation
Characteristics of #  The defining feature ofdticy option 2 is that this policy option seeks to implement
option CISE by employing instruments that stimulatduntary cooperatiotetween

Member States. As a rule, such instruments will be ofbioding nature or, in the
alternative, be formally legally binding, but abstain from imposing binding legal
obligations on Member States.

Out of the broad range of instruments, the following should be highlighted as
potential candidates for the implementation of policy option 2:

Com munication from the Commission

A Communication is a policy instrument with no binding legal effect. A
Communication is typically adopted by the Commission, but may also be adopted
jointly, e.g. by the Commission and the High Representative of the Union for
Foreign Affairs and Security Policy (HR). No specific legal basis in the Treaties is
required for the adoption of a Communication.

Communications are flexible instruments, which allow for the accommodation of
various types of content: e.g. opinions, sgls to the Member States, but also
commitments by the Commission to take action to further the objectives of the
Communication. A CISE Communication may, for example, be the first step in the
creation of a new EU policy (e.g. a policy seeking to harneatie rules regarding
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Legal basis and
procedure for
adoption

Content

maritime surveillance information sharifigpr propose concrete EU action in
order to implement CISE (in the form of a White Paper).

A Communication would also be afollewp t o t he UCommuni c af

Commission to the Councihd the European Parliament on a Draft Roadmap
towards establishing of the Common Information Sharing Environment for the
surveillance of the EU maritime domain, COM(2010) 584 final. Most of the
actions listed in the roadmap have been accomplished andraagmwap irthe
form of a communication would be a logical next step.

As an instrumenthe Communication is a suitable instrument for setting the frame
for several policy initiatives of a voluntary nature but also preparing the ground for
legislative measres in future initiative's.

(Technical) Guidance documents

Guidance documents are rfarmal documents adopted by the Commission. Such
guidelines are typically adopted in order to guide the interpretation and application
of specific provisions of existingU legislation. A guidance document may also
seek to identify best practices in information sharing among maritime surveillance
authorities or provide specific or technical guidance. Such guidance may, in
principle, also take the form of a Communicatiooni the Commission.

Recommendation

A more formalised instrument encouraging voluntary cooperation is a
RecommendatiorRursuant to Art. 288 TFELURecommendations have binding
force and in that respettieydiffer from Regulations, Directives and Deoiss.
Though without binding force, they do have political weight.

Art. 292 TFEU provides the general competence to adopt Recommendations.
Recommendations are adopted either by the Council (acting on a propostidrom
Commission in all cases where the Treaties provide that it should adopt acts on a
proposal from the Commission) or by the Commissfoh proposal for a Council
Recommendation must link its content to a policy area of the Treaty. Accordingly,
the Recomrandation would be based on Art. 292 TFEU, together with the
appropriate legal basis for the substance of the proposal.

As an instrument, a Recommendation is sufficiently flexible to accommodate
various types of content. It could be adopted elegarately or in the context of a
nortlegislative policy package ("a CISE Handbook"). The latter would allow a
more coherent approach to the implementation of CISE.

A CISE Recommendation may recommend/encourage Member States to:

1 MARSUNO Final Report, Recommendation 5.

1 E g. the Digital Agenda for Europe launches salpolicy initiatives in the same
communication where more than 30 legislatividatives are initiated

2 And in the specific cases described by the Treaties by the European Central Bank.
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Transposition and
compliance aspect:

Administrative
complexityand
simplification
potential

U implement CISE Principles
U share information through the CISE environment

U take necessary measures to safeguard the protection of personal data,
commercial confidentiality and any further restrictions on the use of
information

U cooperate among each other to achieve the goals deburitie
Recommendation (this may even include the establishment of e.g. regional
programmes in which the EU may choose to participate).

Additionally, a CISE Handbook (adopted either as one package in the form of a
Recommendation from the Commission oragegely depending on the content of
each of the components) may provide:

U guidelines to interpret specific provisions in EU legislation
U technical and specific guidance (including a common data exchange standard)

U best practices for information sharing, imding a standard form for the
conclusion of agreements among Member State surveillance authorities
regarding the terms and conditions of information sharing.

A Recommendation is a ndsinding instrument, buhich has onsiderable

political weight. This follows from the general principle of loyalty imposed by Art.
4(3) TEU. still, taking into account the factors decelerating the information sharing
and cooperation among Member States (Sedtiard), a Recommendation is

unlikely to achieve a high level of compliance among Member States or voluntary
transposition of the principles laid therein into Member States' legal prders
particularly in short termAdditionally, given alsahe administrative complexity of

the maritime surveillance information setup in the Member States, it would be
extremely difficult to monitor the degree of compliance in the various Member
States, least to say, achieve a coherent implementation in thbavi&tates.

A Recommendation would, on the other hand, allow the accommodation of all of
the seven CISE user communities in accordance with the CISE Principles. It would
not encroach upon the special status of the Common Security and Defence Policy
or natonal military authorities, since these would be free to follow the
Recommendation to the extent they find appropriate.

The process for the adoption of a CISE Recommendation is relatively
straightforvard. The adoption of a Recommendation is not subject to the ordinary
legislative procedure and, accordingly, does not involve the European Parliament.
Moreover, as a Recommendation is +mnding, it does not impose any

obligations on the Member Statesugng the implementation or transposition of
the Recommendation into their national, legal orders.
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Alternative instruments 1 formal structures for cooperation
MARSUNO Alternative instruments for the establishment of CISE include formadtstes for

Recommendation

Formal structures ft
cooperation

Legal basis and
procedure for
adoption

the cooperation between Member States. Such structures are expression$ of the 5
Recommendation from the MARSUNO Pilot Project, i.e. the Recommendation to
create a designated policy, which would seek a coherent and comprehensive
adaptation o#ll the relevant legislation at EU and national level and of
agreements. As part of this policy MARSUNO envisages the establishment of joint
platforms. Within such joint platforms user communities would be organised in
working pools, where they would wotewards producing common gamd

solution proposals in accordance with the policy's objectives.

A joint undertaking, or a similar structure, would allow for a progressive
implementation of CISE. It would, on the one hatwhtribute to a progressive
uptake of information sharing and, on the other hand, stimulate and justify the
sequential amendments to the current legislative framework necessary in order to
arrive at a full CISE potential.

The structures, which may beligitd for the implementation of CISE include:

U Structures created by Member States for the execution of research and
development programmes (e.g. an EEIG). The EU may participate in such
programmes. This requires a decision by the European ParliamentamcilCo
acting in accordance with the ordinary legislative procedure after consulting
the Economic and Social Committee (Art. 188 faragraph TFEU)

U Joint undertaking established under Art. 187 TFEU. A joint undertaking is
established by a Regulation, atkghby the Council on a proposal from the
Commission and after consulting the European Parliament and the Economic
and Social Committee under Art. 188 1st paragraph TFEU, and is open to
other public or private undertakings or bodies (including e.g. EUcie@rto
join.

EEIG

A possible alternative to the instruments described above may be the formation of a
European Economic Interest Group (EEIG) by the maritime surveillance
authorities of EU Member States.

The formdion of an EEIG as such does not require a legal act of the Union.
Instead, Regulation (EEC) No 2137/85 on the European Economic Interest
Grouping provides a basis for the establishment of such entities. These may be
formed for the purpose of facilitatirgg developing the economic activities of its
members and to improve or increase the results of those activities (Art. 3(1)). The
purpose of the EEIG sluld not be to make profits fatself; the activity of an

EEIG slould nonetheless be related to the emoic activities of its members and
must not be more than ancillary to those activities.

An EEIG is formally established by a contract between its members, which
specifies, among other things, the EEIG's objectives. The EEIG is then formally
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BONUS EEIG

Legal basis and
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registered intte MemberStatesof its seat and has a legal personality. EEIG
appoints its manager or a group of managers and may establish other organs.

An example of an EEIG in the maritime domain is the Baltic Organisations'
Network for Funding Sciences BEE(BONUS EEIG). The EEIG was founded by

the key research organisations in the eight Baltic Sea Statessubsequently

joined by Russia, acting as associated member. The aim of the BONUS EEIG is to
manage the Joint Baltic Sea Research and Developmemnapnog (BONUS).

The specific goal of the programme is to contribute to the creating of the scientific
basis for sustainable development of the Baltic Sea and for the better management
of Baltic Sea environmental issues. The EEIG tasks in this contextfrangéhe
selection of the projects to be funded, setting up Stakeholder Consultation
platforms, preparation of implementatiordalities, including legal and financial

rules and procedures. It consists of the Steering Committee (the General Assembly
of Members), the Executive Director and the Financial Manager.

By its decision from 201, the EU participates in BONUS. This includes a
financial contribution up to EUR 50 million. The detailed arrangements for the
management and control of the Union's furidsspecified in a set of agreements
concluded between the Commission and the BONUS EEIG.

Joint undertaking

Pursuant to Art. 187 TFEU (eXrt. 171) the Union may set up joint undertakings
or any other structure nessary for the efficient execution of Union research,
technological development and demonstration programmes.

Until now, the form of a joint undertaking has been utilised to implement joint
technological initiatives (JTIs). Such JTIs were set up as p#redEU's Seventh
Framework Programme for research, technological development and demonstration
activities (FP7)> which provides for a Community contribaiti to the

establishment of lonterm publicprivate partnerships. The scope of Art. 187 is
however not strictly limited to JTIs, but to our knowledge, no precedent exists in
which the legal basis in Art. 187 TFEU has been invoked for other purposes. The
only condition provided for in the article in question is, that the setting up of a joint
undertakig is necessary for the "efficient execution of Union research,

technological development and demonstration programmes". This entails that

3 Denmark, Germany, Estonia, Latvia, Lithuania, Poland, FinlandSaretien.

14 Decision No 862/2010/EU of the European Parliament and of the Council of 22
September 2010 on the participation of the Union in a Joint Baltic Sea Research and
Development Programme (BONUS) undertaken by Several Member States. The decision
was aoptedunder Arts. 185 and 188 TFEU (Research and technological development and
space).

15 Decision No 1982/2006/EC concerning the Seventh Framework Programme of the
European Community for research, technological development and demonstration
activities 0072013). Additionally, a proposal for a joint undertaking in-Biased

Industries, under Horizon 2020, is currently pending.
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Content

should Art. 187 be invoked as a legal basis for the implementation of CISE, the
CISE joint undertaking would have taciorporate these objectives as one of its
main objectives. This does nonetheless exclude that the joint undertaking would
seek to attain other objectives, such as the ones formulated in Chapter 5.

Existing joint undertakingd have formally been establishidthe form of a
Regulation. Such Regulation is adopted by the Council, on a proposal from the
Commission and after consulting the European Parliament and the Economic and
Social Committee (Art. 188 TFEU).

The Regulation establishing the CISE jaimdertaking may specify:

U the aim of the joint undertaking (e.g. to manage the activities of its Members,
as described e.g. in a Communication from the Commission, towards the
harmonisation of the technical and legal conditions for the sharing of maritime
surveillance information among them)

U specific tasks and activities (e.g. to organise and coordinate activities of the
joint undertaking and its working groups, ensure the involvement of
stakeholders, define and update the work programme for the jointakidg,
etc.)

U duration of the joint undertaking

U  seat, legal status and liability

U source of financing

U evaluation

U reference to the Statutes of the joint undertaking, which would constitute an
integral part of the Regulation establishing the undertaking.

The Statutes of the joint undertaking may define, e.qg.:

18 Regulation (EC) No 521/2008 setting up the Fuel Cells and Hydrogen Joint Undertaking
(as amended by Regulation 1183/2011)guration (EC) No 74/2008 on the establishment
of the ARTEMIS Joint Undertaking to implement a Joint Technology Initiative in
Embedded Computing Systems; Regulation (EC) No 73/2008 setting up the Joint
Undertaking for the implementation of the Joint Tecbgeglinitiative on Innovative
Medicines; Regulation (EC) No 72/2008 setting up the ENIAC Joint Undertaking;
Regulation 219/2007 on the establishment of a joint undertaking to develop the new
generation European air traffic management system (SESAR) (asladnby Regulation
(EC) N01361/2008); Regulation (EC) No 71/2007 setting up the Clean Sky Joint
Undertaking; Regulation (EC) No 876/2002 setting up the Galileo Joint Undertaking (as
amended by Regulation 1943/2006).
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U members of the joint undertaking: i.e. founding members (the EU, represented
by the Commission and, eventually, EU institutions), a specification of who
may become member to the joint undertaking (@lger EU institutions and
public bodies having responsibilities for maritime surveillance tasks), the
procedure for acceding to the joint undertaking and, eventually, for becoming
an associated member

U organs of the joint undertaking (e.g. Administrativatat), their
responsibilities and the procedure for reaching decisions

U provision regarding the conclusion of agreements between the joint
undertaking and its members defining the roles of the individual members

U provision governing the setting up a numbewofking groups to carry out
the working tasks of the joint undertaking

U financial provisions, budget, control of the budget

U provisions regarding the drawing up of a work programme and periodical
reporting on the progress.

The existing joint undertakings have performed Wedind the lessons ledrinom

those undertakings may be taken on board. This applies in particular with respect to
the progress made towards enhancing-civiitary cooperation and

interoperability nade in the SESAR Joint Undertaking. Still, the willingness of the
Member States' maritime surveillance to accede to the joint undertaking is expected
to, at least at the initial stages of the project, be rather maddi@sever, the
positiveexperience of mny Member States with the MARSUNO and the
BlueMassMed pilot projects and the growing awareness in the EU Member States
that data gathering and maritime surveillance are entering a nélateae

expected to contribute greatly to the growth of the ualerg's member base.

The joint undertaking would allow for the accommodation of all ostheenCISE

user communities and fully respect the various Member Statesuts from the
Treaties. It would, additionally, provide an opportunity for the partimpeof

maritime surveillance authorities of third states (e.g. as associated members) and
even for the inclusion of private stakeholders.

The Regulation establishing the CISE joint undertaking woatdmpose an
obligation upon Member States to implement or transpose the provisions of the
Regulation in their legal orders.

" E.g. Second Interim Evaluation ofttARTEMIS and ENIAC Joint Initiatives, Final
Report prepared for the European Commission DG Communications Networks, Content &
Technology.
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The GMES
Programme

Inter -governmental agreements and alternatives

The GMES programméSlobal Monitoring for Environment and Sety - in the

future renamed to Copernicus) was established by the Regulation (EU) 911/2010
and covers various activities for ensuring an uninterrupted provision of accurate
and reliable data and information on environmental issues and security matters to
users in charge of policy making, implementation and monitoring, in the EU and
the Member States. It is based on the general principle that the access to those data
should be full, open and free of charge. The establishment of the GMES
programme relies oan express legal basis in the TFEU: Art. 189 (2) TFEU (i.e.
necessary measures for the promotion of joint initiatives, support to research and
technological development and coordination of efforts needed for the exploration
and exploiaition of space). Whal no suclexpress legal basis exists in the Treaties
for CISE, the various alternatives for the possible funding solutions for the GMES
programme provide useful examples of additional instrumehish may be

employed for the implementation of CISE.

In order to provide financing for the GMES programme for the upcoming years of
20142020, the Commission has explored several alternatives for the possible
funding solutions for the GMES programme:

U enhanced cooperation (which would involve Member States witloags
interest in the programme)

U industry participation, where responsibilities and funding would be shared
with economic actors

U the setting up of a specific GMES fund.

The two latter options were eventually rejected as solutions for GMES on the
grounds hat the former could put the ER¥ dimension at risk and the latter was
difficult to implement in the short terffiinstead, the Commission proposed the
setting up of an intergovernmental fahdith financial contribution from all 27

EU Member States based their GNI. Such fund was envisaged to be established
by an intergovernmental agreement between the EU Member States meeting within
the Council. The proposal for the funding outside of the ramitiual financial
framework was eventually rejected by ttelRment?’ but a new governance

model for the GMES programme was eventually proposed in Proposal for the new
GMES Regulatioi! This model entails the possibility to delegate the various

18 COM (2011) 831 and COM(2012) 218 final.

¥ Communication from the Commission to the European Parliament, the Gabeci

European Economic and Social Committee and the Committee of the Regions on the
establishment of an Intergovernmental Agreement for the operations of the European Earth
monitoring programme (GMES) from 202920, COM(2012) 218 final.

%0 Resolution P7TA(2012)0062 of 16 February 2012.

#12013/0164(COD).
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Enhanced cooperation

Industry participation

Inter-governmental
agreement

Characteristis of
Policy Option 3

Resort to multiple
legal bases

components of GMES operations to various operating entities thrauludjio p
procurement schemes, service level agreements etc.

Arts. 326 et seq TFEU provide a legal basis for enhanced cooperation in one of the
areas covered by the Treaties. Such enhanced cooperation is however excluded in
the areas athe Union's exclusive competence (Art. 329(1) TFEU, Art. 20(1)

TEU). Since customs fall within the Union's exclusive competence (Art. 3(1)
TFEU), the customs user community woilgh contradiction to the CISE

principles be effectively excluded from thenleanced cooperation and,

accordingly, it is concluded that testablishmendf an enhanced cooperation

would not as such be a suitable option for the overall implementation of CISE. The
possibility of establishing enhanced cooperation in the field of aomforeign

and security policy is analysed below.

The alternative correspondssentiallyto the setting up of a joint undertaking, or
similar structure, as explored in more detail above.

Finally, the Commission may encourage Member States to negotiate (an)
intergovernmental agreement(s) between themselves. Such agreements would
amount to international agreements and fall outside the scope of EU law.

6.4.3 Policy o ption 3: Legally binding options

Policy option 3 is characterised by introducing legally binding legislative
instruments as provided under Art. 289 (3) TFEU. As described in Part 1 of the
analysis (legal baseline), the rights and responsibilities are fragmentiséeeand
regulation relies on sectorial(vertical) approach, expressly allowing the sharing

of information across these sectors on very few occasions. A possible EU
legislative action seeking to achieve the specific objectives as described in chapter
5, can herefore be directed in two ways: it could, when addressing the existing
limitations to information sharing:

U retain the existingectorialapproach by amending legal acts to address
limitations within the currengectorialapproach to maritime policy, baken
the existingsectorialmandates, or

U move towards a horizontal approach towards CISE to ensure horizontal
coordination amongstectoriallegislation and thereby provide a
comprehensive EU regulatory framework for integrated maritime policy.

The choiceof the appropriate policy instruments to implement CISE builds upon
this distinction. It departs from the following legal principles, which impose
several conditionspon the EU legislative action.

As a matter of principlea measure should be founded on a single legal basis.
Recourse to multiple legal basies an obligatory measure is nonetheless possible,
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Compatible legl
bases

Compatible
legislative
procedures

Compatible
legislative
instruments

but should be resorted to exceptionally, that is when the meastages a number

of objectives or has several compats, which are inseparably linked without one
being incidental to the oth&r In other wordsthe content and the purpose of
each of the measurebs objectivesinand
the caotext of the measure as a whole.

As a matter of principle, TFEU and TEU competences may not be combined to
provide a multiple legal basis for a single measure even if the measure pursues a
number of objectives or has several components falling respectively within the
policies goerned by the TFEU and TEU, and where neither one of those
components is incidental to the oti&Fhis follows from the fact that the two
systems have substantially different general characteristics: they provide for
divergent legal instruments and envisalifferent decisiomrmaking procedures.
Decisionmaking under the TFEU is often underaecision, while the TEU

provides for unanimous voting in the Council with minimal participation of the
European Parliament lorder to comply with the principle eslished in the ECJ
jurisprudence regarding the compatibility of TFEU and TEU compet&raes
potential CISE measure could be split in several (at least two) legal measures
so that one part of the measure would cover the user communities embraced be
TFEU, whie the other would embrace the defence community, which is governed
by TEU,

Recourse to multiple legal bases is furthermore excluded, where the procedures
laid down for each legal basis are incompatible with each otlgenfken one
requires a calecision procedure, while the other provides for unanimous voting in
Council).A potential CISE measure could therefore be split in order to
accommodate different legislative procedureprescribed for measures within
differentsedcorial policies.

The Joint Practical Guidgrecommends foan amending act to be of the same

type as the act being amendedexamples nonetheless exist, where a Directive has
been amended by means of a Reguldfi@n theother hand, it is not

recommended to amend a Regulation by means of a Diréttive.

2 Case G211/01Commissiorv Council[2003] ECR +8913, para. 40, and Cased€/05
Commissiorv Council para. 75).

3 Case ©91/05 Commission v Council, judgment of 20 May 2008. The ECOWAS case
was dedied under the former thremllar structure, but its reasoning remains applicable
after the entry into force of the Treaty of Lisbon.

24 Case ©91/05 Commission v Council, judgment of 20 May 2008.

% The Joint Practical Guide of the European ParliameetCiuncil and the Commission
2003.

%6 Directive 80/217 introducing Community measures for the control of classical swine
fever.

" The Joint Practical Guide of the European Parliament, the Council and the Commission

2003, Guideline 18.7.
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Opt-outs from the
Treaties

Subsidiarity and
proportionality of
EU action,
conformity with
fundamental rights

The principe of
proportionality

Breakdown ofthe
existing legal
framework

Addi tional conditions foll e@wsahdopime parti c
from the TFEU (border control, cooperation in criminal matteds@olice

cooperation) and TEU (common foreign and security policy). These do not

constitute barriers to the implementation of CISE, but rather require differentiated
approach to rights and responsibilities.

Finally, the principles of subsidiarity and proportionality and the necessity for the
EU action to be in conformity with fundamental rights were taken in to account
when assessing the suitability of different policy instemts as measures to
implement CISE.

In the areas where the Union and the Member States share competence (agriculture
and fisheries, environment, transport, border control and general law

enforcement}® the principle of subsidiarity establishes a presimngin favour of

the Member States taking actitiiThe Union should only act if Member States

cannot achieve the objectives sufficiently and if, by reason of the scale or effects,
the Union can achieve them better.

In contrast, in the area, where the Unimas exclusive competence in a particular
area (customs uniofjjt is the Union which may act. The common foreign and
security policy is subject to specific rules and procedures. The adoption of
legislative acts is excluded within that area.

As far as the form and content of Union act&waconcerned, such action must not
exceed what is necessary to achieve the objective of the Treaties. Any decision
must be taken in favour of the least restrictive option.

The following table breakdown the existing legal framework for the
implementation of CISE, depending on legal basis, applicable legislative
procedure, opbuts from the TFEU and TEU, the conducive environment for
informationsharing (i.e. taking into account the differences in cultural behaviour
and regulatory approaches common to multiple user communities) and the legal
instruments which constitute the legal framework in each of the user communities.

8 Article 4 TFEU.
29 Report from the Commission on subsidiarity and proportionality, COM (2011) 344 final
% Article 3 TFEU.
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Table6-4 Breakdown of the existing legal framework for the implementation of CISE
user community Marine pollution s saf_ety Customs FEIEIES (e L Border control Defence
and security control enforcement
legal basis TFEU TEU
legislative ordinary legislative procedure ordinary and special Ieggllslatlve unanimity
procedure procedure
opt-outs no opt -outs Opt-outs from TFEU and TEU 2
c_onducwe a3 high medium low
environment
current primarily Directives primarily Regulations Council decisions pnma_nly no Ieglslatlpn (Council
framework regulations decisions)

3 Special legislative procedure is prescribed for measures to ensure administrative cooperation between the relevans adépagrmetite area of feslom, security and
justice (i.e. border control and general law enforcement). Additionally, the special legislative procedure applies fes c@masenmning operational cooperation between law
enforcement authorities.

32 UK, Ireland and Denmark optezlit from Title V TFEUDenmark opteeut from common security and defence policy.

33 First interim report (legal) pp. 180.
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Legal basis and
legislative procedut

Removing legal limitation in sectorial legislation to cross -border and
cross - sector information sharing

As outlined above, theghts and responsibilities with respect to the sharing of
maritime surveillance information are fragmentised in a great number of sectorial
legislative acts. Accordingly, in order to remove existing legal limitations to
information sharing multiple policynstruments (amending acts) rather than a

single instrument would be necessary. The type of such instrument (i.e. Regulation,
Directive or Decision) is determined in accordance with the legal principles
described above. It is envisaged that such instrumenikd rely on existing

sectoral legal mandates. This presupposes that the aim and purpose of such
amending acts is formulated so as to have its "centre of gravity" in the aim of each
of the sectorial mandates.

The table below provides an overview of tharent legal bases, the aims for
which action may be pursued by the EU legislator (aim of the action) and
prescribed legislative procedure.
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Table6-5

Assessment 1 Part 2

Mapping of legal bases and legislative procedures

user ¢ ommunity

main legal base

aim of the EU action

legislative procedure

fisheries control

Art.

43(2) TFEU

the pursuit of the objectives of the common agricultural
policy and the common fisheries policy

ordinary legislative procedure after consulting the Econo mic and

Social committee (EESC)

maritime safety
and security

=3

Art.

100(2) TFEU

appropriate provisions for sea and air transport

ordinary legislative procedure after consulting EESC and the
Committee of Regions (CoR)

marine pollution

=3

Art.

192(1) TFEU

acti ons to achieve the objectives of the Union policy on
the environment

ordinary legislative procedure after consulting the EESC and CoR

customs

Art.

33T FEU

measures to strengthen customs cooperation between
MS and between MS and the Commission

ordinary | egislative procedure

=3

Art.

114 TFEU

measures for the approximation of the provisions laid
down by law, regulation or administrative action in MS,
which have as their object the establishment and
functioning of the internal market

ordinary legislative proc  edure after consulting EESC

P=3

Art.

207(2) TFEU

measures defining the framework for implementing
the common commercial policy

ordinary legislative procedure (legal acts limited to Regulations)

policy

Art. 77(2) TFEU measures concerning the pursuit  of the border control, ordinary legislative procedure
border control asylum and immigration policy
Art. 74 TFEU tmheaSlIJres t;)densu:e adTinifsttrr]ati'\\//le cot?peéiltiton betwee;ln special legislative procedure - EP consultation (Council measures)
e relevant departments of the Member States, as we
as between those departments and the Commission
eneral law Art. 87 (2) TFEU measures concerning the collection, storage, processing, ordinary legislative procedure
9 analysis and exchange of relevant information
enforcement - — " - :
Art. 87(3) TFEU measures concerning operational cooperation between special legislative procedure i EP consultation (Council measures)
law enforcement authorities
defence Art. 42 TEU decisions relating to the common security and defence Council acting unanim  ously on a proposal from the High

Representative of the Union for Foreign Affairs and Security P olicy
or an initiative from a Member State
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Content The mapping of existing rights, responsibilities and legal limitations in first interim
repot legal identified the specific limitations in seétddegislation. These barriers
may be removed depending on the type of the limitation (dvos$er, cross
sectoral), but also depending on whether the information at hand is subject to legal
limitation and upon the character of such limitation (personal data protection,
commercial confidentiality and secrecy, IP rights, classified character, other
limitation). This may include:

U insertion of a provision in the relevant sedbtegislation providingdr the
possibility to transfer personal data to certain enumerated functions under the
condition that the protection of the personal data is safeguarded in accordance
with the applicable personal data protection legislation. Such provision may
be modelledn Art. 12 of the Council Regulation 1224/2009 establishing a
Community control system for ensuring compliance with the rules of the
common fisheries policy, taking due regard to the Opinion of the Data
Protection Supervisdf.In this context, the Final Rert of Work Package 2:

Use Cases and Information Services Identificatiddnnex 2 may provide
guidance on the formulation of purposes for information sharing.

U insertion of consent clauses on unambiguous consent to the processing of
personal data for diérent purposes than those, for which the data has been
originally collected. This has to follow closely the course taken during the on
going process of revision of the current personal data protection legislation.

U insertion of a provision allowing the trsfer of commercially sensitive data
between maritime surveillance authorities having similar functions under the
condition that national legislation governing the confidentiality of such data is
respected

U insertion of consent clauses on unambiguousertrs the sharing of
commercially confidential data with additional functions.

U introduction of common classification levels including guidelines for the
categorisation of information.

Delegatedacts Delegated acts (in the form of technical annexes) payify e.g. the list of CISE
participants, their corresponding access rights and technical details for the
information sharing. Delegated acts are adopted pursuant to Art. 290 TFEU. Their
adoption requires an express delegation to the Commission in tblatigg acts
specifying the objectives, content, scope and duration of the delegation power.

% Published in 02012/C 37/01.

% Test Project on Cooperation in execution of various maritime functionalities-at sub
regional or sedvash level in the field of integrated maritime surveillance (CoopP), Final
Report of Work Package 2.
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Transposition and
compliance aspect:

Administrative
complexityand
simplification
potential

The implementation margins existing in current horizontal (in particular the data
protection legislation) and sectaklegilation inevitably lead to a certain

divergence in national implementation among EU Member Statesme cases
thisincludes the introduction of conditions for information sharing, which are even
more stringent than required by EU legislation. Thigsly to reflect upon the
transposition and compliance with any future legislative initiative in the future.

The major drawback of this approach lies in the lack of coordination regarding the
adoptionof the different sectoal legislative acts and delegated acts and the
administrative complexity associated with the procEéessome extenthis

complexity carbe simplified by grouping the seciat legislative amendments
depending on their legal basiad further distinguishing depending on the type of
the legislative act amended (i.e. a Regulation amending Regulaibyiisg on the
same legal basis, Directive amending Directives adopted under the same legal
basis). A similar model has been succes$giutilised in Directive 2010/78/EU
(Omnibus | Directivef° which amended 1éxisting Directives in the financial

sector to ensure the development of a single rule book and relied on the same legal
bases as the Directives it amended (in that case thefdtmnlegal bases). The
following table illustrates this simplification potential.

% Directive 2010/78/EU of the European Parliament and of the Council amending
Directives 98/26/EC, 2002/87/EC, 2003/6/EC, 2003/41/EC, 2003/71/EC, 2004/39/EC,
2004/109/EC, 2005/60/EC, 2006/48/EC, 2006/49/EC and 2009/65/EC in respect of the
powers of the European Supervisory Authority (European Banking Authority), the
European Supervisory Authority (European Insurance and Occupational Pensions
Authority) and theeuropean Supervisory Authority (European Securities and Markets
Authority).
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Table6-6 Simplification potential (Removirggctoriallimitations)

~

3
38

N/A

Amending Regulation
Amending Directive
Amending Regulation
Amending Regulation
Amending Decision
Amending Regulation

Amending Directive

(Amending Directive)

Delegated legislation
Dele gated legislation
Delegated legislation
(Delegated legislation)
Delegated legislation
Delegated legislation
Delegated legislation
Delegated legislation

Introducing a binding CISE legal framework

The second alternative of a legally binding option isrbatal approach to CISE.

In order to respect the legal principles of EU law governing resort to multiple legal
bases as described above, the horizontal CISE measure would have to be split in
several umbrella packages, embracing multiple user commuahesiding on the
applicable legal basis, legislative procedete. as outlined in Tables%band 65.

Legal basis and The legal basis for adopting the different umbrella legislative packages would be

applicable legislativ  the aggregate of legjbases upon the existing setblegislation relies.

procedure
Within Common Security and Defence Policy (CSDP), the adoption of legislative
acts is excluded (Art. 31 TEU), instead the instruments available under CSDP lie in
the grey zone between legislatiamdgoolitical cooperation. TEU conceptualises
Common Foreign and Security Policy (CFSP) instruments into four types of
decisions. As a general rule, decisions under CSDP are taken by the European
Council and the Council acting unanimously, except when geovotherwise.

" No limitations were detected in the marine pollution user community.
3 Council Framework Decisions have been abolished by the Lisbon Treaty.
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Enhanced
cooperation under
TEU

Such unanimous decisions are taken on a proposal from the High Representative of
the Union for Foreign Affairs and Security Policy or an initiative from a Member
State (Art. 42(4) TEU).

As outlined above, such decisions under CSDP cantbgarised in four types:

U  Decisions on strategic objectives and interests of the Hdlso referred to as
CSDP Principles and guidelines), i.e. decisions which shape the framework of
EU policies and actions either with respect to the Union's relations with a
specific country or region or may be thematic in approach (e.g. weapons of
mass destruction, terrorism, etc.). Such decisions, agreed at the highest
political level, include high level strategies such as the European Security
Strategy, the EU Internal Sarity Strategy or the EU Counterterrorism
Strategy. These types of decisions may subsequently trigger the adoption of
common positions or joint actions, which apply the concepts defined in the
strategies more specifically and concretely.

U Decisions on comran positions i.e. decisions which as a rule reiterate the
EU's objectives and defirsecollectively agreed diplomatic approach to a
particular country or region (e.g. Cuba, North Korea and Zimbabwe).

U  Decisions on joint actionsi.e. decisions which oftgorovide for the
launching or extending a civilian or military operation under CSDP, or e.g.
appoint EU Special representatives, provide financial or other support to the
activities of an international organisation engaged in peace building. For
example, te European Defence Agency (EDA) was established by a Council
Joint Action following an endorsement of the establishment of EDA in the
European Security Strategy.

U Decisions on the implementing arrangementf®r common positions and
actions, which as theirtkes indicate, implement common positions and
actions.

Out of the acts available under CSDP, joint actions appear most suitable. However,
considering theui genericharacter, the overall orientation and the complexity of
the procedure for their adoptiome conclude that alternatives should be explored

in parallel. Such alternatives include the possibility for enhanced cooperation under
Art. 20 TEU.

Member States may establish enhanced cooperation between themselvetheavithin
framework of the Union's neaxclusive competences. Decisions authorising such
cooperation in the field of the common foreign and security policy (CFSP) are
taken unanimously by the Council, following the opinions of the High
Representative of the Umdor Foreign Affairs and Security Policy and the
Commission (HR) (Art. 329(2) TFEU). The conditions for such cooperation are
that (1) the cooperation aimsgo further than the objectives of the Unida,

protect its interests arid reinforce this integation process, (2) those objectives
cannot be attained within a reasonable period by the Union as a whole and (3) at
least nine Member States participate in it.
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TransEuropean
networks

EDICOM

The enhaced cooperation may adopt aatsich will be bindng only on its
membersAlso, anyMember State may at any time decide to participate in the
enhanced cooperation. In such a case the Member State's participation has to be
confirmed by the Council, after consulting the HR. The Council may also adopt
any transitional measures with regasdhe application of the acts already adopted
within the framework of enhanced cooperation (Art. 331(2) TFEU).

Additionally, it may be considered to rely on the legal basis in Art. 170 TFEU (ex
Art. 154 TFEU) for the adoption of@ecision, establishing the technical
infrastructure for CISE. Art. 170 TFEU provides a legal basis for the establishment
and development & transEuropean network the areas of transport,
telecommunication and energy infrastructures. Such network$ensgt up to

help achieve the establishing or ensuring the functioning of the internal market
(Art. 26), to strengthen the Union's economic, social and territorial cohesion (Art.
174) and to enable the citizens of the Union, economic operators and regidnal
local communities to derive full benefit from the settiqgof an area without

internal frontiers.

Art. 170(2) TFEU provides specifically that within the Unjaation slould aim at
promoting theénterconnection and interoperabilityf national netwrks as well as
accesgo such networks. In order to achieve the objectives outlined above, the
Union should, inter alia, implement any measures that may prove necessary to
ensure the interoperability of networks, in particular in the field of technical
standardisation.

A precedent exists in the EDICOM Decisions that where the aim of the measure
has been to ensure the interoperability of national networks by means of
operational measures of technical natufgt. 170 (exArticle 154 TEC) has been
employedas a legal basis.

The EDICOMI and Il programmes aimed at encouraging a modern, rational and
effective organisation of the trariSuropean collection, treatment and distribution
network for intra and extr@ommunity statistics, accompanied by the

improvement and harmonisation of statistical methods. The goal was to produce
information that is more reliable, less expensive for providers and administrations,
and available more quickly as well as being able to satisfy user needs in a more
relevant way.

Council decision 96/715/EC on intadministration telematics networks for

statistics relating to the trading of goods between Member States (EDICOM)
established a set of measures to facilitate "the conversion of regional, national and
Community systemstvards interoperable systems at European level, as a first
stage, for the collection of returns on the trading of goods between Member States
from business, the validation and ymcessing of such returns and the
dissemination of the statistics derivéetefrom.” The interoperability of the
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Legal basis for
EDICOM

Guidelines for trans
European
telecommunication:
networksi projects
of common interest

systems was guaranteed by the development and use of harmonised standards and
communication procedures.

Following a report from the Commission on the implementation of Edicom as
between 199892 the programme has &e extended for a further five ye&rs
The budget for the programme for the period from 200has been EUR 51,2
million.

Initially, the EDICOM Decisiorwasbased on exArt. 235. Art. 235 allowed the
Council to adopt appropriate mures concerning the operation of the common
market where the Treaty did not provide necessary powers. The Decision was
subsequently annulled by the B&an the grounds that the measure should have
been based on the Treaty provision governing the ediai#ist of trandcuropean
networks.

In the decisionthe ECJ reasoned that any Community measure seeking to ensure
interoperability of the nation networks does not necessarily have to be preceded by
the establishment of guidelines in accordance with thieplang of the provision

and that "this will be so in particular where, as in this case, it is merely a question
of the adoption of operational measures designed to ensure the interoperability of
the existing national networks in order to make them techyimampatible for the
purpose of integrating them into a trefsropean network*

Although the EDICOM decision also serves objectives of the internal market, the
ECJ held that those objectives were merely ancillary in relation to the main
objective, i.eto ensure the interoperability of national networks by means of
operational measures. This is also reflected in the wording of Art. @ Tl

achieve the objectives". It follows that as long as the measure (1) seeks to ensure
the interoperability of th networks, in particular in the field of technical
standardisation and thereby (2) help to achieve the establishing or ensuring the
functioning of the internal market and strengthen the Union's economic, social and
territorial cohesion and (3) enable terive full benefit from the settingp of an

area without internal frontiers, Art. 170 TFEU may in principle be used as an
appropriate legal basis for such a measure.

At the present time a proposal for a Regulation on guidelines forExaapean
telecommunications networks is pending in the legislative prét@se

Regulation would provide for the objectives of the projects of common interest and
the conditions upon kich such projects may be eligible for financial assistance.

39 COM (2003) 88 final.

0 Decision N0507/2001/EC concerning a set of actions relating to the-Eanspean network

for the collection, production and dissemination of statistics on the trading of goods within the
Community and between the Community and-neamber countries (Edicom).

1 CaseC-271/94.
“|bid, para. 26.
43 COM(2011) 657 final, as amended on 28.5.2013.
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The projects of common interestosid pursue the general objectives of the
Connecting Europe Facility (CEFj.e. contribute to smart, sustainable and
inclusive growth by developing modern amgh performing trang&uropean
networks, and, additionally, pursue economic growth and support the completion
of the Digital Single Market in support of the competitiveness of the European
economy and/or improve the daily life for citizens, business amdrgments

through the promotion of interconnection and interoperability of national, regional
and local telecommunication networks as well as access to such networks.

The guidelines also introduce the so called "digital service infrastructures”. Such
infrastructures enable networked services to be delivered electronically (typically
over the Internet) and provide traBaropean interoperable services of common
interest for citizens, business and/or governments.

Administrative In conclusion, applying the principles outlined above, one could envisage the
complexityand following instruments for the implementation of this policy -sydtion:

potentid for

simplification U Directive covering the marine pollution and the marine safety and security

user comruanity, adopted by ordinary legislative procedure after consulting
the EESC and CoR, relying on tlegal basis in Arts. 100(2) and 192(1)
TFEU

U Regulation covering the customs and the fisheries user community, adopted
by ordinary legislative procedure aftconsulting the EESC, relying on the
legal basis in Arts. 43(2) and 114 TFEU

U Regulation covering the border control and general law enforcement user
community adopted by ordinary legislative procedure, relying on legal basis in
Art. 77(2) and 87(2) TFEU

U Council decision adopted on the basis of Art. 40(4) TEU or an€lodecision
authorising enhanced cooperation within the field of the common foreign and
security policy based on Art. 20 TEU.

There is a potential to merge the two instruments (the Dieeatid the

Regulation) imo one, a Regulation, relying on four legal bases. This may ensure
greater coherence between the sectors, but following this course would be
considerably more demanding in aligning the objectives and content of the
measure, so thauch are of equal gravity, without one being incidental to the

other. Furthermore the marine safety and security user community is at the present
time regulated primarily by Directives and, considering that the umbrella act would
in principle, also seek @mend the existing legislation within the sector to remove
the existing legal limitations, a Directive would be generally preferable to

introduce such amendments.

4 COM(2011) 665 final.
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The following table illustrates the potential for the practical implementation of this
palicy sub-option, utilizing the policy instruments described above.

Table6-7 Simplification potential (Binding CISE legal framework)

Decision establishing the technical infrastructure for CISE

Council decision,

umbrella Directive umbrella Regulation umbrella Directive enhanced
cooperation
delegated legislation delegated legislation delegakd legislation
Content The umbrella acts would:

U set out the CISE principles
U define the concept of purpeseiented information
U remove existing legal limitations in sectorial legislation (annex)

U introduce common data standards for exchange (relyinge ipe legal basis
in Art. 170 TFEU transEuropean networks).

Delegatedacts The umbrella legislative acts could be accompanied by delegated acts, which
would specify, among other things, the list of CISE patrticipants, their
corresponding access riglasd technical details applicable to the information
sharing. The mandate for adopting such delegatés would be ldidown in the
individual umbrella acts.

Transposition and Similarly to the previous subption, the instruments utzkd to employ this sub

compliance aspects  option would require the transposition/implementation (depending on the type of
the instrument) in the Member States national legal orders. This wotdd
considerable administrati@mplexityupon the Member States. On the other
hand, the horizontal coordination, although limited, would allow for a more
coherent application in the various sectors, in line with the CISE principles and in
principle a potential for higher compliance levels.
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6.5 Architecture visions

The implications of the technical setup for CISE are discussed in the present
section. This setup, comprised within the different architecture visions, will have
different implications for what is needed of legal and culturahgha and the other
way around.

The CISE architecture visions are closely linked to the policy options for
implementing CISE and the policy instruments necessary for the implementation of
each of the policy options. An understanding of how a CISE polittgromight be
differently supported by different CISE architecture visions improves the
understanding of the policy options. Architecture visions can also be considered as
a separate building block. Accordingly, this section provides an overview of the
visions and, subsequently, combines the analysis of CISE architecture visions and
policy options and subptions for implementing CISE.

6.5.1 CISE architecture visions

Five CISE architecture visions were presented to the MSEsG on 25 A@il 201
These include the core vision, visions A, B, C and a variant of vision C. Following
the comments received from the Member States, in June 2013 the Commission
proposed to simplify the architecture visions by joining together visions A, B and C
in one hyhid vision and to remove the variant of vision C. The updated
architecture visions thus consist of two visicih& core vision based on multiple
providers of CISE services at national level, #rehybrid vision, based on

multiple providers of CISE seices coordinated by MS and user communities.

The core architecture vision is the minimum viable architecture, i.e. the minimum
collection of building blocks required for CISE to fulfil its most essential
requirements. Therefore the CISEew®ision does not prescribe a governance
model. The building blocks in the core vision are also present in the hybrid and the
original A, B and C visions.

Visions A, B, C are envisaged to be merged by merging the interoperability
agreenents of each of the visions. The main challenge in this context is the
merging of the three visions at organizational level. The csgtional level of the
interoperability agreements determines how CISE services will be governed, how
CISE services will b delivered antiowa common integrated maritime awareness
modelcan be used

6.5.2 Legal implications of architecture visions

From a legal viewpoint, two dimensions of architecture visions should be
highlighted:

U measures that need to be put in place or chaingeder to ensure that
information can be exchanged through the CISE environment, and

U measures that need to be put in place or changed to ensure a sufficient
governance structure of the CISE environment.
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Each maritime surveillance authority operates within its own national framework,
which it must observe when maritime surveillance information is being processed.
When information is exchanged between Member States throu@iSke
environment, the legal validity of such information must be maintained across
borders and the legislation in both the originating and the receiving country must
be respected.

The question of what measures need to be put in place or changed i order t
ensure that information can be exchanged through the CISE environment is closely
linked to the analysis of the legal limitations to the sharing of information, as
presented in Part | of the analysis. In a nutshell, the legal analysis revealed that the
legal conditions for the sharing of maritime surveillance information are at EU

level subject to a fragmented approach, which suffers from a considerable degree
of legal complexity. While at national level, a few Member States have already
taken initial step towards exploring ways to harmonise the legal conditions for
information sharing, at EU level this complexity persists.

Measures to ensure that information can be exchanged through the CISE
environment must take this complexity into account and altova differentiated
approach depending on the legal limitations attached to the information shared.
Specifically, it should be secured that each provider of CISE services is able to,
with respect to each of the information to be shared through the Cl8Branent,
assigna protection level(according to the commonly agreed access profiles) and

be able taontrol the data it has made available, including correcting/amending it.
The specific conditions to information sharing should be further specifiedss cr
sectorial information sharing agreements between maritime surveillance authorities
(possibly forming part of the interoperability agreements).

Since in the core vision no governance structure is prescribed and the authorities
collaborate bilaterally, this second issue is relevant for the hybrid vision only.

The hybrid vision proposes a tevel governance model:

U  1%level: CISE ContadPoints at Member State level to manage the
catalogue of CISE services of each Member State. These are the services
belonging to, and provided by, Member States

U 2"level: CISE Contact Points at EU level to manage the catalogue of
CISE services of each ussommunity. These are the services belonging
to the user communities and provided by EU led initiatives, usually under
the supervision of EU agencies. The Member States are involved in the
governance of these initiatives.

Accordingly, the hybrid versiowill require the appointment of 27 CISE contact
points at Member State level (one per Member State) and seven CISE contact

points at EU level (one per user community).

It follows that from a legal viewpoint, measures need to be introduced to:
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U encourage ooblige (depending on the choice of policy option) the EU
Member States to appoint their CISE contact points

U vest the existing EU agencies with the task to act as a CISE contact point.
The typeof instrument needed in order to implement the above describadures

would depend on the policy option chosen to implement the measure as such.

6.5.3 Comparison of architecture visions

Each of the architecture visions has its advantages and drawbacks. These are
outlined in the table below.

Table6-8 Drawbacks and benefits of architecture visions
Core vision Hybrid vision

Establishment of trust and the
potential to overcome cultural - +
barriers
I mprovement to legal certainty +
I ntegration

9 - +
Correlation/aggregation of data +
Ease of implementation +

The effectiveness of the visions in improving maritime awareness; i.e. the extent to
which these option fulfil the CISE principles and requirements, has been estimated
to be77% for the core visiorf> The effectiveness of the hybrid vision has as of yet

not been assessed. However, as the vision merges visions A, B and C, it is assumed
that the effectiveness of this vision would be the average of the effectiveness of the
three optionsi.e. 95%.

To the requirements used by the Commission in assessing the effectiveness of the
architecture visions, the Gaer Study‘,6 added an assessment of the effectiveness

of each of the visions in terms of addressing the existing teaHvarriers. It

concluded thathe hybrid vision was more effectivie addressing the barriers.

45 CISE Architecture Visions Document version 2.01, Annex 4.

4 A Draft Report forthe European CommissioDirectorate General Maritime Affairs:
Sustainabily and Efficiency of visions for CISE, 30 August 2013.
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Initial assessment

Addressing drivers

Specifically, out of the nine identified barriers, the hybrid vision addressesof

the barriers fully an¢iwo partly, while the core vision addresses dhiyeeof the
barriers fully, three partly and leaveeso unaddressed. Moreover, the two technical
barriers identified in the study as having the strongest impact on the effectiveness
of the architecture visions were addressed fully by the hybrid visigrgriby

partly by the core vision.

Taking into account our assessment of advantages and drawbacks of each of the
visions, the outcomes of the Commission's evaluation of the visions and the
contribution from the Gartner studye hybrid vision appears to be the preferable
vision. The two visions will be analysed further in combination with each of the
CISE policy options.

6.5.4 Combining architecture visions and policy options

This section describes how the CISE policy options may be supyrtee

different architecture visions and identifies the most viable combination of the two
based on how effectively the different combination furthers the CISE objectives, as
identified in Chapter 5.

Policy option 2 combined with core vision

Policy optbn 2 seeks to implemeQISE by employing instrumentisat stimulate
voluntary cooperation between Member States. As assessed above, the major
strength of the policy option lies in its flexibility and ease of implementation. It is
anticipated that this pialy option would be particularly effective in aehing the

first specific objective, i.e. reducing cultural and administrative limitations.

The most significant drivers to cultural and administrative limitations are the lack
of trust and the organisational complexity of the maritime surveillance authorities
of the various Member States. We conclude that the core vision is not particularly
suitable to address either of these drivers.

The core vision does not prescribe any governancemingtead, the different

public authorities offer services to other CISE participants independently. In other
words, the authorities' systems are all potential providers of CISE services. The
organisation complexity undermines trust as no clearly de§tradture for
communication exists (there is no national CISE contact point). The core vision
improves maritime surveillance by encouraging public authorities to share
information with others through commonly defined semantic and technical
building blocks However, there is a little incentive for the different authorities to
do so. The vision does envisage agreements neither regarding the discovery of
services nor the rules for fusing and the majority of maritime user authorities see at
the present timettie benefit in havig access to uncorrelated and fused data.

Policy option 2 combined with the hybrid vision

As outlined above, ¢ticy option 2 seeks to implement CISE by employing
instruments that stimulate voluntary cooperation between Member tiiategh
non-binding instruments. Thieybrid vision prescribes a twievel governance: at
national and at EU level. At national leyelis entails the nomination of one CISE
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Implementation

Addressing drivers

Conclusion

contact point per MmberState At EU leve| seven contact points would be
nominded. These woulbe organised according to the se@BE user
communities.

The governance model provided by the hybrid vision is considered to be more
suitable to address the lack of trust among maritime surveillance authorities and, a
the same time, contribute to overcoming the difficulties stemming from the
organisational complexity of various maritime surveillance authorities in the EU
Member States. Such solution would also promote legal certainty and thereby
stimulate Member Stageo share information through the CISE environment.

As far as the implementation of the hybrid vision through Policy option 2 is
concernedthis may be done through a recommendation to the Member States (in
the form of a Recommendation @Communication from the Comssion) to

appoint their national CISE contact points. In turn, the mandate for the existing EU
agancies to act as CISE contact points may be found in the Regulations founding
the agencies, which as aeuwlest the agencies Withe tak to coordinate the
cooperation between Member States.

Policy option 3 combined with the core vision

Policy option 3 is characterised by introducing legally binding legislative
instruments. In Option,3he specific objective teeduce cultural and

administrative limitations is for the most targeted indirectly through policy
measures to address the third specific objective, i.e. to reduce legal limitations. The
changes to the existing legislaiframework provide an incewmé tothe different
maritime surveillance authorities to share information and thereby addresses the
lack of trust and other admistrative barriers. However, as the core vision is better
suited to, in addition to addressing the existing cultural and admtivistra

limitations, address the existing technical limitations (see above), we conclude that
the hybrid vision is more suitable for the implementatioRalfcy gotion 3.

Based on the finding presented above, the impacts of the different paficg
will be assessed with respect to each of the options supported Hoybtik
architecture vision.



The development of the CISE for the surveillance of the EU maritime domain and the related Impact Assessment

Analysis from
different angles

From potentials for
improved
performance to
impacts of CISE

Nine Cooperation
Project wu

é that to
cover the different
elements of maritinr
surveillance

COWI
i Part2 90

7 Analysis of impacts of policy options

The analysis of the impacts of the CISE policy optibpsesented in therpvious
chapteli is done from different angles. It is mainly done botigovia
preliminaryfindings by the Cooperation Project and findings from our interviews
with maritime surveillance stakeholders, but alsedown via the MSEsG
guestionnaire survelember State interviews, as well as reviews of the literature
i hereunder the two pilot projects: BluemassMed and MARSUNO.

7.1  Bottom -up analysis of impacts

Having presented the characteristics @f tise cases analysed within the
Cooperation Project, the bottemp analysis of impacts continues with the analysis
of the potential for improving the maritime surveillance performance. It then looks
at the technical, legal and/or cultural limitations thiacing this potential, and on
how the CISE policy options may help to reduce the limitations and thus achieve
part of the potential. Finally, it looks at the economic, social and environmental
impacts of improving the maritime surveillance performanceoVaE.

7.1.1 Characteristics of Cooperation Project use cases

The maritime experts who were involved in the Cooperation Project have on the
basis of a mapping of the demand and supply for maritime surveillance information
(see Garnier and Oliveri, 2012) selected nine use cases where there is a particular
potential for improved maritime surveillance performance via CISE. Hence, we
assume that these nine use cases analysed cover areas where CISE has the highest
potential for adiohg value via improving the sharing of information and via

improving cooperation through such sharing. Furthermore, we assume that the
selected use cases are sufficiently general to cover most of the benefits from CISE,
and do so in a balanced way. As sughbase the analysis around these nine

general use cases, and supplement the analysis via more specific Member States
evidence/views obtained via the interviews with maritime stakeholders.

Combined, the nine Cooperation Project use cases cover the different elements of
maritime surveillance; namely (A) detection; (B) verification, and (C) response

(i.e. seerigure2-2). The output of maritime sueillance (D) is regarded as a result

of these elements. The coverage of the use cases across the maritimarsceveil
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elements is illustrated iRigure7-1. Table7-1 contains the IDs and goals (titles) of
the use cases, where the IDs refer to the original numbering made by the
TAG/JRC.In addition, a short description of the operational situation/trigger is
provided for each of the use cases, while tlmeypresented inedhil in the

reporting of the Cooperation Project (201Ba) particular in version 3.0 of the list

of use cases for baseline maritime environment developed by Work Package 2 of
the Cooperation Project. It should, however, be emphasised that the Woaki®ack
3 participants of the Cooperation Project have allowed themselves to refine the
narrative descriptions of these use cases to make them more suitable for the
assessment of cost and benefits.

Please note that although some of the use cases in pracyic®@vea more than

one of the maritime surveillance elements, they are in the figure placed where they
are considered most relevant; and hence where they are assessed to provide
particular evidence of the added value of CISE. Furthermore, it should be noted
that it during the analysis has shown to be difficult to distinguish between the
benefits of use cas@7 and 44 i.e. between the benefits of daily monitoring of

events and the benefits of daily information requests regarding vessels of interest.
Hence the assessments for these two use cases have been merged. Furthermore, it
has shown too difficult to quantify the added value from CISE regarding anti

piracy maritime surveillance and free navigation control.
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Table7-1 Overview of use cases (IDs, goals and operational situation/triggers)

ID Goal Operational situation/trigger

13b Inquiry on a specific suspicious vessel (cargo Intelligence driven information reveal that a ship 's
related) cargo is illegal, dange  rous or in other ways in breach

of rules and regulations.

13c Inquiry on a specific suspicious vessel (crew Intelligence sources alert that persons on board a
and ownership related) vessel could be illegal or have criminal background s.

Uncertainty over th e ownership of the vessel.

25b Investigation of antipollution situation (law A vessel is suspected of polluting. Sighting is made
enforcement) by satellite, aircraft, surface vessel, from coast line,

by vessel polluting, or by other sources.

37 Monitorin g of all events at sea in order to Sensor information e.g. coastal radars and cameras,
create conditions for decision ~ -making on aerial sensor information and AIS) relaying
interventions information in real time or delayed), and other

information services ( anomaly detection services,
data bases) and systems such as EUROSUR or
MARSUR.

44 Request for any information confirming the Member State authorities have an interest in
identification, position and activity of a vessel knowing the current pos ition of a vessel, its activity,
of interest identification , etc.

The information could be requested because:

- The vessel is subject to police investigation

- The vessel is suspected of involvement of
irregular migration, drug smuggling or other
cross border crime

- There is evidence of pollution from the vessel

- The vessel owner is subject to an adverse legal
judgement

- The vessel is subject to an investigation from an
intelligence agency

57 Knowledge of surveillance capacities of Need for enhancing or complement surveillance in
partner authorities in a given sea area to plan areas where surveillance is poor or there is a specific
basic tactical surveillance surveillance need.

Support for decisions where to deploy additional
surveillance assets.

70 Suspect fishing vesse I/small boat is A fishing vessel / small boat is suspected to have
cooperating with other type of vessels (m/v, suspicious activity with another vessel.
container vessel etc.)

85 Anti -piracy maritime surveillance and free An alertis received by  a Member State designated
navigation control: merchant vess el at sea authority regarding a piracy attack of a ship entitled
(outside territorial waters) sends an alert that to fly its flag outside territorial waters.
it is under piracy attack

93 Detection and beha viour monitoring of IUU Surveillance of EU waters and ports, increased

listed vessels

behaviour monitoring when target is found to be
listed as IUU vessel.
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Figure7-1 also illustrates that some use cases are more specific than others with
respetto certain types of risks. For three of the use cases 13b, 13c,ahd 70
relevant risks are those that have relation to the specific types of ships and/or
certain pieces of information, while 93, 25b and 85 are directly linked to a specific
risk. Use ases 37, 44 and 57, on the other hand, are of a more general character
and could in principle be dealing with aspects related to all risks/events. Generally,
however, most of the nine use cases cover several maritime risks.

To facilitate the work of the @peration Project in assessing the potential added
value of CISE in each of the nine use cases (or in practice seven usesiases

37 and 44 have been merged, and 85 has shown to too difficult to put numbers on),
the WP3 patrticipants have focused thedforts on those sea basins where they

have the most knowledge and experience. In order to establish expert judgements
about the frequency/occurrence to which each use case can be attributed to dealing
with specific maritime risks acrosdl sea basins survey ofall Cooperation

Project participants has therefore been conducted. These additional survey results
have been used to link the use cases to the risk assessment baseline presented in tt
Part 1 report across sea basins; and consequently establishi d € re vieE Wb
perspective of the use cageisicluding the anticipated CISE outputs and impacts.

The results have also been used to verify the selection and analysis of the
economic, social and environmental indicators covered by the uses cases.

Table7-2 summarises the relative frequencies by which each use case can be
attributed to different maritime risks, as well as how the events of the use cases (as
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a whole) are distributed across the sea basins. ItssHomexample, that general
use cases such as 37+44 and 57 on average are more frequent for all risks and sea
basins than the more specific ones like 93, 25b and in particular 85.

Although the different nature of the use casesparticular the more ggific ones

T implies a varying coverage of maritime risks, the table shows that environmental
issues such as environmental destruction and degradation but also maritime
accidents and IUU fishing are relatively frequent; and this is also the case for the
trafficking problems.

With respect to sea basins, there is a tendency that the risks covered by use case on
average are more frequent in the Mediterranean sea than elsewhere. There is also
such slight tendency for the Baltic sea, the Black sea and the Acetan, while

e.g. the Channel and the Celtic sea are assessed to be below average regarding the
frequency/occurrence of maritime risks. Note that we in this analysis have
concentrated on the nearby EU waters anldes@not included the outermost

regionsand external waters.

To provide some insight into the detailed assessments made behind the averages
presented iTable7-2, Table7-3 presents the assesdeshjuency/occuence of

events regarding the different risks for the combined use case 37+44. It shows, for
example, thatvhen it comes to trafficking of human beings and irregular
immigration, it is particular in the Mediterranean sea where there is a potential for
CISEto improve maritime surveillance/operations via improving daily monitoring

of events andupportingdaily information requests regarding vessels of interest
Trafficking of drugs is also in focus in the Mediterranean sea, but this is also high
on the ageda for the Celtic sea, the Bay of Biscay and Iberian coast, and the
Channel.

The CISE potential for reducing environmental destruction and degradation is as
presented above on average high forBhkewaters but assessed to be particularly
so for the Baltt sea and the Arctic ocean. At the other end, there appears in most
sea basins to be a limited scope for reducing the risks of terrorism, piracy and
armed robbery within such use case that focuses on daily maritime surveillance
activities.

Finally, it shoud be emphasised that the assessments made by the Cooperation
Project participants amauch in line with the risk assessment provided in Part 1
even if the focus is on the different use cases
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Table7-2 Assesment by the Cooperation Project participants of the use case frequency/occurrence with respect to maritiraeenialge by risk and sea basin
Risks and sea basins UC 37+44 UC 13b UC 13c uc 70 ucC 93 UC 25b uc 57 ucC 85
Terrorist threats 1 1 1 0.5 0 0 1.5 15
Piracy and armed robbery 1 0.5 0.5 0.5 0 0 1 2
Environmental destruction and degradation 3 2 2 1 1 3 25 1
Trafficking of human beings and irregular immigration 2 15 2 2 0.5 0.5 25 0.5
Trafficking of firearms and explosives 2 2 1 2 0.5 0.5 2 1
Trafficking of drugs 25 25 2 35 0.5 1 25 0.5
Maritime accidents 25 25 2 1 1 2 3 1
IUU fishing 25 2 2 15 4 0.5 3 0.5
Smuggling and counterfeit 2 2.5 1.5 25 1 0.5 2 0.5
Baltic sea 2 1.5 2 2 1 1 3 0.5
North sea 2 1.5 1 15 0.5 0.5 3 15
Celtic sea 1 15 1 1 0.5 0.5 1 0
Bay of Biscay and Iberian coast 15 15 15 15 1 1 2 1
The Channel 2 15 1 1 0.5 0.5 15 0.5
Mediterranean sea 3 25 2 25 2 2 3 25
Black sea 2 2 2 15 15 15 15 0.5
Arctic ocean 25 2 2 n.a. n.a. n.a. 25 0.5
Average 2 2 1.5 1.5 1 1 2 1
Note: Scores: 0O = very | ow, 1 = low, 2 medi um, 3 highand Ahveghy)high

Source: Expert assessments via survey with Cooperation Project participants.

(hence,
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Table7-3 Assessment by the Cooperation Project participants of the use case frequency/occurrence with respect to maiitinse iislse 37+44
Baltic sea North sea Celtic sea Bay of The Channel Mediterra - Black sea Arctic ocean Average
Biscay and nean sea
Iber ian
Risks and sea basins coast
Terrorist threats 1 2 0 1 1 2 1 1 1
Piracy and armed robbery 1 1 0 0 0 2 1 1 1
Environmental destruction and degradation 4 3 2 3 3 3 2 4 3
Trafficking of human beings and irregular immigration 2 1 0 1 2 4 2 2 2
Trafficking of firearms and explosives 2 2 0 1 0 2 2 2 2
Trafficking of drugs 2 2 3 3 3 4 2 2 25
Maritime accidents 3 3 2 2 3 2 2 3 25
IUU fishing 3 2 2 3 2 3 2 4 25
Smuggling and counterfeit 2 2 1 1 2 3 2 2 2
Averag e 2 2 1 15 2 3 2 25 2
Note: Scores: 0O = very | ow, 1 = low, 2 = medium, = highand Ahveghy)high

Source: Expert assessments via survey with Cooperation Project participants.

(hence,
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Use cass have
different
characteristics

In continuation of the above tablBable7-4 summarises a number of other
characteristics of theelecteduse casgthat are important to have in mimthen
analysing the impactdf CISE

It showsfirstly that the use cases allow the analysis oftt#ed value from CISE
with respect talay-to-day routine maritne surveillances/operations as well as the
moretargeted operations and tless frequentesponse operatiomghere each
successful operain may lead to large benefits.

Secondly all seven user communities are satisfactorily covered by the nine use
casesThe three routine operation oriented use cases are relevantueerall
communities, while the sisemaining use caseachinvolve at least three user
communities.

Thirdly, the use cases have overall a high focus on the sharing of maritime
surveillance information across user communities, and anticipate so from the outset
that this is an area where CISE will provide addaide.

Fourthly, the use cases also focus on information sharing across borders, and so the
potentials for improved sharing of information both across user communities and
across borders must be said to be central for the analysis within the Cooperation
Project.

Fifthly, there is hardly any specific sea basin focus in the way the use cases are
formulated. In other words, the events taking place within most of the use cases
may take place within any of the EU watéralthough to a varying degree.

Finally, the Cooperation Project participants haigethe survey carried out

assessed the frequency of the use dagaga basin. These assessments

reemphasise to a large extent the above findings that the analyses of the general use
cases 37+44 and 55 are e¢ahfor analysing the potential added value of CISE.
Furthermore, it confirms that events going on inNfegliterranean sea, the Arctic

ocean, the Baltic sea and the North sea should be analysed in the search for
benefits.
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Table7-4 Characteristicoof the selected use cases
Summary
Characteristics uc 37 UC 44 UC 13b UC 13c uc 70 uc 93 UC 25b ucC 57 ucC 85 across use
cases
Routine, targeted Routine Routine Targeted Targeted Targeted / Targeted Targeted/ Routine Response Good coverage
and/or response response response of operation
operation types
User communities All user All user Border control, Border control, Fisheries Fisheries General law All user Defence, All user
involved communities communities customs, customs, control, control enforcement, communities maritime communities
general law general law general law gene ral law maritime safety, satisfactorily
enforcement, enforcement enfor cement, enfor cement, safety general law covered
defence customs, customs, enforcement
defence, border control
maritime
safety
Information sharing High High High High High High Medium Low High Overall high
across user com - focus
munities
Information sharing High High Medium Medium Medium High Low Medium Medium Overall
across borders medium focus
Geographical coverage All EU waters All EU waters All EU waters All EU waters All EU waters All EU waters All EU waters All EU waters Outside Good coverage
of EU waters territorial of sea basins
waters
Frequency of use case
average 3 2 25 25 2 3 3 0.5 25
- Baltic sea 4 3 3 2 2 4 3 0 25
- North sea 3 2 3 2 2 4 3 0 25
- Celtic sea 3 1 1 3 2 3 4 0 2
- Bay of Biscay and Ic 2 2 2 2 1 2 2 1 2
- The Channel 3 2 2 2 2 2 3 1 2
- Mediterranean sea 4 3 3 3 3 3 3 1 3
- Black sea 2 1 2 2 2 2 2 1 2
- Arctic ocean 4 3 3 3 4 2 2 1 3
Note: Scoees for frequency: 0 = very low, 1 = low, 2 = medium, 3 = high, 4 = very high (hence, e.g. 2.5 means that the risk lies bétmee d i umo and

Source: Cooperation Project (2013a) aexpertassessments via survey with Cooperation Project participants.

Ahigho)
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Assessments have
been made based «
a conservative

scenario perspectiv

Scenarios are base
on aminimum
benefitapproach

Simple estimates b
substantial work

Assumptions

Step 1: identify
performance cases

7.1.2 Potentials for improving maritime surveillance
performance

Before diving into theassessmemesults, it should bee-enphasised thahe
assessment tfiecoss andbenefis of CISE is a very demanding task. Generally,

it has been recognized that there is no way of provisiitig, quantitative

estimates of the performance improvements of CISE, and the WP3 experts have
the ef ore focused on providing various
best judgement. Moreover, to increase the robustness of these assessments, the
experts were asked only to provide conservative estimates.

TomakeWP 3 0s task of assegpsrationglitwabe CI SE p
furthermoredecided to focus on specific ca&ntswithin each use case. This
approach was deemed particularly important in order to deal witiighedegree

of geneality of the use casgparticularly for use cas&7+44 and 57, whiclcan

cover a multitude of risks and evenfgithout such a cageventfocus,the task of
providing cost/benefit assessments would be next to impossible. Thevemte

focus also mearthat the assessment of potentials for improving maritime
surveillance is based oma@nimum benefiapproach. That is, the assessments are
based on a subset of relevant cases, and therefore only cover a fraction of what the
full benefits of CISE could beThis said, we do assume that the use cases in

general represent the main maritime surveillance situations where there is a
potential for CISE to add value.

Behind the simplicity of the final use case assessmentsnpeds this report is
substantial work. For instance, to provide figures for the CISE scenarios the experts
of the WP3 have engaged in substantial consulting with relevant user communities
within their respective Member States

In an effort b utilize thework of WP3as much as possible, we have added a
number of our own assumptions. These mostly concern additional scenario
asumptions as well as unit valukes thevarious maritime surveillance outputs.

To keep the validity of the overall dgsis, the assumptions have nevertheless been
kept conservative relative to demonstrating CISE berafiishonour the minimum
benefit approach

Assessment steps

To provide as full a picture of the CISE potentialthe basis of thé/P3 input;
that is,across the ElUthe followingassessment steps have been carried out

We tookan outset in the specific use case and risk associated averitchWP3
has provided input. In essentiee input consists of the following elents
presented iTable7-5.



CoOWI

100 The development of the CISE for the surveillance of the EU maritime domain and the related Impact Assessment T Part2

Step 2: determine
potentials across s¢
basins

Table7-5 WP3 input on use case assessments
Input Description
Use case ID Identification number and use case/event description
Seabasi n Name of sea basin for which the assessment has been
made
Baseline values Definition and v alue of performance  measure as of today

(2014) and the expected future development (2024)

CISE potential Value of expected performance measure (2024) interms
of reaching the full CISE potential

Unit value Unit value of performance improvement (if value of
performance is not already measured in EUR)

Note: In addition to the above information, the WP3 has also provided information on
relevant information flows ahbarriers to realizing the potential. This input will be
utilized when comparing the performance of the different policy options.

Source: COWI

As alreadymentioned, the assessments providetMBB have beetrased on

specific sea basirte focus the analysiandincreasehe overalivalidity.

Performance increases anewever also likely to be realized in other sea basins,
for which no assessmem¢cessariljhas been made. To provide such an estimate,
CISE performance assessmefus other sea basirege established on the basis of
the survey mentioned above; i.e. where all Cooperation Project participants have
provided inpubnthe relativeprobabilitythat a given use cagerelevant for

dealing with eachisk across all sea basins

For simplicity, weassumehat there is a linear relationship betwdiesm

probabilitiesand the rates by which performance will improve with C{S&e

Table7-6). This meansfor exampé, that if theVP3 assesses that there is a CISE
performance increase of 20% in a sea basin rated 4 for drug smuggling, then there
will be a CISE performance increasel0%in sea basinsated 2for dealing with

drug smuggling (corresponding to 50% of 20%r, if the WP3 assessthe CISE
improvement potential to be 10% for a sea basin and risk that is rated 3, then the
corresponding improvemepbtentialfor asea basin/riskhat is rated! will be

13.3%.

Table7-6 CISE performance potential relationships across sea basins
Probability score for use case to be Assumed improvement percentage of the
relevant for risk/sea basin CISE performance potential
relationship
0 = very low 0
1 =low 25%

2 = medium 50%
3 = high 75%
4 = very high 100%

Source: COWI assumptions.
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Establishing the above improvement potentials across the various sea hasins is
however not enough. The next step is thereforantify baseline values of the
cases/events in those seaiba where th®/P3 did not provide inputor instance,
while drug smuggling may receive a score of 2 in some sea basins, the actual
benefit could beither small otarge depending on what thadeline score of drug
smuggling in that sea basin is.

In this step, the aim is to make the potential CISE improvements comparable across
use cases by applying unit values or cost to the performanseirageent. While

some performance measurements already are calculated in EUR, such as the value
of drugs intercepted or cost savings, other performance measurements are denoted
in avoided collisions, groundings, accidental oil spills, irregular immigrantsso

on. For each of these, unit values are estimated and applied to arrive at EUR
figures.

Finally, the EUR performance potentials of CISE are added for all the sea basins to
arrive at a final EUR measure of the fulSE potential. In this regard it should
nonetheless be repeated thatftieCISE potential only adheres to the full

potential of a selection of specific cases/eveitsn theminimum benefit

approach described before.

Assessment r esults

As alrealy emphasised several timéseimpact assessment study looks into

specific maritime surveillance areas where CiSRarticularmay improve the
performance and so add value. Hence, the analysis focuses on a limited number of
ecoromic, social and environmental indicators. FurthermoredifferentWP3
participants have focused their different anadymetheCISE potentiakin the sea

basins which they have most insightb. This implies that for manydicators the
assessed pential performance increases fayme sea basins are based upon
assessmasfor other sea basin combined with the assessment made by the
Cooperation Project participants of the use case frequency/occurrence with respect
to maritime risks (see for examplable7-3). This also means that we directly

have linked the indicators and the ri$ks.g. the indicator: value of seized goods is
linked to the risk: smuggling.

Table7-7 provides insighinto the central indicators thative beemselected and
assessed by WPBhese are described in detail in the followiligghows, for
example, that the potentitar CISEto increas¢he number (Mae) of seized goods

is around %6 in mostEU waters meaning that CISE is expected every yiaghe
coming years to lead t&@more seizures compared with a future situation without
CISE. The pagntial for performance increaseassessed to be highest in the
Mediterranearbeawith 5% and lowesin the Celtic sea and the Bay of Biscay and
the Iberian coastith 2%. In this context, it must of courbe emphasised that the
absolute potential fdncreasing the seizure of goods depends on the actual amount
(value) of seized goods in the baselin¢he different EU water3 he potential for
CISE to addralue isassessed to be somewhat higioethe ability to intercept
counterfeit goods with an average of around 10% in increased performance. The
assessed sea basin pattern follows that of thegueeconomic output indicator

i.e. highest for the Mediterrane&aa.
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For the social output indicatqithe Mediterranearseais alsowhere therén

generals assessed to be the highest potential for CISE in impr@érfgrmance.
This isthe case fothe indicatorssavedives ofirregular immigrant@&ndirregular
immigrants refrained from entering Biaters. For both indicators, we damot
leastin the light of the recent many deaths of immigrants e.g. close to Lampedusa
in ltaly T acknowledge that is a sensitive area to address and to claim that CISE
may help to reduce the problem of irregular immigration. This said, better
information sharing maincrease thability of maritime operators to rescue
immigrants in EU waters from their ofteimsaé ships beforer when accidents
happen; and better surveillance and cooperationragyce the number of
immigrants actually entering the EU wat€erke relatively high Mediterranean sea
potentialis also the case fahe value of drug smuggling intercepts, and the

value of seized drugs in ports. Foaritime accidentand Search And Rescgube
potential isassessed to lvelatively higher in the more northern EU waters.

To some degree this seems also to be the case for the envirorougnial

indicators where, for example, the highest potential for CISE performance

regarding the avoidancé accidental oil spills i$ound for the BalticSea While

there is assessed to be a significant added value from CISE in actually reducing the
number of oil spi, the performance potential is even higher when it comes to the
validation and solving of pollution casé¢ote that theoerformance estimates for

the detection of pollution are based on experiences for the Baliiduring 2002

to 2012where close CISHike cooperation has been established in this specific

field through HELCOM Hencewhile CISE is unlikely to repedhe effectfor this

sea basin, itanbe applicable for other sea basins.
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Table7-7 Potental CISE performance compared with baselfie

Baltic sea North sea Celtic sea Bay of The Channel Mediterra - Black sea Arctic ocean

Biscay and nean sea

Indicators Iberian coast
Economic output indicators
Value of seized goods 3% 3% 2% 2% 3% 5% 3% 3%
Interception of counterfeit goods 10% 10% 5% 5% 10% 14% 10% 10%
Social output indicators
Saved lives of irregular immigrants 3% 1% 0% 1% 3% 5% 3% 3%
Irregular imm  igrants refrained from entering EU -waters 7% 4% 0% 4% 7% 15% 7% 7%
Maritime a ccidents -5% -5% -3% -3% -5% -3% -3% -5%
Value of seized drugs (sea) 13% 13% 19% 19% 19% 25% 13% 13%
Value of seized drugs (ports) 4% 4% 6% 6% 6% 8% 4% 4%
Smuggling of small arms/light weapons -5% -5% 0% -3% 0% -5% -5% -5%
Search And Rescue -8% -8% -5% -5% -8% -5% -5% -8%
Environmental output indicators
Detection and interception of IUU fishing 8% 5% 5% 8% 5% 8% 5% 10%
Total amount of illegal oil discharges -12% -9% -6% -9% -9% -9% -6% -12%
Accidental oil spills -10% -8% -5% -8% -8% -8% -5% -10%
Number of positive validations of suspected oil spills 19% 19% 10% 10% 10% 19% 14% 0%
Number of solved pollution cases of confirmed oil spills 52% 52% 26% 26% 26% 52% 39% 0%
Detection of pollution (1) -51% -39% -26% -39% -39% -39% -26% -51%

Note:

for this sea basin, but it might be applicable for other sea basins.
@|f the value éthe indicator in the baseline is zero, CISE will have no impact: e.g. it is claimed that there are no irregular inuiniyraintg in the Black sea,
and so the 3% potential performance increase has no impact in practice.
Source: Preliminary results of W3 use case analysis, combined with expert assessments via survey with Cooperation Project participants.

@ The performance estimates for the detection of pollution are based on experiences for the Baltic sea during 2002 te€0@ESHinunlikely to repeat this

































































































































