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[bookmark: _Toc94518420][bookmark: _Toc118290153]Introduction
Information technology (IT) is developing and changing fast, which has a major impact on the use of computers, smart devices and internet by households and individuals. Therefore, it is essential to conduct the survey annually. The questions are based on the Eurostat survey conducted in European countries, including Estonia.
The questionnaire covers the following main topics:
1) household’s access to information and communication technologies;
2) use of the internet: frequency and means of use (via which devices), purposes of use (communication, finding information, career-building etc.), learning activities;
3) use of e-government;
4) e-commerce: purchasing goods and services over the internet, the cost of these goods and services, and frequency of purchasing/ordering; problems encountered when purchasing/ordering; reasons for not purchasing goods and services over the internet;
5) digital skills: activities involving the use of software or apps;
6) activities related to personal data protection.
[bookmark: _Toc477266521][bookmark: _Toc94518421][bookmark: _Toc118290154]SECTION U. Access to the internet in the household
U01. ‘Access’ does not refer to connectability (i.e. can connections be provided in the household’s area or street) but to whether anyone in the household could use the internet at home via any device if needed.
[bookmark: _Toc477266523][bookmark: _Toc94518422][bookmark: _Toc118290155]SECTION W. Use of the internet
W01. Take into account use of the internet at any location (home, work or elsewhere) and via any device, such as a desktop computer, laptop, netbook, tablet, mobile phone or smart phone, game console, e-book reader etc.
[bookmark: _Hlk94169768][bookmark: _Hlk94010711]W02. Several times a day – This answer reflects the most frequent use of the internet. It refers to persons who use the internet at least four days a week and several times a day. For example, if the respondent uses the internet at work five days a week and several times a day, but he/she does not use it as frequently at home during the two days off (weekend), the correct answer is ‘Several times a day’.
Once a day or almost every day – This answer should be chosen if the respondent uses the internet only once a day or almost every day but not several times a day.
W04. This question concerns use of the internet only for private purposes (not for work-related purposes). At the same time, access to the internet could have been from anywhere (at work, at home or elsewhere). Any internet-enabling device (e.g. computer, smart phone, smart TV) is included in the scope. Use of apps is also included.
Sending or receiving e-mails – This includes the use of e-mail for sending messages to friends or relatives or for getting information on goods/services.
Making calls or video calls over the internet – This refers to making calls or video calls over the internet. To allow this, applicable software (e.g. Skype, Viber, Facetime) must have been installed on the device.
Participating in social networks – It involves creating a user profile to interact with other members of the social network. Participation means posting messages, sharing and posting photos, videos, articles and other content, and other activities. Social networking may take place with real personal data or with fake data or anonymously. In Estonia, the most popular social networks are Facebook, Twitter, Vkontakte and Odnoklassniki. 
Exchanging messages over the internet or via apps – In the case of smart devices, applicable software (e.g. Facebook Messenger, Skype, Viber, Facetime, WhatsApp, Telegram) must have been installed on the device. 
Reading online news sites / newspapers / magazines – This includes all types of online media publications either free of charge or under payment.
Finding information about goods or services – Seeking information about any goods (e.g. films, video games, e-learning materials, clothes, consumer electronics, computer software) or services (e.g. banking, financial or health services).
[bookmark: _Hlk94010750]Listening to podcasts or downloading podcasts – Podcasts are digital audio files that users can play on their device (a computer, smart phone, Smart TV etc.) or download for easier listening. 
Seeking health-related information – The scope is limited to private purposes, meaning that health-related information is sought for own personal use or on behalf of someone else (family members, friends, relatives) to be shared with them later. This excludes seeking health-related information for professional use.
Expressing opinions on civic or political issues – This includes writing a post or comment on any website (e.g. on a blog, on a social network, in the comments section of media publications).
Taking part in online consultations or voting to define civic or political issues – Launching or signing petitions. This includes, for example, i-voting in elections and casting a vote in the participatory budgeting process of a municipality.
Selling goods or services – This refers to selling goods or services via an online platform (e.g. osta.ee, okidoki.ee, eBay.com, Yaga, FB Marketplace). Importantly, the transaction must be carried out online but the payment can also take place off-line. This excludes transactions that are conducted using a phone number or e-mail address published in an advertisement posted online.
Internet banking – This includes, for example, transfers and other transactions with a bank. Internet banking via a website as well as a mobile app is included. Non-banking activities are excluded (e.g. financial services, insurance etc.).
[bookmark: _Toc477266524]W05. Doing an online course – Take into account only online courses/training (done over the internet), either for professional purposes or for personal development. This includes both courses providing a qualification and online adult education courses for personal development. Online courses/training may be offered by educational institutions (schools, universities) as well as by other organisations and institutions (libraries, non-profit organisations etc.). This item applies also if a course is only partially done online. Distance learning during the COVID-19 pandemic also falls under this category.
Using online learning materials other than a complete online course – This refers to the independent use of online learning materials. The use of online learning materials in connection with physical/offline courses as an additional source should also be included.
Communicating as a learner with educators, instructors or other learners in an online learning environment – Learners include pupils and students at all levels as well as people participating in courses. This means any communication with educators or other learners either in dedicated online learning environments (e.g. Google Classroom etc.) or via communication platforms (e.g. Zoom, MS Teams etc.). This does not include interactions on the Facebook page of an educational organisation.
[bookmark: _Toc94518423][bookmark: _Toc118290156]SECTION X. Use of e-government
X01. Do not take into account use of these services for work-related purposes (e.g. filing VAT returns for an enterprise) or contact made via e-mail.
Also, public authorities providing postal, transport or utility services (e.g. electricity, water supply), and national news sites and weather forecast service are excluded.
All other public-sector websites and e-services are included, for example, applying for an ID card, submitting income tax returns, making a doctor’s appointment, using eKool, applying for social benefits etc. 
The public sector and its services include, for example, the patient portal digilugu.ee and e-prescriptions, schools (incl. eKool, Stuudium) and public universities, ministries, the Transport Administration (incl. licenses and vehicle registration), the Tax and Customs Board, the Estonian Police and Border Guard Board, the State Forest Management Centre (RMK), the Estonian Unemployment Insurance Fund, and rural municipality and local government authorities. More information about public-sector units is available at http://www.riigipilt.ee/.
[bookmark: _Hlk94010787]X0110. Accessed information stored about you via various e-applications of public authorities – Consider only the use of the e-applications of public authorities, to access or search for information about oneself or one’s property, such as checking COVID-19 test results, viewing your vehicle history, checking tax due dates (for individuals) in the e-service of the Tax and Customs Board etc.
X0111. Accessed information from public databases or registers – This refers to getting information from a public database or register.
X0101. Visited a website of public authorities to obtain information (e.g. about services, benefits, laws or opening hours) – This includes searching for information on the websites of state authorities, rural municipality governments and other public authorities (e.g. looking for information on the Health Board’s website, getting notifications from the HOIA mobile app, getting information from school websites or from eKool). This excludes searching for information on the websites of public authorities providing postal, transport or utility services (e.g. electricity, water supply), and on the websites of national news sites and weather forecast services. 
X0105. Downloaded / printed any official forms or applications – Downloading applications, forms etc. for information purposes, for submitting documents or for other purposes. This refers to forms in formats such as PDF or DOC files used for registration of residence, registration of a vehicle, application for social benefits, application for an ID-card or a driving licence, etc. This includes downloading COVID-19 vaccination certificates or travel documents.
[bookmark: _Hlk94010914]X0109. Made an appointment via a website or app – This refers to making a doctor’s appointment online, scheduling an appointment with a social worker or with a local government servant online, making an appointment for COVID-19 vaccination online etc.
X07. Yes, I completed the form online or confirmed a pre-filled form – The person has completed a tax form online or has electronically confirmed a form where all fields had been pre-filled. Importantly, the person must have actively participated in the completion of the tax form, even if he/she had assistance. 
No, the declaration was completed and confirmed automatically by the tax authority, employer or another authority – The person has not personally confirmed forms pre-filled by the tax authority.
No, someone else did it on my behalf (e.g. family member, tax adviser) – Should be chosen only if the respondent found the completion of the declaration so difficult that he/she had someone else complete it on his/her behalf.
X0801. Requested official documents or certificates – This includes, for example, online queries or requests for graduation certificates, for records in the e-population register (birth, marriage, divorce, death), for documents from police or criminal records. Making a copy of these documents if necessary.
X0802. Requested benefits or allowances or submitted applications – This includes, for example, submitting online requests for pension, subsistence benefit, need-based study allowance, child support and other family benefits, registering as unemployed online, submitting online applications for unemployment allowance or unemployment insurance benefit, submitting enrolment applications via the Study Admission Information System (SAIS), submitting applications via the Study Information System (ÕIS) etc. 
X0803. Made other requests, claims or complaints – This means, for example, reporting a crime to the police online, filing a complaint with the consumer protection authority online, filing a civil claim with a court, or making other requests or complaints via the websites of public authorities.
[bookmark: _Toc477266525]X09. Concerns about the security of personal data or online payments (credit card fraud), unwillingness to pay online – This means concern about the leaking of personal data, such as names, addresses, financial details etc.
X10. Problems in using the electronic signature or electronic identification (eID) – This refers to problems encountered upon the use of any means of electronic identification (ID-card, Smart-ID, mobile-ID, e‑residency ID).
Not able to pay via the website or app (e.g. due to lack of access to the payment methods required) – This means situations where the respondent was unable to pay because this required a credit card or another specific means of payment which the respondent did not have. This also includes geo-blocking, i.e. cases where payments from a specific country were not accepted.
[bookmark: _Toc94518424][bookmark: _Toc118290157]SECTION Y. Use of e-commerce
Y01. E-commerce includes making financial investments (incl. acquisition of shares), purchases of vouchers, booking accommodation, participation in lotteries and betting, and use of information services that are directly paid for. This includes purchases via auctions (eBay, osta.ee etc.) and sharing economy platforms (e.g. Airbnb), and purchases of second-hand goods for personal use.
Only individuals that actually placed the order over the internet should answer this question, even if the order was carried out on somebody else's behalf. Therefore, individuals that had someone else ordering for them over the internet should not be included. 
For the time of the transaction, the date when the goods or services were purchased or ordered is relevant, not the date of payment or delivery. 
If transport tickets are purchased as an automatic subscription, take into account the initial ticket purchase (not the subsequent automatic ticket renewals). 
This does not include goods and services obtained via the internet for free (freeware, PDF downloads, restaurant bookings etc.). Software that can be downloaded from the internet and used for free for a trial period should only be counted as a purchase when the product is finally paid for. 
Goods purchased for work-related purposes are also excluded. The submission of electricity or water meter readings is not included here, even if these utilities are paid for electronically.
Y03. Here, buying or ordering goods means buying physical goods, i.e. any types of goods except services or digital products delivered or used via the internet.
Sports goods (excluding sports clothing) – Very specific clothes and shoes (e.g. ski boots) should also be included in this category.
Children’s toys or childcare items – Do not include medicine, food or clothing for children.
Music as CDs, vinyls etc. – This includes music bought on a physical support only. Do not include music purchased in a digital form (e.g. via Spotify).
Films or series as DVDs, Blu-ray etc. – This includes content bought on a physical support only. Do not include films/series purchased in a digital form (e.g. via Netflix).
Printed books, magazines or newspapers – This includes purchases of books, magazines or newspapers on a physical support only. Included are both purchases of individual magazine or newspaper issues and subscription to magazines or newspapers which are regularly delivered into the respondent’s mailbox. Do not include online publications or e-books.
Computers, tablets, mobile phones or accessories – This also includes smaller accessories such as power cables, phone cases or headphones. Accessories also include spare parts, e.g. motherboards or random access memory (RAM) for computers.
Medicine, wellness products, dietary supplements such as vitamins – This item encompasses medicine and dietary supplements such as vitamins, proteins and other supplements for workout. This category does not include e-cigarettes.
Deliveries from restaurants, fast-food chains etc. – This includes meals ordered online from a restaurant (it does not matter whether delivered to the customer or picked up by the customer from a restaurant as take-away). This includes ordering directly from the restaurant as well as orders placed via an app (e.g. Wolt or Bolt Food). Do not take into account products bought from a private person.
Food or beverages from stores or from other providers – This encompasses purchases of food and beverages made online both from online and offline stores. It does not matter whether the products were delivered to your home or picked up by you at any other location (e.g. at the store, from a pick-up locker). Meal kit providers should also be included in this category. These are enterprises who provide pre-portioned or partially prepared ingredients and recipes for the preparation of meals at home (e.g. Smartfood). Food for pets is also included. Do not take into account products bought from a private person.
Cosmetics, beauty products – Do not include products bought from a private person.
Cleaning products or personal hygiene products – This includes all cleaning and personal hygiene products, e.g. toothbrushes, handkerchiefs, washing detergents, cleaning cloths, shampoos etc. Do not take into account products bought from a private person.
Other – This includes all other physical goods not mentioned previously, such as tobacco products, e-cigarettes, Amazon coupons, office supplies, craft supplies etc.
Y05B. European Union Member States (besides Estonia): Austria, Belgium, Bulgaria, Croatia, Cyprus, Czech Republic, Denmark, Finland, France, Germany, Greece, Hungary, Ireland, Italy, Latvia, Lithuania, Luxembourg, Malta, Netherlands, Poland, Portugal, Romania, Slovakia, Slovenia, Spain, Sweden. Multi-national enterprises should be treated as national sellers (‘Sellers from Estonia’) when they are registered as an enterprise in Estonia.
‘Sellers from the rest of the world (incl. United Kingdom)’ include, for example, sellers from AliExpress, Wish, Joom or other Chinese, American or Russian online marketplaces. If you do not know where the seller of the goods is based, choose the answer ‘Country of origin of sellers is not known’. 
Y16. Here, take into account the goods indicated under question Y03. 
Y17. Take into account content that could be downloaded or accessed directly from the website. Renewals of subscriptions are also in the scope of this question. Digitally delivered products can later be stored on physical media or printed but these are originally delivered over the internet in digitised form (for example, as a PDF file). 
Music as a streaming service or downloads – This refers to the purchases of music in a digital form (e.g. Amazon Prime Music). Some online music providers offer both free-of-charge and payable services (e.g. Spotify, YouTube, Google Play Music, Apple Music). Those subscriptions should only be taken into account if the service has been obtained against a payment during the reference period (e.g. Spotify Premium, YouTube Premium etc.). Purchases of music in the form of CDs or vinyl are not included.
Films or series as a streaming service or downloads – This item covers the purchases of films or series or sports programmes in a digital form. This also includes online film rentals. Some online providers offer both free-of-charge and payable services (e.g. by offering the first month of services free of charge). Those subscriptions should only be taken into account if the service has been obtained against a payment during the reference period (e.g. Netflix, HBO, GO, GO3 etc.). Purchases of films or series in the form of DVDs or Blu-ray are not included.
E-books, online magazines or online newspapers – This includes digital magazines and newspapers and e-books readable via computers, tablets, smart phones or e-book readers; and also audio books. This includes reading online newspapers or magazines on one occasion as well as subscriptions to these (e.g. delfi.ee). Subscriptions which include both a paper copy and online version of a publication should be taken into account under this question and also under question Y03. 
Games online or as downloads for smart phones, computers or consoles – This includes games in the form of downloads as well as in the form of streaming/online playing. This covers the purchases of games for smart phones, tablets, computers and game consoles. 
Software as downloads, including upgrades – This item covers downloads of all kinds of computer software, as well as paid upgrades for smart phones, tablets or other devices.
Apps related to health or fitness (excluding free apps) – In-app purchases (e.g. upgrades etc.) should also be included. 
Y18. Renewals of subscriptions are also in the scope.
Tickets to cultural or other events – This includes tickets to museums.
Household services – These could be purchased from enterprises providing household services, via online platforms or from private persons. 
Y20. From a transport enterprise – This includes all types of transport services bought online (bus, tram, ferry, airplane, taxi etc.). Also take into account the use of services such as Bolt, Uber or Yandex. Short-term rentals of cars, bikes and scooters are also in the scope.
From a private person – This covers transport services within the so-called collaborative economy. It encompasses only those services which were provided (against a payment) by a private person to another private person. This includes using such a service provided by a person found via a dedicated group on a social media platform. The most important thing is that the service must have been paid for.
Y21. From an enterprise – This includes holiday accommodation bought via a travel agency and short-term accommodation rented for other purposes (not for holidays). 
From a private person – This also covers accommodation rentals within the so-called collaborative economy. It encompasses only those services which were provided (against a payment) by a private person to another private person. Most of the time, that type of services are being made possible via digital platforms or apps created for that purpose and acting as intermediaries, bringing together individuals who have accommodation rentals with individuals who would like to rent accommodation. 
Y22. Take into account any other services not previously mentioned. For example, purchases of e-learning materials, workout plans ordered via the internet, various beauty treatments (e.g. hairdresser, manicure etc.), admittance to a fitness club (incl. group classes), a swimming pool or a zoo, photography services, translation services, online betting, lottery, etc. 
Y11B. Buy insurance policies, including travel insurance – This also includes the renewing of existing insurance policies. Take into account any type of insurance (life insurance, motor vehicle liability insurance etc.), including insurance offered as an addition to a main service purchased (e.g. baggage insurance offered with a plane ticket). Services combining characteristics of an insurance and an investment activity are not included here; such services should be included under the category ’Buy or sell shares, bonds, units in funds or other financial assets’.
Take a loan or arrange credit from banks or other financial providers – Loans from private persons are excluded from the scope of this category. Only services provided by banks or other financial service providers are included, as well as websites and platforms recognised by banks or financial service providers. 
Buy or sell shares, bonds, units in funds or other financial assets – Here, 'funds’ refer to investment or retirement funds. 
[bookmark: _Toc94518425][bookmark: _Toc118290158]SECTION Z. Digital skills
[bookmark: _Hlk94011262]Z20. Improving digital skills – This means both improving existing and learning new skills. Answer ‘Yes’ if you feel that you need to improve your digital skills in order to do your job well or to get a new, desired job.
Z21–Z22. Improving digital skills – This means both improving existing and learning new skills. Here, mark any skills which are currently not at a level sufficient for doing your job well or finding a desired job. Job performance could be impacted by the total lack of some skill, for example, when the nature of the job has changed and requires a new skill that the respondent does not have, etc. Do not consider skills that could be categorised as ‘might be useful somehow’. Only indicate the skills that would definitely help you.
Z22. Using contemporary project management techniques – This refers to knowledge about contemporary project management techniques, principles and possibilities (mainly originating from the field of IT) and the ability to apply them successfully.
Knowing the possibilities of artificial intelligence or machine learning and how to apply them – This refers to having deeper knowledge of these possibilities than just knowing that these possibilities exist. Knowing the possibilities means having an understanding of what can be achieved or accomplished by using machine learning and having the ability to understand when machine learning should be used to solve a problem; it does not necessarily mean having the skills to do the required programming.
Knowing the possibilities of the internet of things (IoT) and how to apply them – This refers to having deeper knowledge of these possibilities than just knowing that the internet of things exists. It means having an understanding of what the internet of things is, what its possibilities and limitations are, and how IoT solutions are designed (general concept), but it does not necessarily mean having the skills to engineer these solutions.
Knowing the possibilities of augmented and virtual reality and how to apply them – This refers to having deeper knowledge of these possibilities than just knowing that such possibilities exist. It means having an understanding of the possibilities (and current limitations) and various applications of augmented and virtual reality and having the ability to understand when augmented and virtual reality should be used to solve a problem or develop an application, but it does not necessarily mean having the skills to engineer these solutions.
[bookmark: _Toc94518426][bookmark: _Toc118290159]SECTION ZZ. Internet security
[bookmark: _Toc477266526]ZZ08. Only activities that you have carried out yourself for security or privacy should be considered. Activities carried out by another household member should be excluded.
Setting stronger passwords or using different passwords – This includes using environments for managing or storing passwords (e.g. LastPass, KeePass, OnePassword), and using different password combinations to sign in on different websites/apps, e.g. Facebook or e-mail account. Minimum requirements refer to instances where the same password is used for logging into all websites and apps used; the passwords have not been changed for at least a year; all the passwords used are short, with the minimum length required.
Verifying links and attachments before opening in e-mails and messages from unexpected or unknown senders – This applies to e-mails and conversations (e.g. on Facebook, Skype, WhatsApp and other online messaging apps) where you did not request any information and the interaction was initiated by the other party (for example, receiving an unexpected letter from an organisation asking you to open the attached invoice; receiving a message on a social network from a contact with whom you have not had any interaction for a while etc.). ‘Verifying’ means confirming that the link or attachment comes from a person or institution that you know, and that the link or attachment is safe. ‘Verifying’ could mean asking for confirmation from the sender, looking for information about the sender, reviewing the attachment or link before opening etc.
Avoiding using the internet on an untrusted computer or smart device – It means that you only use computers or smart devices belonging to you or someone you know. Computers include desktop computers and laptops. Smart devices include smart phones, tablets, smart watches. Do not include home appliances connected to the internet, e.g. a game console, smart TV, robotic vacuum cleaner, fridge, thermostat etc.
Changing the security settings of the browser / social network / apps – The browser’s security settings can be changed under Settings in the browser menu. This includes, for example, managing permissions for apps to access your browsing data, blocking cookies, or allowing the automatic clearing of browsing history after a fixed interval etc. In the case of social networks, this means, for example, limiting who can see your posts (e.g. only people on your friends list). In the case of apps, changing the security settings includes, for example, managing access permissions for other apps.
Conducting a thorough background check online on the enterprise / service provider before using or purchasing its new device/app/service – This includes, for example, using the name of the enterprise / service provider for a search on Google or another search engine; reading reviews; reading forums to study other users’ experience – in order to ensure the reliability of the enterprise / service provider.
ZZ09. Actively monitoring other internet use outside of social networks – This includes monitoring any online activities, excluding activities on social networks. Monitoring activities on social networks is classified under the first answer option. If the child’s activities are monitored only in eKool, do not take this into account here.
Limiting the time during which the child can use the internet – Take into account limiting the period of internet use based on an oral agreement or with the help of special programs or apps that restrict access to the internet and programs and apps after reaching a set time limit.
The child is not allowed to use computers or smart devices – Computers include desktop computers and laptops. Smart devices include smart phones, tablets, smart watches. Do not include home appliances connected to the internet, e.g. a game console, smart TV, robotic vacuum cleaner, fridge, thermostat etc.
Not applicable to my household – There are no children aged under 16 in the household, or they are still infants.
ZZ10–ZZ14. Perceived security risks – The person perceives or believes that use of the service involves excessive risk due to the settings of the e-service, lack of network security or another technical aspect. For example:
– that the data or input provided by the person will not (fully) reach the destination or will be modified in the process;
– that the data or input provided by the person will not be stored securely enough and can be accessed by unauthorised third parties;
– that the data or input provided by the person may be subject to unauthorised use or misuse by the service provider or a party (parties) involved in the provision of the service (e.g. internet service providers).
Refraining from using e-services – The respondent has refrained from using a service if he/she has, due to security risk(s), decided not to use an e-service that he/she had wanted or needed to use. Refraining from using an e-service can also mean that the respondent decides not to use an e-service due to security risks (not for reasons of convenience) and chooses an alternative way of using this service (e.g. makes contact with public authorities by phone not via the website; chooses an in-person appointment instead of applying for documents online).
ZZ10. E-services of public authorities – Services provided by state or local government authorities that can be requested or used on the authority’s website or in a self-service portal; for example, submitting applications for an ID-card or passport, registering a place of residence in the e-population register, using digilugu.ee, e-elections etc.
E-services of the private sector – Services provided by enterprises, incl. banks, stores, shopping platforms and service providers, which can be purchased via a website or app. This includes all internet banking services, online ordering of food, e-insurance, e-sale of tickets, e-service of Eesti Energia, Telia self-service, e‑commerce etc. E-services of the private sector include the use of social media (Facebook, Twitter, Instagram etc.).
ZZ11. Should be answered if you have refrained from using at least one e-service.
E-services of the local municipality – applying for social benefits or requesting permits and approvals via the website or e-portal of the local municipality; applying for a service (e.g. services related to education) on the website of a department or unit of the local municipality.
E-elections – i-voting or registering as a candidate online. 
E-service of the Population Register – registering a place of residence, a new name, birth of a child; requesting certificates of vital events etc.
ZZ13. Should be answered if you have refrained from using at least one e-service. For example, when you trust an e-service when buying theatre tickets but refrain from using taxi or food delivery apps due to security risks.
ZZ1302. Online purchases/orders of goods and services – This refers to e-services provided by the private sector, excluding e-banking and social media. This includes any e-commerce, including purchasing tickets to cultural events or transport tickets, booking an hairdressing appointment online, using food delivery or taxi apps, using the e-service of Eesti Energia or Telia self-service, etc. 
[bookmark: _Toc34317986][bookmark: _Toc94518427][bookmark: _Toc477266527][bookmark: _Toc118290160]SECTION D. Internet of things
D01. Internet-connected thermostat, utility meter, lights, plug-ins or other internet-connected solutions for monitoring energy use or for energy efficiency at home – Consider both local and remote devices and systems. This includes internet-connected solar panels, watering systems etc. This also includes smart home solutions (e.g. for windows or blinds) for optimising energy use. 
Internet-connected home alarm system, smoke detector, security cameras, smart door locks or other internet-connected security/safety solutions for your home – Consider both local and remote devices and systems used for the security of your home. 
Internet-connected home appliances that can be controlled remotely, such as robotic lawnmowers, robot vacuums, fridges, ovens, coffee machines etc. – This includes any small and large internet-connected home appliances, including lawn and garden equipment.
A voice-controlled virtual assistant, such as Google Assistant, Alexa, Siri, Cortana, Bixby etc. – Virtual assistants are devices that can perform tasks in response to voice commands. Also, virtual assistants can be asked questions and used to control smart home solutions. This includes standalone devices as well as built-in virtual assistants, for example, in a smart phone or another device. Using a virtual assistant in a personal vehicle is also included. 
D02. Concerns about the privacy and protection of data about me generated by those devices – This refers to problems related to data protection and data privacy.
Concerns about security (e.g. that the device or system will be hacked) – This refers to concerns about security problems due to a device being hacked. These problems do not cause any physical damage to a person or device.
Concerns about safety or health (e.g. that the use of the device could lead to an accident, injury or health problem) – A hacked or faulty (defective software, internet outage) device may cause physical damage to a person or another device; for example, a hacked car could hit a wall, a lawnmower could ride over a flower bed etc. An internet-connected device could be hazardous to health (e.g. electromagnetic fields) and cause health problems.
D03. Smart TV – In addition to smart TVs, this also includes TVs that can be connected to the internet via a device (e.g. Chromecast).
D04. Do not take into account smart phones or laptops or tablets if these are not connected to another device worn on the hand, head, body or elsewhere. 
A smart watch, a fitness tracker, wireless earphones, smart glasses, a GPS tracker, internet-connected jewellery, clothes or shoes – A smart watch is a wearable computer resembling a wristwatch. It usually has a touchscreen and is connected to a smart phone via an app. 
Smart glasses or wireless earphones – devices with virtual reality (VR) and augmented reality (AR) functionality. Augmented reality combines the real world with virtual layers (Google Glass). This category also includes wireless earphones, e.g. Apple Air Pods and Galaxy Buds. 
GPS tracker – This refers to small devices used for the GPS positioning of someone or something, e.g. children, elderly relatives, pets, backpacks or other important items. 
Internet-connected jewellery, clothes or shoes – Internet-connected jewellery are, for example, bracelets or rings that have similar functions as smart watches (e.g. Oura Ring).
Internet-connected devices for monitoring blood pressure, blood sugar levels, body weight (e.g. smart scales) or other internet-connected devices for health and medical care – Take into account any internet-connected devices that concern health. Such devices are usually connected to a smart phone via an app, and the user can send data from the app to a doctor. This category also includes robots with artificial intelligence (AI) that assist elderly people or children with disabilities. Electric toothbrushes are excluded. 
A car with built-in WiFi connection – This means using a car with WiFi connection for personal purposes. A car can be considered connected if its built-in system makes it possible to use one of the following functions: 
· traffic and driving information (e.g. traffic updates, help with finding a parking space, optimised fuel consumption);
· commercial information (buying products and services while driving);
· vehicle information and safety (e.g. vehicle condition, maintenance reminders, transfer of usage data);
· entertainment (e.g. smart phone interface, WLAN hotspot, music, videos, internet, social media);
· driver assistance (partially or fully automated driving);
· driver well-being (fatigue detection system, automatic adjustment to surroundings, medical assistance etc.).
If these functions are used on a smart phone via Bluetooth or directly on a smart phone, such use should not be taken into account here.
Toys connected to the internet, such as robot toys (including educational) or dolls – Do not take into account internet-connected drones or tablets intended for children; only consider interactive dolls and robots.
[bookmark: _Toc94518428][bookmark: _Toc118290161]SECTION F. Replacement of digital devices
F011–F013. The same device may be used by multiple members of the household. Only consider devices that the respondent considers his/her responsibility and that most recently became surplus to requirements.
It was sold or given away – Sold to another private individual, incl. via a website (osta.ee, Facebook Marketplace, eBay etc.), or to an enterprise (retailer) through a take-back scheme offered by the manufacturer whereby the client receives a discount on a new device.
[bookmark: _Toc94518429][bookmark: _Toc118290162]SECTION YF. Background information
YF1, YF10, YF23, YF24: See “General Manual of Social Surveys (2022)”.
YF8, YF9: See “General Manual of Social Surveys (2022)”.
Y: See “General Manual of Social Surveys (2022)”.
YD18, YD19: See “General Manual of Social Surveys (2022)”.
YG3A, YG3B: See “General Manual of Social Surveys (2022)”.
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