Additional questions introduced in the national questionnaire 2022:
Z20	Would improving your digital skills help you to better perform your current job duties or to find a new job if necessary?
1	Yes
2	No
305	Don’t know

Z21	Which of the following digital skills would you need to improve in order to do your job better or to find a new job, if necessary?
Z2101	Using office software (e.g. MS Excel, PowerPoint, Word, email applications and calendars, etc.)
Z2102	Using digital communication tools for professional communication (e.g. Messenger, Zoom, Skype, MS Teams, Discord, WhatsApp)
Z2103	Searching for information online (e.g. finding information, assessing the validity and relevance of sources)
Z2104	Applying good cybersecurity practices, incl. knowing how to protect privacy (e.g. recognising malicious websites, applications or scams; safe data sharing and storage, protection of personal information)
Z2105	Using cloud computing services (e.g. Google Drive, Dropbox, Azure, OneDrive)
Z2106	Using digital technologies in an eco-friendly manner (limiting digital waste, e.g. by managing your inbox, giving away used equipment for reuse)
Z2107	None of the above

Z22	Which of the following specialist (advanced) digital skills would you need to improve in order to do your job better or to find a new job, if necessary?
Z2201	Using contemporary project management techniques (Kanban, Scrum)
Z2202	Creating social media content (e.g. posting regularly, doing giveaways etc.) and analysing statistics of social media channels (e.g. Google Analytics)
Z2203	Data processing, analysis and visualisation (e.g. R, Python, Tableau, Microsoft BI, Excel)
Z2204	Analysis of big data, data mining
Z2205	User-centred design of e-services (UX, UI)
Z2206	Computer programming (e.g. HTML, CSS, JavaScript (jQuery), Java, Python)
Z2207	Using and setting up robotic technology
Z2208	Knowing the possibilities of artificial intelligence or machine learning and how to apply them
Z2209	Knowing the possibilities of the internet of things (IoT) and how to apply them
Z2210	Knowing the possibilities of blockchain technology and how the apply them
Z2211	Knowing the possibilities of augmented and virtual reality and how to apply them
Z2212	Other
Z2213	None of the above

ZZ08	Which of the following have you carried out to ensure security or privacy on the internet or in an app for private purposes? 
ZZ0801	Setting stronger passwords or using different passwords (e.g. using passwords that are longer and more complex than the minimum requirements, regularly changing passwords etc.)
ZZ0802	 Verifying links and attachments before opening in e-mails and messages from unexpected or unknown senders
ZZ0803	 Avoiding using the internet on an untrusted computer or smart device
ZZ0804	 Changing the security settings of the browser / social network / apps
ZZ0805 Using security programs or apps (e.g. anti-virus or anti-spyware software, firewall)
ZZ0806	 Conducting a thorough background check online on the enterprise / service provider before using or purchasing its new device/app/service (e.g. online shop, taxi app)
ZZ0807	 I have not carried out any of these activities

ZZ09	Considering behaviour in cyberspace, which activities have adult members of your household carried out in order to protect children aged under 16 against potential dangers?
ZZ0901	Actively monitoring use of social networks (e.g. content posted by the child, friend list on websites such as Facebook, Instagram, Vkontakte)
ZZ0902	Actively monitoring other internet use outside of social networks (e.g. videos watched on YouTube; games played; visited forums and news sites; checking browsing history)
ZZ0903	Content restrictions set by adults on devices used by the child (e.g. using a parental control app, modifying security settings, only allowing certain websites or apps)
ZZ0904	Limiting the time during which the child can use the internet
ZZ0905	Discussing the threats in cyberspace with the child; sharing relevant best practices
ZZ0906	Would like to do this but don’t know how (e.g. due to lack of knowledge)
ZZ0907	No activities carried out
ZZ0908	The child is not allowed to use computers or smart devices
ZZ0909	Not applicable to my household

ZZ10 In the last 12 months, have you refrained from using an e-service online due to security risks?
ZZ1001	Yes, I have refrained from using an e-service of public authorities. 
ZZ1002	Yes, I have refrained from using an e-service of the private sector. 
ZZ1003	Have not refrained

ZZ11	Which e-services of public authorities have you refrained from using due to security risks?
ZZ1101	An e-service related to health care (e.g. digilugu.ee, digiretsept.ee, making a doctor’s appointment, requesting health and/or vaccination certificates)
ZZ1102	An e-service related to education (EHIS, eKool, Studium, Moodle etc.)
ZZ1103	An e-service of the local municipality
ZZ1104	An e-service of the Centre of Registers and Information Systems (e.g. business register, land register, immovables portal, criminal records database, e-File etc.)
ZZ1105	E-service of the Estonian Police and Border Guard Board (e.g. for requesting ID or other documents)
ZZ1106	E-service of the Estonian Unemployment Insurance Fund
ZZ1107	E-elections 
ZZ1108	E-service of the Population Register (e.g. registering a new place of residence etc.)
ZZ1109	Other
ZZ1109A	Please specify.

ZZ12	Please indicate which security considerations and risks have caused you to refrain from using the e-services of public authorities listed in the previous question. 
There may be several reasons.

ZZ13	Which e-services of the private sector have you refrained from using due to security risks?
ZZ1301	An e-service related to banking (e.g. online banking, requesting a loan or lease, investments, savings account)
ZZ1302	Online purchases/orders of goods and services (e.g. buying tickets to cultural events online, using taxi apps etc.)
ZZ1303	Use of social media (e.g. Facebook, Instagram, Twitter etc.)
ZZ1304	Other
ZZ1304A	Please specify.

ZZ14	Please indicate which security considerations and risks have caused you to refrain from using the e-services of the private sector listed in the previous question. 
There may be several reasons.
