
 

 

NOTIFICATION FORM FOR ELECTRONIC IDENTITY SCHEME UNDER ARTICLE 9(5) OF REGULATION 

(EU) No 910/2014  

 

Slovak Republic hereby notifies the European Commission of an electronic identification scheme to 

be published in the list referred to in Article 9(3) of Regulation (EU) No 910/2014 and confirms the 

following:  

— the information communicated in this notification is consistent with the information which has 

been communicated to the Cooperation Network in accordance with Article 7(g) of Regulation (EU) 

No 910/2014, and  

— the electronic identification scheme can be used to access at least one service provided by a public 

sector body in Slovak Republic.  

15 April 2019 

[signed electronically]  

  



 

1. General information  

Title of scheme (if any) Level(s) of assurance (low, substantial or high) 

National identity scheme of the Slovak Republic 
(hereinafter “SK eID scheme” 

High 

 

 

2. Authority(ies) responsible for the scheme  

Name(s) of 
authority(ies) 

Postal address(es) E-mail address(es) Telephone No 

Office of the Deputy 
Prime Minister of the 
Slovak Republic for 
Investments and 
Informatization 

Štefánikova 15 
811 05 Bratislava 

eidas@vicepremier.gov.sk +421 2 2092 8177 

 

3. Information on relevant parties, entities and bodies (where there are multiple parties, entities or 

bodies, please list them all, in accordance with Article 3(2) and (3)  

3.1. Entity which manages the registration process of the unique person identification data 

Ministry of Interior 

Police Force of the Slovak Republic 

3.2. Party issuing the electronic identification means  

Name of the party issuing the electronic identity means and indication of whether the party is 

referred to in Article 7(a)(i), (ii) or (iii) of Regulation (EU) No 910/2014 Article 7(a)(i) Article 7(a)(ii) 

Article 7(a)(iii)  

Police Force of the Slovak Republic 

3.3. Party operating the authentication procedure  

Ministry of Interior 

3.4. Supervisory body  

There is no specific body designated to supervise the operation of the authentication procedure. 

These operations are supervised in the wider frame of relationship and control mechanisms of the 

public administration.   

 



 

 

4. Description of the electronic identification scheme  

(a)Briefly describe the scheme including the context within which it operates and its scope  

The Slovak eID scheme is an authentication scheme for natural persons. The scheme is composed of 

the following elements: 

 eID cards issued by the Slovak Republic. There are two types of the cards – electronic 

citizen card issued to the Slovak citizens of age above 15 and electronic residence card 

issued to foreign nationals possessing residence in Slovak Republic. 

 eID authentication server 

 Identity and Access Management module 

 eIDAS node 

Detailed description of the scheme is in the document Slovak eID Whitepaper. 

(b)Where applicable, list the additional attributes which may be provided for natural persons under 

the scheme if requested by a relying party  

 Surname at birth 

 Place of birth 

 Current address 

 Gender 

In the future, Slovak eID scheme can provide information on the citizenship of the holder. 

(c)Where applicable, list the additional attributes which may be provided for legal persons under the 

scheme if requested by a relying party  

Not applicable. 

4.1. Applicable supervisory, liability and management regime  

4.1.1. Applicable supervisory regime  

(a)supervisory regime applicable to the party issuing the electronic identification means  

The respective regimes of the issuance and management of Slovak citizen card and Slovak residence 

card are established by the Act on Citizen Card 224/2006 Col. and Act on Residence 404/2011 Col. All 

entities involved in the process act on basis of this legal framework. Both types of means are issued 

by the Slovak Police Force, central management of the data and operation of the authentication 

services is carried out by the Ministry of Interior.  

 



 

 

(b)supervisory regime applicable to the party operating the authentication procedure  

The roles of the parties involved in the operation of the authentication procedure are defined by the 

Act on eGovernment 305/2013 Col. It defines Ministry of Interior as the owner and the administrator 

of the national authentication infrastructure. 

 

4.1.2. Applicable liability regime  

Describe briefly the applicable national liability regime for the following scenarios:  

(a)liability of the Member State under Article 11(1) of Regulation (EU) No 910/2014 5.11.2015 L 

289/22 Official Journal of the European Union EN  

Slovak Republic is liable for the Slovak eID scheme as stipulated by the eIDAS Regulation. 

(b)liability of the party issuing the electronic identification means under Article 11(2) of Regulation 

(EU) No 910/2014  

Police Force of the Slovak Republic as the party issuing the electronic identification means is liable 

according to the respective national legislation.   

(c)liability of the party operating the authentication procedure under Article 11(3) of Regulation (EU) 

No 910/2014  

Ministry of Interior as the party operating the authentication procedure is liable according to the 

respective national legislation.   

4.1.3. Applicable management arrangements  

Describe the arrangements for suspending or revoking of either the entire identification scheme or 

authentication, or their compromised parts  

Most frequent type of incidents relates to stolen or lost eID cards. These cards are immediately 

revoked, without possibility of reactivation. In case of other types of incidents, the authority 

operating the authentication procedure is in full power to adopt appropriate measures. 

For more information, please see documents SK_eID_LoA_Mapping and SK_eID_Whitepaper. 

 

 

 



 

4.2. Description of the scheme components  

4.2.1. Enrolment  

(a)Application and registration  

For description of the application and registration arrangements please see the chapter 2.1.1 of the 

document SK_eID_LoA_Mapping. 

(b)Identity proofing and verification (natural person)  

For description of the proofing and verification arrangements please see the chapter 2.1.2 of the 

document SK_eID_LoA_Mapping. 

(c)Identity proofing and verification (legal person)  

Not applicable 

(d)Binding between the electronic identification means of natural and legal persons  

Not applicable 

4.2.2. Electronic identification means management  

(a)Electronic identification means characteristics and design (including, where appropriate, 

information on security certification)  

For description of the electronic identification means characteristics and design please see the 

chapter 2.2.1 of the document SK_eID_LoA_Mapping, as well as the document SK_eID_Whitepaper. 

(b)Issuance, delivery and activation  

For description of issuance, delivery and activation arrangements please see the chapter 2.2.2 of the 

document SK_eID_LoA_Mapping, as well as the document SK_eID_Whitepaper. 

(c)Suspension, revocation and reactivation  

For description of the suspension, revocation and reactivation arrangements please see the chapter 

2.2.3 of the document SK_eID_LoA_Mapping, as well as the document SK_eID_Whitepaper. 

(d)Renewal and replacement  

For description of the renewal and replacement arrangements please see the chapter 2.2.4 of the 

document SK_eID_LoA_Mapping, as well as the document SK_eID_Whitepaper. 

 

 



 

4.2.3. Authentication  

Describe the authentication mechanism including terms of access to authentication by relying parties 

other than public sector bodies  

For description of the authentication mechanism please see the chapter 2.3.1 of the document 

SK_eID_LoA_Mapping, as well as the document SK_eID_Whitepaper. 

4.2.4. Management and organisation  

Describe the management and organisation of the following aspects:  

(a) General provisions on management and organisation  

For description of the general provisions on management and organisation please see the chapter 

2.4.1 of the document SK_eID_LoA_Mapping. 

(b) Published notices and user information  

For description of the published notices and user information please see the chapter 2.4.2 of the 

document SK_eID_LoA_Mapping. 

(c) Information security management  

For description of the information security management measures please see the chapter 2.4.3 of 

the document SK_eID_LoA_Mapping. 

(d) Record keeping  

For description of the record keeping mechanisms please see the chapter 2.4.4 of the document 

SK_eID_LoA_Mapping. 

(e) Facilities and staff  

For description of the relevant facilities and staff policies please see the chapter 2.4.5 of the 

document SK_eID_LoA_Mapping. 

(f) Technical controls  

For description of the technical controls please see the chapter 2.4.6 of the document 

SK_eID_LoA_Mapping. 

 (g) Compliance and audit  

For description of the compliance and audit mechanisms please see the chapter 2.4.7 of the 

document SK_eID_LoA_Mapping. 

 



 

4.3. Interoperability requirements  

Describe how the interoperability and minimum technical and operational security requirements 

under Commission Implementing Regulation (EU) 2015/1501 (1) are met. List and attach any 

document that may give further information on compliance, such as the opinion of the Cooperation 

Network, external audits, etc.  

For detailed information on the compliance with the Commission Implementing Regulation (EU) 

2015/1501 please see the document SK_eID_IF_Mapping. 

4.4. Supporting documents  

List here all supporting documentation submitted and state to which of the elements above they 

relate. Include any domestic legislation which relates to the electronic identification provision 

relevant to this notification. Submit an English version or English translation whenever available.  

For the list of the supporting documents please see the document SK_eID_SupportingDocuments. 

 

                                                             
1
 Commission Implementing Regulation (EU) 2015/1501 of 8 September 2015 on the interoperability framework pursuant to 

Article 12(8) of Regulation (EU) No 910/2014 of the European Parliament and of the Council on electronic identification and trust 
services for electronic transactions in the internal market (OJ L 235, 9.9.2015, p. 1). 


