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Prague, 25th September 2019  

Dear Mr. President, 

 

 

I would like to inform you about the opinion of the Committee for European Affairs of 

the Chamber of Deputies of the Parliament of the Czech Republic 

  

 on the Recommendation from the Commission from 26. 3. 2019 – Cyber Security of the 

5G Network /Council Code 8068/19, C(2019)2335 final/. 

 

 The respective document was included in the agenda of the 34th session of the 

Committee for European Affairs and was scrutinized on 18th September 2019. According to the 

Rules of Procedure of the Chamber of Deputies the Representative of the National Cyber and 

Information Security Agency was present at the Session to introduce the preliminary 

Government’s Framework Position.  

After the hearing of the rapporteur’s review and after the discussion the Committee has 

adopted the resolution No. 253 in the context of the Political Dialogue which is enclosed to 

this letter. 

  

 Yours sincerely  

 

 

Enclosure 

 

 

Mr. Jean-Claude Juncker 

President of the European Commission 

B r u s s e l s 
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PARLIAMENT OF THE CZECH REPUBLIC 

Chamber of Deputies  

Committee for European Affairs 

 

Resolution No. 253 

34th Session on 18 September 2019 

 

the Recommendation from the Commission from 26. 3. 2019 – Cyber Security of the 5G 

Network /Council Code 8068/19, C(2019)2335 final/ 

 

Conclusions of the Resolution: 

 

Committee for European Affairs  
 

 

1. welcomes the Recommendation from the Commission (EU) 2019/534 from 26 March 2019 

– Cyber Security of the 5G Network and agrees with the Government's Framework 

Position; 

2.  emphasises that if a supplier or subcontractor of technologies for 5G Network comes from 

a country that is not a participant of the international data protection agreements or has in 

its legal order a supplier's obligation to cooperate with intelligence organisations or other 

components of the State origin, there may be a risk of cyber security; 

3. reminds the repeated warnings of the Security Information Service on the spying activities 

of the People's Republic of China on the territory of the Czech Republic and the warning 

of the National Cyber and Information Security Agency against using software and 

hardware of  Huawei Technologies Co., Ltd., and ZTE Corporation; 

4. emphasizes the need to use open hardware from a certified regional producer within the 

information infrastructures of EU Member States to gain greater control, thereby enhancing 

security, and supports the financing of its development from common EU funds; 

5. recommends considering publishing a risk analysis of 5G Network in the form of the 

United Kingdom or Finland;  
6. authorizes the Chairman of the Committee on European Affairs to forward this resolution 

to the President of the European Commission in the framework of the Political Dialogue. 
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