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Dear Readers,

The European Convention on Extradition was opened for signature in 1957 and came into force in 1960. It laid the foundation for cooperation in criminal matters between Council of Europe Member States. Since then, many international treaties drafted under the auspices of the Council of Europe, the European Union, the United Nations, and other international bodies have been developed.

The question everybody is now asking is: After 60 years of effort and work to strengthen relations between the states, has international cooperation in criminal matters produced meaningful results? An initial look at the long tradition of cooperation in criminal matters shows that there are still shortcomings in international cooperation in spite of all the efforts that have been made. Illegal activities involving transnational organised crime continue to proliferate, spread, and take advantage of the loopholes that remain at the international level. Moreover, both the opening of borders and technological advances have led to new types of crime, which are more lucrative than ever.

Some of the activities concerned have been addressed through Council of Europe instruments. Examples include the Conventions on Cybercrime, Trafficking in Human Beings and, more recently, Counterfeiting of Medical Products and Trafficking in Human Organs. However, criminal ingenuity knows no bounds, and trafficking in migrants and in cultural property are some of the new methods being employed by these networks to fund their illegal activities.

Clearly, effective cooperation to combat such crime requires both a proper legal framework and also, above all, its effective implementation. An entire range of legal instruments exists, covering aspects of procedural and substantial criminal law. The question is whether to draw up new legal instruments or focus instead on improving those that already exist. This issue is raised in the Council of Europe’s White Paper on Transnational Organised Crime, and the intensification of international cooperation in criminal matters will be one of the key aspects of the subsequent action plan.

While the existing conventions are effective, we must not hide the problems that states encounter when implementing and applying them. Drafting new legal instruments would neither resolve the difficulties encountered nor produce better outcomes. On the contrary, it would further complicate the understanding of the various texts and produce the opposite effect. It is absolutely essential that all players involved in international cooperation in criminal matters strengthen the implementation of the existing instruments, as practical obstacles also exist. The most frequent ones are delays in execution, overstretched national systems, and lack of knowledge of the other party’s procedures and/or language.

The Council of Europe is currently working actively to improve cooperation in criminal matters, in particular by improving specific existing conventions (cf. the Convention on the Transfer of Sentenced Persons) while also seeking to develop good practices to guide professionals (for instance, the drafting of relevant guidelines). It is also vital to rationalise procedures: We are working on an “e-transfer” project providing for a computerised system enabling rapid exchanges of information and requests for transfers of sentenced persons in order to help states speed up and facilitate procedures.

As we approach 2020, it is unacceptable that criminal networks can carry on operating unheeded and make such profits despite the very powerful range of legal instruments available. International cooperation in criminal matters must no longer just be a goal but must be seen as a necessity to be put into practice as effectively and quickly as possible. The international community already has effective tools at its disposal. They must now be put into effect. Otherwise, the many legal instruments will remain empty promises, and criminals will keep on expanding their operations to the detriment of our shared values.
Foundations

Enlargement of the European Union

EU-Turkey Association Council and Progress for Bosnia and Herzegovina

On 18 May 2015, the EU-Turkey Association Council held its 53rd meeting. With illegal migration as the key topic, the EU reiterated its commitment to strengthening cooperation with Turkey on preventing illegal migration flows. With regard to the dramatic increase in irregular sea crossings, the EU encouraged Turkey to develop a genuine cooperation with Greek and Italian authorities with a view to preventing illegal migratory flows in the Aegean Sea and the Mediterranean and to fighting against the smuggling of migrants and trafficking in human beings.

The ongoing reforms in Turkey are welcomed, but the EU highlighted, as areas of concern, the undue interference by the executive in the judiciary, frequent changes to key legislation without due consultation of stakeholders, and restrictions on access to information. Further reforms, including those on a new constitution, should be prepared in line with European standards.

On 1 June 2015, the Stabilisation and Association Agreement with Bosnia and Herzegovina entered into force. The Council adopted a decision on this agreement on 21 April 2015. The Agreement establishes a close partnership between the EU and Bosnia and Herzegovina. It strengthens the political, economic, and trade ties between the two parties and is now the main framework for preparing the country for future EU membership. The entry into force of the Agreement also means a dedicated institutional framework has been established, including a Stabilisation and Association Council, which will hold its first meeting during the second half of 2015. (EDB)

Schengen

SIS Operational in the UK

On 13 April 2015, the Schengen Information System (SIS) became operational in the UK. This now brings the number of countries that use the SIS to 25 Member States and four associated countries (Switzerland, Norway, Liechtenstein, and Iceland).

Because the UK is not part of the Schengen area, it will only use the SIS within the context of police and judicial cooperation and not in relation to external border policy. (EDB)

Institutions

Luxembourg Presidency – JHA Priorities

From 1 July to 31 December 2015, the Grand Duchy of Luxembourg has taken over the presidency of the Council. In the area of justice and home affairs, the presidency has made managing migration one of its priorities. This includes integrated management of external borders, respecting the Charter, monitoring the implementation of the Common European Asylum System as well as developing the EASO (the European Asylum Support Office), Frontex, and eu-LISA agencies in this respect. After the CJEU’s rejection of EU accession to the ECHR, the presidency states that the process of accession must continue; however, a period of reflection and analysis is required.

Increasing the number of judges in the General Court of the CJEU is also a priority for the Luxembourg presidency, aiming at enabling the General Court to deliver judgment within a reasonable time period.

* If not stated otherwise, the news reported in the following sections cover the period April – June 2015.
Finalising the data protection reform is equally an ambition of the presidency, although only data protection for the proper functioning of the single market is mentioned in the programme, along with a response to the annulment of the data retention directive in 2014.

For internal security, the fight against terrorism is the key priority, including a roadmap on foreign terrorist fighters, a global approach to the fight against terrorism, and implementing the EU PNR system. A new EU Internal Security Strategy for 2015-2020 was adopted and should be implemented. In the fight against organised crime, the presidency encourages cross-border police cooperation and aims to adopt a new Europol regulation to maximise Europol’s potential.

In the area of justice, the adoption of the EPPO proposals is the flagship project. Ultimately, the follow-up of the roadmap on procedural rights should conclude by adopting the second series of measures: directives on the rights of children, legal aid, and the presumption of innocence. (EDB)

Court of Justice of the European Union (CJEU)

Reform of the Court of Justice

The General Court of the CJEU has experienced difficulties handling the strong increase in cases brought before it in the past. Compared to 398 cases in 2000, the number went up to 912 in 2014. This rise in the number of cases is accompanied by the increased complexity of cases, resulting in longer periods of time for resolution and possible breaches of the right to have cases heard within a reasonable time. Actions for damages in such cases have so far already amounted to a total of €26.8 million.

A first proposal from the CJEU to increase the number of judges was rejected by the Member States who could not agree on the appointment procedure. A new proposal made in 2014 contained an improved solution by adding 21 extra judges to the General Court in three steps:

- In 2015: increase of 12 judges;
- In 2016: upon renewal of the mandates of the General Court’s members, an additional seven judges will be appointed by merging the Civil Service Tribunal with the General Court. This will bring the number of General Court judges to 47;
- In 2019, at the next renewal of the mandates of the General Court’s members, the number of judges will finally increase by nine, bringing the total number of judges to 56.

This three-step approach will allow the budgetary consequences to be spread over several years. The total net cost of the reform for all three phases still amounts to €13,875 million per year.

On 23 June 2015, the Council adopted a first reading position, concluding that the reform would provide “a sustainable and long-term solution to the current challenges faced by the jurisdictions of the Union and enable them to fulfil their functions within the time limits and the quality standards which European citizens and companies are entitled to expect in a Union based on the rule of law.” (EDB)

Theodor Heuss Prize for the Court of Justice

On 16 May 2015, the Court of Justice under its president, Vassilios Skouris, was awarded with the 50th Theodor Heuss Prize in recognition of its promotion of European citizens’ rights as the guardian of legal unity and the rule of law in the EU.

The Theodor Heuss Foundation is politically independent and bears the name of the former president of the Federal Republic of Germany. Its aim is “to draw attention to something that needs to be accomplished and organised in our democracy which has not yet been achieved.” (EDB)

OLAF

OLAF Supervisory Committee Activity Report 2014

On 4 May 2015, the OLAF Supervisory Committee presented its Activity Report for 2014. This report is accompanied by opinions and other documents of the Supervisory Committee that have been adopted since the publication of the 2013 Report.

On 8 May 2015, OLAF published a summary of its comments on the report. The full report is available on the OLAF website. The summary contains comments on findings of the Supervisory Committee regarding inter alia:

- The calculation of average investigation duration;
- Access to information for the Supervisory Committee;
- Working arrangements between OLAF and the Committee;
- OLAF’s implementation of the Committee’s recommendations and OLAF’s independence. (EDB)

Investigative Performance in 2014 – Key Results

The results of OLAF’s investigations during 2014 were presented on 2 June 2015. The highest amount of financial recoveries to the EU budget in over five years was recommended by OLAF, namely a total of €901 million. Combined with a high number of investigations being opened (234) and OLAF’s increased investigation capacity due to its reorganisation, it confirms the agency’s increased efficiency in dealing with fraud against the EU budget. Remarkably, the inflow of information also rose, demonstrating the increased confidence of citizens, institutions, and other partners in OLAF’s investigative capacities. (EDB)

Results of the Hercule II Programme

On 27 May 2015, the Commission presented the results of the Hercule II Programme to the EP and the Council. The...
Memorandum of Understanding Signed with the European ATM Security Team

On 10 June 2015, the European Cybercrime Centre (EC3) signed a Memorandum of Understanding with the European ATM Security Team (EAST), a non-profit organisation whose members are committed to gathering information from, and disseminating EAST outputs to, ATM deployers and networks within their countries/regions. The MoU allows Europol and EAST to exchange strategic data and other non-operational information in order to combat all types of payment crime, including card-not-present fraud, card-present fraud, high-technology crime as well as ATM malware and physical attacks. (CR)

First Situation Report Published on Counterfeit Goods in the EU

On 29 April 2015, Europol and the Office for Harmonization in the Internal Market (OHIM) released their first Situation Report on Counterfeiting in the EU. The aim of this report is to inform the public, industry, and other stakeholders, as well as policy makers and practitioners at EU and national levels, about the current situation of criminal networks active in the production and distribution of counterfeit goods in the territory of the EU. The report provides information on routes, entry points, criminal modi operandi, and current activities on the part of law enforcement and the private sector. Furthermore, it identifies links between counterfeiting and other crime areas, using various case studies provided by EU Member States and private stakeholders.

According to the report, criminals today regard counterfeiting as having lower risks and providing higher returns than drug trafficking. While the majority of source countries still lie outside the EU (e.g., China, Egypt, and Turkey), the report also finds evidence of an emerging new pattern of domestic EU production of counterfeit goods. Apparently, domestic EU production is increasingly seen as a better, more cost-effective option with lower risks of detection by customs and lower transport costs. Looking at the organised criminal networks producing and distributing counterfeit goods, the report finds the networks to be well-organised and well-resourced, developing close ties with each other to create synergy effects. Furthermore, it looks as if their modi operandi and routes are adapted to suit the commod-
On 19 May 2015, led to the identification of 11 victims and the seizure of €20,000, 12 luxury vehicles, 88 mobile telephones, 79 SIM cards, 25 computers, jewellery, steroids and drugs. The Romanian law enforcement authorities were supported on the spot by French experts and a Europol mobile office. At the same time, searches were carried out in France, leading to the arrest of three suspects. Apparently, the organised criminal network generated proceeds of up to €4 million, heavily invested in real estate in Romania. (CR)

Eurt – Romanian THB Criminal Network Dismantled

Romanian and French law enforcement authorities, supported by Europol and Eurojust, dismantled an organised Romanian network trafficking Romanian women to France for sexual exploitation. The operation, carried out on 19 May 2015, led to the identification of 11 victims and the seizure of €20,000, 12 luxury vehicles, 88 mobile telephones, 79 SIM cards, 25 computers, jewellery, steroids and drugs. The Romanian law enforcement authorities were supported on the spot by French experts and a Europol mobile office. At the same time, searches were carried out in France, leading to the arrest of three suspects. Apparently, the organised criminal network generated proceeds of up to €4 million, heavily invested in real estate in Romania. (CR)

Eurojust

Michèle Coninsx Re-Elected President of Eurojust

On 21 April 2015, the National Members of the College of Eurojust re-elected Ms Michèle Coninsx for a second term as President of Eurojust (see also eucrim 2/2012, p. 54). (CR)

JIT Application Update

Eurojust has updated its application form for JIT funding. Since 26 February 2015, the new form can be downloaded from Eurojust’s website under the relevant section of the document library. The new version intends to facilitate the completion and submission of funding applications by introducing new functionalities such as automatic calculations and control of ceilings. It shall also facilitate the processing of JIT applications by Eurojust.

Furthermore, Eurojust published its call for proposals for JIT funding between 16 August and 15 November 2015. The application deadline was 10 July 2015. (CR)

Annual Conference on EU Criminal Justice 2015

The Impact of New Technologies in Criminal Proceedings: E-Evidence, Virtual Currencies, and Social Networks

ERA Trier, 22-23 October 2015

The objective of this annual conference is to facilitate the exchange of experiences and ideas among legal practitioners on current developments and future initiatives in the field of EU criminal justice. After a general presentation on the current developments in Criminal justice and on the status of defence rights, this event will focus on the impact of new technologies in criminal proceedings. It will assess the role of virtual currencies in the commission of criminal acts and the handling of electronic evidence in criminal proceedings. It will also debate the impact that social networking sites have on the criminal justice system.

Key topics are:
- Update on current and forthcoming developments, including the fight against terrorism at the EU level
- Reinforcing Eurojust and creating the EPPO: expectations and perspectives
- The increasing impact of new technologies in EU criminal justice: e-evidence, virtual currencies, and social networks

Who should attend? Judges, prosecutors, lawyers in private practice, civil servants and policymakers active in the field of EU criminal law.

The conference will be held in English.

For further information, please contact Mr. Laviera Buono, Head of European Criminal Law Section, ERA. e-mail: lbuono@era.int
just was involved in 122 JITs, 45 of them formed in 2014. 67 JITs were financially supported by Eurojust in 2014. 197 coordination meetings and ten coordination centres were held. Another six secure network connections could be set up, bringing the total number of connections 11. In addition, a cooperation agreement was signed with Moldova and Memoranda of Understanding with the EMCDDA and FRA. Furthermore, in 2014, Eurojust organised several strategic meetings, e.g., on terrorism, one tactical meeting, strategic seminars on the EAW and freezing and confiscation, and published its new Multi-Annual Strategy 2016-2018.

Eurojust’s budget for 2014 was €33.6 million. Budget implementation was 99.82%. (CR)  
*eucrim ID=1502016*

**European Judicial Network (EJN)**

**Information Paper on EJN and Eurojust Published**

The EJN and Eurojust have jointly published an information paper to explain how the EJN and Eurojust can be of assistance in international cooperation in criminal matters. The paper shall assist legal practitioners when deciding whether a case should be dealt with by the EJN or by Eurojust. (CR)  
*eucrim ID=1502017*

**Agency for Fundamental Rights (FRA)**

**Report on Child-Friendly Justice**

On 5 May 2015, a FRA report on the respect for children’s rights in civil and criminal proceedings was released. The report and annex on national legislation and policies offer perspectives and the experiences of professionals on children’s participation in civil and criminal judicial proceedings in ten EU Member States (Bulgaria, Croatia, Estonia, Finland, France, Germany, Poland, Romania, Spain, and UK). Although all EU Member States have committed themselves to safeguarding children’s rights to be heard, to be informed, etc., this is not always the case in practice. In the same context, the EU promotes the Council of Europe’s 2010 Guidelines on child-friendly justice.

The full FRA report and annex are available in English; a summary of the report is available in all EU languages. (EDB)  
*eucrim ID=1502018*

**Frontex**

**Annual Risk Analysis 2015 Published**

Frontex has published its Annual Risk Analysis 2015. According to the report, detections of illegal border-crossing in 2014 reached a new record high, at more than 280,000 detections. Fighting in Syria has caused the worst refugee crisis since the Second World War. The report also identifies new challenges for border-control authorities and EU internal security such as new modus operandi (the use of large cargo ships to transport migrants) and the lack of resources to screen the migrants for their basic ID such as nationality. While the profile of detected irregular migrants was confined mostly to adult males, the number of women and children has increased notably.

In 2014, for the first time, more fraudulent documents were detected in intra-EU/Schengen movements than during border checks on passengers arriving from third countries. Detections of clandestine entry in vehicles increased strongly from 599 in 2013 to 3052 in 2014. Detections of facilitators of illegal migration rose to 10,234 in 2014 compared to 7252 in 2013. 114,000 refusals of entry were issued at the external borders, a decrease of 11% compared to 2013. While a total of 252,003 third-country nationals were subjected to an obligation to leave the EU, 161,309 effectively returned to countries outside the EU. Ultimately, the report sees an underlying threat of terrorism. (CR)  
*eucrim ID=1502019*

**Operations Triton and Poseidon Sea Enlarged**

On 26 May 2015, Frontex signed an amended operational plan for the Joint Operation Triton (see eucrim 4/2014, p. 100). Under the amended plan, the operational area of Operation Triton has been expanded and the number of additional experts, vessels, and aircraft increased. Furthermore, the European Commission is expected to provide Frontex with an additional €26.25 million to strengthen Operation Triton in Italy and Poseidon Sea in Greece until the end of the year. Triton’s budget for the year 2015 currently stands at €38 million, Poseidon Sea at €18 million. For the year 2016, the European Commission agreed to provide Frontex with an additional €45 million for the two operations. Frontex will also intensify its efforts to dismantle human smuggling networks by deploying nine debriefing teams. Finally, a regional base is being established in Sicily from which Frontex will coordinate the operation and work closely with liaison officers from Europol, Eurojust, and EASO to support the Italian authorities. (CR)  
*eucrim ID=1502020*

**Specific Areas of Crime / Substantive Criminal Law**

**Protection of Financial Interests**

**EPPO Proposals – State of Play**

During the JHA Council of 15-16 June 2015, the Council endorsed the first 16 articles of the proposal on the setting up of an EPPO. These articles cover the rules on the organisation and the functioning of the EPPO, e.g., the powers of European Prosecutors to give instructions to the European Delegated Pros-
With regard to Articles 17 to 33, the Council welcomed progress but recognized that more work needs to be done. These articles concern issues such as the obligation of the Member States to report any criminal conduct that might constitute an offence within the EPPO’s competence. They also concern investigatory measures and cross-border investigations and transactions. The Latvian Presidency made progress on some of these issues. Articles 30-33 have only been touched upon briefly and were not modified during the Latvian Presidency.

Money Laundering

Fourth Anti-Money Laundering Directive Adopted

On 20 May 2015, the EP approved the Directive on the prevention of the use of the financial system for the purpose of money laundering and terrorist financing, also known as the fourth anti-money laundering directive (see eucrim 1/2005, p. 7). This is one of the key measures in the new European Security Strategy for 2015-2020.

The main novelty in the text of the directive is the obligation for all Member States to maintain databases of information on the ultimate “beneficial” owners of corporate and other legal entities and trusts. These databases will be accessible for authorities, FIUs, and financial entities within the context of customer due diligence duties and even the public. Access is limited, however, to those who can prove a legitimate interest in suspected money laundering, terrorist financing, and any predicate offences.

Additionally, the directive aims at building a coherent policy towards cooperating with third states that have deficient anti-money laundering and counter-terrorist financing regimes. Lastly, the directive improves the traceability of funds transfers within, to, and from the EU.

Member States have two years to implement the directive into their national laws. The Commission has announced that it will work with the Member States to speed up this process. (EDB)

Organised Crime

Renewed EU Internal Security Strategy 2015-2020

The European Council of 26-27 June 2014 called for a review and update of the Internal Security Strategy by mid-2015. Considering the need for review and inter alia the statements made after the January 2015 attacks in Paris (see eucrim 1/2015, pp. 7-8), the Council adopted a renewed internal security strategy at the JHA Council of 15-16 June 2015. The strategy was based on the Commission’s communication entitled “The European Agenda on Security” of 28 April 2015 and identifies three priorities:

- Tackling and preventing terrorism, radicalisation to terrorism, and recruitment as well as financing related to terrorism.
- Preventing and fighting serious and organised crime, on the basis of the EU policy cycle;

Report

Conference on The Future European Public Prosecutor in Practice

On 16-17 April 2015, the seminar entitled “The future of the European Public Prosecutor in practice: ensuring effective operation” took place in Trier, Germany. It was organised by The Academy of European Law and the European Commission and was financed by the Commission. The seminar aimed to feed the legislative debate by asking experienced public prosecutors from all EU Member States to offer their views on the practical challenges of the latest drafts on the European Public Prosecutor’s Office (EPPO). The current negotiations indicate that the Council will diverge from the 2013 Commission Proposal and will instead move toward a collegiate model and a shared competence between the EPPO and the Member States. In her introductory speech, Ms Monica Macovei (MEP – LIBE Committee) underlined that the current system of fighting EU budgetary fraud is not efficient enough and that OLAF’s administrative investigations are not sufficiently followed up by the MS’ judicial authorities. Ms Macovei emphasized that, as a consequence of fraud against the EU budget, Union citizens also lose out on financial resources. In the sessions that followed, case simulations by Ms Judith Hester (Austrian Federal Ministry of Justice and Consumer Protection) demonstrated how the EPPO might handle cases affecting one or several Member States. Questions concerned how and at what point cases should be allocated, whether the EPPO should be competent if the offence affects only one MS, and which form cooperation should take in cases in which non-EPPO states (EU Member States or third states) are also affected.

On the second day, Péter Csonka (European Commission, DG Justice and Consumers) summarized the EPPO as a single office concept, emphasizing that it will be a “European” institution with a vertical structure. The practitioners generally agreed on the need for a better system of investigating EU budgetary fraud. They disagreed, however, on whether this could be achieved by strengthening the current institutional setting for judicial cooperation in criminal matters (Eurojust, OLAF, JITe) or by introducing a completely new institution: the EPPO. Furthermore, criticism was raised with regard to the EPPO’s resources and the complexity of a multi-level structure, which might hinder its efficiency.

Dr. András Csúri, University of Vienna (APART)
Preventing and fighting cybercrime as well as enhancing cybersecurity.

Furthermore, the strategy recognises the growing links between internal and external security strategy. This means that an integrative and complementary approach should be followed that is aimed at reducing overlapping and avoids duplication. The COSI should therefore be involved in order to develop joint action plans for operational cooperation with key third states and in coordination with the EU's overall external action. This also means improving coherence between the Common Security and Defence Policy actions and mission and with the relevant actors in the area of freedom, security and justice.

Other points include the strengthening of the EU’s firearms legislative framework and the development of an effective EU PNR system. (EDB)

European Agenda on Security and Counter-Terrorism Follow-Up

After the Council, the Commission, and the EU Counter-Terrorism Coordinator listed policy priorities and measures in the aftermath of the January 2015 attacks (see eucrim 1/2015, pp. 7-8), the implementation of these measures was discussed during the JHA Council of 15-16 June 2015.

A report from the Latvian Presidency and from the EU Counter-Terrorism Coordinator served as a basis for discussion on how to proceed. The Council then reported on the detailed implementation of these priorities to the European Council of 25-26 June 2015.

This European Council concluded that action is required in three interconnected areas:

- The renewed EU internal security strategy will be implemented as well as the priorities in the fight against terrorism identified after the Paris attacks;
- The High Representative for Foreign and Security Policy should, in cooperation with the Member States, develop an EU global strategy on foreign and security policy and report to the European Council by June 2016;
- A more effective, visible, and result-oriented common security and defence policy should be created. (EDB)

Cybercrime

Europol and Eurojust Joint Action against Cybercriminals

On 9 June 2015, a total of 49 suspects were arrested and 58 searches conducted in the context of a massive action against cybercrime called Operation Triangle. Three connected Eurojust cases formed the basis for coordinated action by the Italian, Spanish, and Polish National Desks. Eurojust helped with the execution of letters of request and hosted coordination meetings with representatives from the national authorities of the Member States involved. A coordination centre was set up with the support of the Eurojust Case Analysis Unit, Europol’s European Cybercrime Centre (EC3), and the Joint Cybercrime Action Taskforce (J-CAT). Europol also assisted with real-time support to the law enforcement authorities involved.

The leading Member States were Italy, Spain, and Poland, with support from Belgium, Georgia, and the UK. The form of organised crime investigated was Internet fraud using a scheme known as “the man in the middle,” a type of Internet fraud using fake emails or websites or even the hacking of passwords in order to access bank accounts. A total of €6 million was acquired by the
suspects who had also set up an intricate system of money laundering to transfer the money outside the EU. (EDB)

Trafficking in Human Beings

EU Naval Operation Launched in the Mediterranean

During the Foreign Affairs Council of 22 June 2015, an EU naval operation was launched to disrupt the activities of human smugglers in the Mediterranean called EUNAVFOR Med. This is part of the EU comprehensive approach to migration.

The operation aims to identify, capture, and dispose of vessels and enabling assets used or suspected of being used by migrant smugglers or traffickers in several phases:

- The first phase focuses on surveillance and assessment of human smuggling and trafficking networks;
- The second stage will provide for the search and, if necessary, seizure of suspicious vessels;
- A third phase would allow for the disposal of vessels and related assets, preferably before use, and the apprehension of traffickers and smugglers. (EDB)

Procedural Criminal Law

Procedural Safeguards

Proposed Directive on Legal Aid – State of Play

On 6 May 2015, the EP voted on amendments to the proposed directive on legal aid for persons suspected or accused of a crime or persons named in an EAW. After a general approach was reached in March 2015 (see eucrim 1/2015, pp. 8-9) on inter alia provisional legal aid, the MEPs have now also included the right to ordinary legal aid. Provisional legal aid is defined as legal aid provided until a final decision on legal aid has been taken and comes into effect; ordinary legal aid refers to funding and assistance in order to exercise the right of access to a lawyer. It should cover defence costs, such as the cost of the lawyer, and other costs of the proceedings, such as court fees. The assistance is to be provided either fully or partially free of charge.

What is also new are the legal aid quality safeguards included in the proposal by the EP and the exceptional recovery of legal aid costs under certain conditions. Additionally, provisions have been added to clarify in which cases minor offences would be excluded from the directive’s scope.

After these new elements are introduced and endorsed by the EP, the trilogue discussions on this file will start soon after. (EDB)

Recommendations on Cross-Border Video Conferencing

On 15-16 June 2015, the Council adopted a set of recommendations offering guidelines for the Member States to improve the use of video-conferencing technology in the area of justice. Cross-border videoconferencing can be useful in criminal proceedings when it is impossible or undesirable for a witness, expert, or the accused to travel and appear in court.

An expert group was set up within the framework of the Multiannual European e-Justice Action Plan 2014-2018 in January 2014 to study possibilities for promoting and sharing experiences about the use of video-conferencing facilities in cross-border situations. This expert group presented their final report on 17 March 2015, concluding that there is much room for improvement concerning technology and facilities in cross-border video-conferencing.

The adopted recommendations include organisational, technical, and legal aspects. With regard to the organisational aspects, the issue of language should be highlighted as well as the idea of agreeing on a common language along with translation and interpretation services. Technically, the use of firewall and encrypted communication should be a minimum standard. Assessing the impact of adopted EU legal instruments, such as the EIO on procedural rules, is the main legal aspect of the recommendations. (EDB)

Data Protection

Data Protection Reform – First Talks with Ministers Started

During the JHA Council of 15-16 June 2015, a general approach was reached on the data protection regulation that is part of the reform of the EU’s data protection legal framework (see eucrim 1/2015, p. 9 and eucrim 4/2014, pp. 103-104).

Elements of the data protection regulation include easier access for citizens to their personal data, a right of portability, a right to erasure, and limits to the use of profiling. Further compliance with data protection rules is facilitated and better guarantees for data transfers to third states have been introduced.

The first trilogue meeting (talks between the Council, the Commission, and the EP) already took place on 24 June 2015 with a view to reaching overall agreement on new EU data protection rules. The Luxembourg Presidency has expressed the ambition to conclude the reform on the entire data protection package by the end of 2015. (EDB)

EDPS’ Strategic Approach to Legislative Consultation

On 19 May 2015, following his strategy for 2015-2019 (see eucrim 1/2015, p. 9), the EDPS presented his priorities for 2015 in his role as advisor on proposals for EU legislation and related initiatives.

In a non-exhaustive list of key issues, a primary role goes to the currently ongoing data protection reform (general data protection regulation and directive
on data protection in criminal matters); however, the EDPS also mentions upcoming proposals relating to data protection in EU institutions and bodies as well as a review of the “e-Privacy Directive.”

Further priorities include:
- The digital single market;
- International matters, including new PNR Agreements and the EU-US data flows;
- Migration;
- Agencies of the former third pillar;
- Terrorism and extremism;
- The economic and monetary union, including future agreements with third states on the exchange of information on taxation. (EDB)

Cooperation

Police Cooperation

UN Security Council Calls for Involving INTERPOL in Tackling Foreign Terrorist Fighters

At its meeting on 29 May 2015, the United Nations Security Council ministerial briefing on foreign terrorist fighters discussed the need to share information via INTERPOL. A Security Council Presidential statement issued at the end of the meeting called on Member States to increase the reporting of information to and use of INTERPOL’s databases to help identify, monitor, or prevent the transit of foreign terrorist fighters.

The Security Council also called on the international community to strengthen INTERPOL’s capabilities and to develop capacity-building assistance in order to facilitate broader use of its secure communications network. It also called for increased reporting to the Stolen and Lost Travel Documents database. (CR)

INTERPOL Notice to Recover Criminal Assets

On 13 May 2015, the INTERPOL Expert Working Group on the Identification, Location and Seizure of Assets met in Berlin with the aim of developing new operational tools to assist law enforcement in tracing and recovering criminal assets. The group came up with several recommendations such as a new INTERPOL notice to target criminal assets. The notice shall assist member countries in locating, identifying, obtaining information about, monitoring, seizing, freezing and/or confiscating assets. Furthermore, the group recommended developing an analysis file and a case-coordination database on asset recovery to facilitate multi-jurisdictional asset tracing investigations and real-time information-sharing. (CR)

Confiscation and Freezing of Assets

Conclusions on Confiscation and Freezing of Proceeds of Crime

On 5 May 2015, the conclusions were made public at the 8th Meeting of the Consultative Forum of Prosecutors General and Directors of Public Prosecution of the EU Member States and the Eurojust Strategic Seminar “Towards Greater Cooperation in Freezing and Confiscation of the Proceeds of Crime: a Practitioners’ Approach.” Both events, held successively on 11-12 December 2014, resulted in a list of conclusions on the freezing and confiscation of proceeds of crime.

The need for greater coherence and simplification of the existing EU legal framework was a key conclusion along with a consideration for further legislative action regarding non-conviction based confiscation. Further specific challenges in judicial cooperation and the need for the training of judges, prosecutors, and law enforcement were highlighted.

In addition, best practices and challenges in investigations were listed regarding trafficking in human beings and illegal migration. (EDB)

Reform of the European Court of Human Rights


On 3 June 2015, the Court published a report on the impact of the revised Rule 47 of the Rules of Court and how it has functioned in practice. The rule introduced stricter conditions for individual applications in order to enhance the Court’s efficiency (see eucrim 1/2014, p. 15). Accordingly, since 1 January 2014, any form sent to the Court must be duly completed and accompanied by copies of the relevant documents, while incomplete files are no longer taken into consideration for the purpose of interrupting the six-month period (within

* If not stated otherwise, the news reported in the following sections cover the period April – June 2015.
which applications must be submitted following the final decision of the highest domestic court with jurisdiction).

The report concludes that the revised rule has improved efficiency in handling the Court’s caseload, in particular by improving the quality and completeness of individual applications. Nevertheless, some applications still fail to include all necessary information or documents or simply fail to use the Court’s current application form. To foster successful applications, the Court additionally prepared a guidance document pointing out the common mistakes in filling out the application form and explaining what to do instead.

Commissioner Releases 1st Quarterly Report 2015
On 27 May 2015, the Commissioner published his first quarterly activity report of 2015. The main focus of the Commissioner’s work was on gender equality, xenophobia, and the human rights of migrants, refugees, and asylum seekers.

Missions and visits took place inter alia to Spain (human rights of migrants, refugees, and asylum seekers), to Norway (with regard to the situation of persons with disabilities, of the Roma people, and the human rights protection system in general), to Bulgaria (human rights of people in institutions and migrants as well as media freedom), and to Serbia (issues of transitional justice and media freedom).

The Commissioner also published reports on France (fight against intolerance) and on Armenia (the rights of women and gender equality).

Specific Areas of Crime

Corruption

GRECO: General Activity Report
On 18 June 2015, GRECO published its annual report for 2014. GRECO visited ten countries and adopted ten evaluation reports as well as three follow-up reports on how Member States deal with the conflicts of interest that parliamentarians, judges, and prosecutors might face. It also adopted 30 follow-up reports on the criminalization of corruption and the transparency of funding of political parties.

The report states that, despite the examples of progress made, there is room for improvement. Various European countries still lack regulations dealing with said conflicts of interest, and the legislative framework of several countries is not clear and stable because of frequent amendments or because of their complexity.

Despite noticeable progress, the implementation of GRECO’s recommendations as regards the transparency of political funding is still slow. By the end of 2014, GRECO had adopted 24 evaluation reports on corruption-prevention with regard to parliamentarians, judges, and prosecutors.

With regard to parliamentarians, GRECO found that a comprehensive code of conduct is often lacking or that there are no adequate measures to address a parliamentarian’s vulnerability to undue influence by third parties. The report stressed the need to develop the existing systems for the declaration of assets of MPs by including more precise data as well as information on dependent family members. Additionally, these declarations shall be made easily accessible to the public.

With regard to judges, the report underlines once more that judicial independence and impartiality needs to be strengthened. Their peers should elect at least half of the members of the self-governing bodies of judges; the recruitment and evaluation of judges shall be based on more objective and transparent criteria, and clear codes of professional conduct are to be created.

In addition, GRECO stressed in various reports that the Member States should provide for the independence of prosecution services from the executive branch.

On 2 April 2015, GRECO published its Fourth Round Evaluation Report on Azerbaijan. The fourth and latest evaluation round was launched in 2012 in order to assess how states address corruption prevention in respect of MPs, judges, and prosecutors (for further re-

The report raises concerns regarding the discrepancy between the wording of the key laws of Azerbaijan and the institutional set-up. While the law recognizes the principles of independence and grants the separation of powers, the institutional set-up provides the President and members of the executive branch with particularly strong powers that allow for the exertion of considerable influence on the legislature and the judiciary, including the Prosecutor’s Office. The report concludes that such an environment lacks transparency and facilitates corruption.

All professional groups under assessment are committed to the executive. The MPs belong to or support the party led by the President; the legislative process is limited by a typically weak opposition and by the restrictions imposed on parliamentary debates of certain legislative proposals. In addition, the President appoints directly or indirectly judges and prosecutors, and the key judicial self-governing body is subordinated to the Ministry of Justice. Such a framework generates significant corruption risks, while creating opportunities for undue influence and political interference of and on the part of judges and prosecutors.

A second alarming factor is the lack of control over accessory activities, asset disclosure, and conflicts of interest. The law on asset disclosure was adopted in 2005 but never came into force, while information on companies’ organizational structures and ownership was removed from the public domain in 2012.

The report concludes that there is a need for credible anti-corruption reforms to be introduced, institutionalized, and enforced.

GRECO: Fourth Round Evaluation Report on Bulgaria

On 13 May 2015, GRECO published its Fourth Round Evaluation Report on
Bulgaria. The report concludes that Bulgaria needs to adopt a more cohesive and thereby more effective system of corruption-prevention. Though the country adopted a reasonably good legislative framework, the regulations’ complexity as well as the variety of reporting instruments and oversight bodies hindered the achievement of significant changes in corruption prevention. The report states that independent evaluation of the effectiveness of the system is necessary, combined with corresponding corrective actions.

With regard to MPs, GRECO recommends increasing the transparency of the legislative process by introducing adequate timelines to consider bills. The judicial system remains vulnerable to undue political interference. The report calls for the analysis of the strengths and weaknesses of the integrity standards within the judiciary and its impact on corruption prevention.

Moreover, the principle of random case allocation in the courts and prosecution offices has to be implemented in practice. The report generally suggests a substantive and regular monitoring of the private interests of judges, MPs, and prosecutors.

Money Laundering

On 31 March 2015, MONEYVAL published its Fourth Round Evaluation Report on Azerbaijan. The report does not provide a full analysis of the country’s compliance with international and European standards on anti-money laundering/combating the financing of terrorism (AML/CFT). Instead it gives an update on major issues in the AML/CFT system and is a follow-up round, in which recommendations are reassessed as to the state having received “non-compliant” or “partially compliant” ratings in the third round (see eucrim 3-4/2008, p. 108).

The financing of terrorism (FT) offence was found to be largely compliant with international standards, but there are deficiencies in the legislative framework regarding the freezing of terrorist assets. The same goes for the confiscation of proceeds of crime and instrumentalties, where the legislative framework is sound, but property deriving from proceeds-generating offences has not been effectively confiscated.

The FIU was identified as a strong factor of the AML/CFT system; nevertheless, additional safeguards might ensure an even greater independence from undue influence or interference. Also, secure channels for the informal exchange of information with foreign counterparts are in place, but activity in this area remains limited.

The report states that the law enforcement agencies are insufficiently trained to conduct financial investigations and that their work is further hindered by limited access to financial information. Except for banks, the level of reporting of ML and FT suspicions by financial institutions remains low. The sanctions available for infringements by financial institutions and the non-financial sector are not effective, proportionate, or dissuasive, and there are no measures to prevent criminals from holding an interest or management function in financial institutions.
Hercule III Programme – Call for Proposals

In view of implementing the 2015 Financing Decision, the Commission has published three “Calls for Proposals” within the framework of the Hercule III programme:

I Legal Training and Studies

Call for Proposals for the following eligible actions:
1. Developing high-profile research activities, including studies in comparative law;
2. Improving the cooperation between practitioners and academics, including the organisation of the annual meeting of the Presidents of the Associations for European Criminal Law and for the Protection of the EU Financial Interests;
3. Raising the awareness of the judiciary and other branches of the legal profession for the protection of the financial interests of the Union, including the publication of scientific knowledge concerning the protection of the financial interests of the Union.

The actions can be achieved through the organisation of:
- studies in comparative law, conferences, seminars, workshops, periodical publications, etc.

The available budget for this Call is: EUR 500,000.

The deadline for submitting applications is: Tuesday, 22 September 2015.

Questions and/or requests for additional information in relation to this Call can be sent by e-mail to:
olaf-fmb-hercule-legal@ec.europa.eu

II Training & Conferences

Call for Proposals for the following eligible actions:
1. Exchanging experience and best practices between the relevant authorities in the participating countries, including specialised law enforcement services, as well as representatives of international organisations;
2. Disseminating knowledge, particularly on better identification of risk for investigative purposes.

These aims can be achieved through the organisation of:
- Conferences, seminars, colloquia, courses, e-learning and symposia, workshops, hands-on training, exchanges of best practices (including on fraud risk assessment), etc.
- Staff exchanges between national and regional administrations in different Member States (in particular neighbouring Member States) are to be encouraged.

The available budget for this Call is: EUR 900,000.

The deadline for submitting applications is: Tuesday, 22 September 2015.

Questions and/or requests for additional information in relation to this Call can be sent by e-mail to:
olaf-anti-fraud-training@ec.europa.eu

III Technical Assistance

Call for Proposals for the following eligible actions:
1. The purchase and maintenance of investigation tools and methods, including specialised training needed to operate the investigation tools;
2. The purchase and maintenance of devices (scanners) and animals to carry out inspections of containers, trucks, railway wagons, and vehicles at the Union’s internal and external borders order to detect smuggled and counterfeited goods;
3. The purchase, maintenance, and interconnection of systems for the recognition of vehicle number plates or container codes;
4. The purchase of services to support Member States’ capacity to store and destroy seized cigarettes and tobacco.

The available budget for this Call is: EUR 8,050,000.

The deadline for submitting applications is: Tuesday, 15 September 2015.

Questions and/or requests for additional information in relation to this Call can be sent by e-mail to:
olaf-fmb-hercule-ta@ec.europa.eu

Eligible Applicants:

- National or regional administrations of a Member State that promote the strengthening of action at Union level to protect the financial interests of the Union (for all three Calls);
- Research and educational institutes and non-profit-making entities provided that they have been established and have been operating for at least one year, in a Member State, and promote the strengthening of action at Union level to protect the financial interests of the Union (for “Legal Training and Studies” and “Training & Conferences” Calls).

Transnational Evidence

Towards the Transposition of Directive 2014/41 Regarding the European Investigation Order in Criminal Matters

Prof. Dr. Lorena Bachmaier

I. Introduction

On 3 April 2014, Directive 2014/41/EU regarding the European Investigation Order in criminal matters (hereinafter DEIO) was finally approved. Its aim is to facilitate and speed up the gathering and transfer of evidence between the different EU Member States and to harmonize the regulation of these proceedings. This directive will substitute the rules on transnational evidence gathering in the European Evidence Warrant and in the European Convention on mutual assistance in criminal matters of 29 May 2000, among others.

The EIO is a “judicial” resolution requesting – ordering – the gathering of evidence, which already exists or is to be obtained through investigative measures (Article 1 DEIO). The EIO can also include the request to secure or freeze evidence. As stated in the Explanatory Memorandum (E.M.) of the DEIO, this instrument is based on the principle of mutual recognition, taking into account, however, the flexibility of traditional mutual legal assistance mechanisms. It will be applied to any “criminal” investigative measure with a European cross-border dimension, save the establishment and functioning of the joint investigation teams. This aims at overcoming the undesirable fragmentation of the legal instruments regarding the collecting and transferring of evidence between the Member States.

It has been long debated to what extent it is convenient to substitute the mutual legal assistance system by the principle of mutual recognition in judicial cooperation in criminal matters and to what extent an EIO was necessary to foster it. Those discussions, although not completed, shall not be the focal point of this article. The aim of this analysis is to make an assessment of this new legal instrument from the point of view not only of its efficacy but also from the perspective of the protection of the fundamental rights of the defendant as recognized in Article 48 of the European Charter of Fundamental Rights. In particular, the right of defence in a transnational procedural setting will be examined. To this end, I will analyse the most relevant features of this directive in order to assess to what extent this instrument represents a significant advancement towards the establishment of a single Area of Freedom, Security and Justice (hereinafter AFSJ).

II. The Directive on the European Investigation Order

Paragraph 36 of the conclusions of the frequently mentioned European Council of Tampere of 1999 determined that the principle of mutual recognition should allow the rapid gathering of evidence in the European judicial area. Since then, the Commission and the Council have worked and negotiated intensely – at a varied pace – with the aim of achieving the defined objectives. In 2001, the programme of measures intended to implement the principle of mutual recognition of decisions in criminal matters, in which the gathering and securing of evidence had already been given the highest priority rating.

The Hague Programme specifically mentions the gathering and admissibility of evidence among the measures to implement the principle of mutual recognition of judicial decisions in criminal matters. The Green Paper of 2009 on obtaining evidence in criminal matters from one Member State to another and securing its admissibility was followed shortly after by the proposal of a European Investigation Order in criminal matters, presented on April 2010. In the meantime, the Framework Decision on the European Evidence Warrant has been passed, although its limited scope already allowed foreseeing its meagre practical results. After strenuous efforts and long debates, the EIO analysed here was finally approved. A long road travelled until approval of this new legal instrument for the cross-border gathering of evidence in criminal proceedings was reached; thus it is now time to concentrate on the content of this directive.

1. Scope of application

The DEIO is applicable to all kind of investigative measures directed at the gathering of evidence in criminal proceedings, except joint investigation teams and the evidence they may collect. Framework Decision 2002/46 continues to regulate the joint investigation teams, and this is appropriate for various reasons. First, because the principles that govern the establishment of an EU joint investigation team are different from those applicable to the issuing of an EIO: while the DEIO is based on the principle of mutual recognition – subject to certain grounds for refusal –, the joint investigation teams are
based on the agreement of the Member States involved. It is for the Member States to agree on a case-by-case basis to create a joint investigation team to coordinate complex cross-border investigations. Moreover, a joint investigation team can also involve third countries that are not members of the EU.

It is true that the ultimate objectives of the joint investigation team and the EIO are partially coincident: in both cases, the aim is to carry out investigative measures and obtain evidence in another Member State. However, these cooperation instruments operate in a different way, are based on different principles, and their scope is also different. The channels of communication and the transferring of the evidence also follow different routes, due to the fact that, in the case of a joint investigation team, authorities of the forum State are present at the spot where the evidence is collected. All these features explain why the rules on the joint investigation teams have not been included in the DEIO.

The DEIO applies to “criminal proceedings” and, in order to avoid confusion, the directive defines under Article 4 DEIO the proceedings to which it applies: not only proceedings that take place before a judicial authority but also those proceedings before an administrative authority that can be reviewed by a court with criminal jurisdiction. For example, criminal sanctions are imposed in some Member States by the public prosecutor and will only lead to a criminal procedure before an administrative authority that can be reviewed before a judicial authority but also those proceedings to which it applies: not only proceedings that take place before a judicial authority but also those proceedings before an administrative authority can be reviewed by a court with criminal jurisdiction. Moreover, a joint investigation team can also involve third countries that are not members of the EU.

Finally, the directive specifies that the EIO can be issued in criminal proceedings (defined under Article 4 DEIO) against a natural person as well as against a legal person, which is clarification that was not strictly necessary but that the EU legislator has considered appropriate to include.

2. Subjects

   a) The issuing authority

   Article 1.1 DEIO states that the EIO is a judicial decision “issued or validated by a judicial authority” of the issuing State. It is in Article 2 DEIO that the definition of “issuing authority” is found: a court, judge, prosecutor and also any other investigating authority that has powers to order the collecting of evidence according to the relevant national legislation. In the latter case, the EIO shall be validated “by a judge, court, investigating judge or a public prosecutor in the issuing State” and the validating authority “may also be regarded as an issuing authority for the purposes of transmission of the EIO” (Art. 2. c) ii) DEIO).

   This concept of “judicial authority” is quite broad, as it encompasses not only any kind of judge – professional and lay judges –, but also members of the public prosecution service. It should be recalled that criminal investigation in most Member States is directed or supervised by the Public Prosecutor and, in most cases, this authority has powers to order investigative measures. Therefore, it is logical that the authority ordering the collecting of evidence in a national criminal procedure may also request such evidence from another Member State. However, when it comes to investigative measures restricting fundamental rights – which are usually subject to judicial warrant –, it would also be logical that the EIO could only be issued by a judge or court. This would have required that the directive identify a different issuing authority, depending on the measure requested. This would have entailed more complexity, because it would first have required reaching a common definition of what is considered a measure that restricts fundamental rights, a coercive measure, or an intrusive measure, as these concepts are not understood in the same way throughout the EU. Additionally, identifying different authorities depending on the intrusiveness of the measure requested through an EIO would have caused the requested authority to check, in each case, whether the issuing authority was the competent authority or not. In sum, such a system would have added complexity and thus negatively affected efficiency.

   This is why the DEIO has opted for a broad definition of “issuing authority” but introduced the additional safeguard of the judicial validation of the EIO when such court warrant is required in the issuing or in the executing State. This solution is coherent with the diverse legal systems of the EU Member States as well as the different conceptions of coercive measures and measures restrictive of fundamental rights. In accordance with the DEIO, the requested State cannot refuse the execution of the EIO on the grounds that it has not been issued by a judge where the executing State requires such judicial warrant for the requested measure. Neither Article 9 DEIO, nor Article 11 DEIO provide for a ground for refusal rationae auctoritatis, and Article 9.5 DEIO cannot be interpreted in this sense. Only Article 9.3 DEIO provides for the devolution of the EIO if it has not been issued by one of the authorities named in Article 2 DEIO, but it does not allow for refusal for the lack of competence of the issuing authority or because the
EIO should have been validated by a judge or court in the issuing State. If the executing State receives a EIO without court validation, while the executing State needs such a judicial warrant to carry out the requested investigative measure, the solution provided in the DEIO is to adopt a validation procedure within the executing State as provided by Article 2.d) DEIO instead of refusing the execution.

In order to comply with its own constitutional provisions, the executing authority can subject the execution of the EIO to a prior validation by a court in the executing State. For instance, if the EIO requesting a DNA test has been issued by a public prosecutor and it has to be executed in a Member State in which such measure needs a judicial warrant, the executing State may subject the measure to authorisation by a national court.

This system attempts to reduce the grounds for refusal to a minimum, while at the same time ensuring that the fundamental principles of a legal order are not infringed in the execution of an EIO. In fact, one of the most criticized aspects of the EIO during the negotiations was that it did not require that the issuing authority be a court in all events, which, instead of promoting mutual trust, poses serious problems for the implementation of the principle of mutual recognition, in particular when coercive measures restrictive of fundamental rights are at stake. The solution foreseen in the DEIO – judicial validation in the issuing or in the executing State – seems to strike the right balance between efficiency and respect for the diversity of the different legal orders involved in the judicial cooperation. The solution, being specific, shows a positive pragmatic approach, but its implementation is not devoid of problems.

What shall be the role of the court that “validates” an EIO in the executing State in order to adapt it to national principles? Is this a mere formality or could the judge in the executing State really check the proportionality and necessity of the measure requested, which is the aim of the judicial warrant authorizing measures restrictive of fundamental rights? It appears that the intention of the Commission is that this “validation” ex Article 2 (d) remains a “pro forma” step in the procedure of executing the EIO: allowing the court in the executing State to check the conditions for issuing the EIO would clearly run counter to the principle of mutual recognition. However, establishing a kind of “pro forma” validation in the executing State, at the end does not represent any additional guarantees for safeguarding the constitutional principles of the executing State.

In the face of this dilemma, it would be very useful if the rules transposing Article 2 (d) DEIO could clarify the scope and meaning of this provision.

b) The executing authority

Article 2 (d) DEIO defines the executing authority as the one “having competence to recognise an EIO and ensure its execution in accordance with this Directive and the procedures applicable in a similar domestic case.” The only requirement of the DEIO in this regard is that the transmission of the EIO shall be carried out from judicial authority to judicial authority. To this end, the authorities can use the support of the European Judicial Network.

Thus, each Member State shall determine who will have competence as executing authority, opting either to designate a central authority for transmitting and receiving the EIOs or to decide that the requests shall be forwarded directly to the executing authority (Article 7.3 DEIO). When transposing this Directive, which should be the preferred option? Theoretically, direct transmission is the quickest and easiest way of proceeding but in practice it will not always be easy to identify the authority competent to execute the EIO. For example, if the issuing authority requests information via EIO about the bank accounts of the defendant (Article 26 DEIO), not knowing exactly where those banks are located, it would be easier in such a case to send the EIO to a central authority rather than trying to identify which body is territorially competent. However, if one EIO requests the carrying out of several investigative measures and not all of them would take place in the same place, to whom shall the issuing authority send the EIO: to any of them, to the one competent for the majority of measures, or to the one competent to carry out the more urgent one? This is something that shall be determined by the laws transposing the Directive but, as each of the States may adopt different rules on territorial competence, it is clear to the issuing authority that it would be easier to send the EIO to a central authority that would coordinate the distribution among the executing authorities.

However, centralization is not unproblematic and presents serious risks of delays and, in some countries with a federal structure, it is an option that is out of question. Each of the Member States shall decide in their national transposition laws which system best adapts to its own judicial structure, seeking always to facilitate the swift transmission of the EIO and the easy identification of the executing authority. Taking into account that when receiving an EIO the judicial authority first has to check its own territorial competence before taking any further steps towards the execution of the EIO, the swifter this issue is solved the more effectively the system will function. If rules on territorial competence are not very precise and clear in the execution State, there is the risk that the EIO will keep wandering from one authority to the other: there may be very advanced legal instruments promoting quick and efficient co-
operation but if the tiny details on court management at the domestic level are not efficiently dealt with, the entire system will not result in more efficiency.

c) The defendant and third parties

Two aspects were controversial during the process of negotiating and approving the DEIO and still remain debatable with regard to the protection of the defendant’s rights.26 The first deals with the risk of imbalance between the powers of the prosecution and the defendant in the process of gathering evidence abroad, which would undermine the principle of equality of arms.27 This uneven position of the parties in the transnational gathering of evidence is not new and is not generated by the EIO; however, these differences may be enhanced by this new EU instrument: while access to cross-border evidence by the prosecution will be governed by the principle of mutual recognition, for the traditional schemes that have been valid for decades in international judicial cooperation still apply to the defendant.

In order to respect the principle of equality of arms, the DEIO provides that “the issuing of an EIO may be requested by the suspected or accused person, or by a lawyer on his behalf.” The request by the defendant may be filed “within the framework of applicable defence rights in conformity with national criminal procedure” (Article 1.3 DEIO). This possibility was not foreseen in the initial text of the proposal for an EIO28 and its inclusion in the text of the Directive thus merits a positive assessment. The wording of Article 1.3 DEIO is somewhat confusing, but the meaning appears to be clear: the Member States shall ensure that the defendant has the chance to request the issuing of an EIO, but they have discretion as to regulating how this right shall be exercised: the proceedings, moment, conditions, and other formal requirements for exercising these right shall be regulated by domestic law.

The system allowing the defendant to file a request to the court to collect evidence or to request the adoption of some investigative measures, is coherent with the so-called “inquisitorial” continental model of criminal procedure in which the prosecution acts with impartiality, defending legality and guided by the search for the truth, by looking for incriminating as well as exculpatory evidence. Within this type of proceedings, stemming from the Napoleonic Code de Procédure Penale, unequal access to the evidence on the part of the prosecution and defendant would theoretically be counterbalanced by the impartial approach of the public prosecutor.

Apart from the fact that this balance between the powers of the parties is often more theoretical than real and that practice shows many distortions of the principle of equality of arms, the fact is that providing the defendant with the possibility to file a request to issue an EIO does not seem to be sufficient to ensure such principle.29 In any event, the solution provided by the DEIO is not fully satisfactory for systems with a more adversarial criminal procedure in many EU countries (among them, Italy, Cyprus, Malta, or England and Wales): on the one hand, when the defendant requests the issuing of an EIO, the decision on the proportionality and necessity of the measure lies with the issuing authority, which will also be the public prosecutor in many cases. And, on the other hand, the mere filing of such a request implies disclosing the defensive strategy to the opposing party in an initial stage of the proceedings.

This imbalance is also present at the domestic level, as many legal orders do not allow the defence to gather evidence independently, but only by requesting the adoption of measures by the investigating authority or court. But the difficulties obviously increase when the evidence has to be gathered in a transnational setting. In sum, Article 1.3 DEIO is a first step towards providing access to cross-border evidence to the defendant, but it seems to be insufficient to protect adequately the rights of the defence and the principle of equality of arms.30

It is still to be discussed whether the defence can intervene in the execution of the EIO in the executing State and the possibility to challenge the issuing and/or execution of an EIO. The Explanatory Memorandum of the DEIO recalls that this Directive shall be applied in the light of the Directives regarding the protection of the fundamental rights of the suspect or accused,31 but it is questionable whether such a reference is sufficient to ensure an effective protection of such rights. This issue will be discussed later. Finally, the Directive does not contain any provision regarding the protection of the rights of third parties that may be affected when executing an EIO, save the rules on witness’ and experts’ testimonies through videoconference, telephone, or other audio-visual means (Articles 24 and 25 DEIO). Insofar as third parties’ fundamental rights can be encroached by the adoption of certain investigative measures – for example, the interception of communications (Articles 30 and 31 DEIO) or the controlled deliveries (Article 28 DEIO) –, the domestic laws should provide rules ensuring that these third persons are informed of the measure that has affected them and the ways to protect their rights.

When regulating the legal remedies against the EIO, Article 14.3 DEIO reads that “the authorities shall ensure that information is provided about the possibilities under national law for seeking the legal remedies,” if such information does not undermine the need for the confidentiality of an investigation. The Directive states neither who shall be informed about the legal remedies nor does it state who has standing to challenge the EIO: the defendant affected (all of the defendants
if several), the issuing authority, also any third parties? The Directive leaves a margin of discretion to the domestic legislator to regulate this and thus also to provide a way to protect the rights of third persons affected by the adoption of investigative measures in execution of an EIO. In the transposition of this Directive, the domestic laws should pay attention to the protection of the rights of third parties: first, providing that they shall be informed about them as soon as this is possible and, second, by establishing possible legal remedies if their rights have been unlawfully encroached upon.

3. Conditions and content of the EIO

According Article 6.1 DEIO, an EIO shall only be issued when it “is necessary and proportionate for the purpose of the proceedings” and the requested measure could have been ordered “under the same conditions in a similar domestic case.” Necessity and proportionality are the conditions that have to be assessed by the “judicial” authority issuing an EIO. This assessment is closely linked to the rules on the content of the EIO as provided under Article 5 DEIO.

a) Content of the EIO

The EIO will be initiated by filling out the form provided for that purpose, the minimum content of which is regulated in Article 5 DEIO: identification of authorities and persons concerned; objective and grounds (reflecting the facts that are investigated and the evidence sought), description of the offence prompting the issuing of the EIO, indicating the criminal law applicable to it, and a description of the investigative measure to be carried out (Article 5.1 DEIO). This regulation is appropriate, but it remains to be seen in practice what level of detail is required. For example, what shall be the data to be provided regarding “the identification of the persons concerned?” Does this require the full name/the ID number, or will it be possible to identify the person by indicating the position in a company? To what extent shall the authority describe in the requesting form the criminal act being investigated? Would it be sufficient to refer to the conduct typified in the criminal code or should other particularities also be referred to that would allow the executing authorities to identify other ramifications of the offence? Similar questions arise with regard to the description of the measure requested: would a broad description be enough (e.g., bank data of X person) or shall it be more precise, in order to allow the executing authority to calculate the approximate costs (bank data of X person from a certain date to the present and regarding this precise account)?

It goes without saying that these issues are not to be clarified in the text of the Directive but should be defined as much as possible in the transposition laws in order to avoid practical problems in the execution of the EIOs. Up to now, it was not uncommon in the execution of letters rogatory that the executing authority demands more detailed information before granting the execution of the request for cooperation, which always causes delays in the execution of the measures requested. It would be advisable to establish guidelines on the information to be detailed in the EIO, not only to promote a certain level of harmonization in the laws transposing it but also to avoid requests for complementary information, which are time-consuming for both sides.

In any event, if additional information is required for the execution of the EIO, direct consultation between the authorities involved is the path to be followed, and these contacts should be conducted in a swift and easy manner, avoiding undue delays as much as possible. What is clear is that an incomplete or insufficiently detailed EIO – shall not lead to refusal of its recognition and/or execution, being applicable here in fine Article 6.3 DEIO.

b) Proportionality, necessity, and lawfulness as conditions for the issuing of the EIO

Before issuing or validating the EIO, the “judicial” authority shall assess whether the evidence or measure requested is necessary, adequate, and proportional for the criminal investigation. The proportionality requirement is undoubtedly the most difficult to assess, and it is even more difficult to find a common understanding at the European level.

It would seem unnecessary to require expressly in the DEIO that one of the conditions for issuing an EIO shall be its proportionality, as any evidentiary measure and specifically a measure restrictive of fundamental rights needs to undergo the proportionality test, in the latter case according to the long-established case law of the ECtHR. Nevertheless, and even if proportionality is a condition that could be considered as implicitly required for the adoption of any investigative measure, it is positive that this is specifically mentioned in the Directive, especially taking into account that, in some EU countries, not all investigative measures restrictive of fundamental rights are subject to prior judicial authorization. The experience with the EAW and its “disproportionate” use may also have influenced the text of the DEIO in this aspect.

Once established that the EIO shall comply with the proportionality principle, the Directive does not set any guidelines on how to assess it. It does not even exclude the issuing of an EIO for less serious or petty criminal offences and does not establish a threshold under which the EIO could be considered disproportional.
As there is no common concept of proportionality in the AFSJ, it may be advisable to recall briefly what the elements to be considered are when assessing the proportionality of an EIO.36 Seriousness of the offence, necessity of the evidence for the investigation and adjudication of the offence, existence of other less intrusive investigative measures that would serve to the same aim, the consequences of adoption of the measures for the persons affected, and finally – and generally – whether the measure is proportionate to the aims of the procedure.37 In addition to this proportionality test focused on justification of the encroachment of fundamental rights, another approach to the proportionality assessment may also be taken into consideration: the costs derived from the execution of the measure requested.

Each of these elements have different implications: proportionality regarding the encroachment of fundamental rights may cause the inadmissibility of the evidence collected, while the disproportionate economic costs of executing an EIO not affecting fundamental rights has an influence on efficiency of the criminal justice system but no impact regarding exclusionary rules of evidence. This does not mean that this aspect is not important, taking into account that, as a rule, the costs of the execution, save those being exceptional, will be borne by the executing State. In practice, this element is highly important when providing international judicial cooperation, and the excesses seen in the handling of the EAW have made clear that the cooperation instruments must also be used according to a rational cost-efficiency assessment. It seems that the Directive, when referring to the proportionality principle, is also mindful of this last aspect related to costs.

Is such an approach sensible? From the point of view of facilitating cooperation in transnational evidence gathering, it seems to be adequate not to fix a threshold for issuing an EIO depending on the gravity of the offence. In the future, this will allow use of the EIO to prosecute road traffic offences which are not heavily sanctioned but whose prosecution may require information on the insurance or the ownership of the vehicle – at least until a common register of vehicles is fully established or the different national databases are interconnected.

The proportionality and necessity of the EIO is to be assessed exclusively by the issuing authority and, following the principle of mutual recognition, the requested authority is not entitled to check such assessment or refuse the execution on this ground.38 This being said, however, the Directive grants some leeway to the executing authority in checking the proportionality of the measure, precisely when the requested measure is not in conformity with the principles – also proportionality – established in the executing State.

Moreover, the Directive added in the final stages of its elaboration a new paragraph to Article 6 DEIO, which reads as follows:

3. Where the executing authority has reason to believe that the conditions referred to in paragraph 1 have not been met, it may consult the issuing authority on the importance of executing the EIO. After that consultation the issuing authority may decide to withdraw the EIO.

The meaning of this provision is unclear. Literally, it allows the executing authority to “consult” the issuing one when there are doubts as to compliance with the conditions of proportionality and necessity. But does this mean that the executing authority can question the assessment made by the requesting authority on the necessity of the measure? Taking a look at the Explanatory Memorandum, this interpretation should be excluded. Should then the “consultation” be limited to questioning the proportionality of the EIO? In such case, what criteria of proportionality could be subject to consultation: only the proportionality of the costs or also the proportionality of an intrusive measure according to the offence investigated? The way in which Article 6.3 DEIO has been drafted admits any of these interpretations. This provision may function as a “warning” to the issuing authority: it will know that the executing State may, by way of “consultations,” exercise some control over the proportionality assessment made in the EIO. Be this the intention or not, in the end, the ambiguity of this article promotes the consultations between authorities.

More surprising is the consequence provided in Article 6.3 DEIO once the consultation has been completed: “after that consultation the issuing authority may decide to withdraw the EIO.” An answer to the consultation is not foreseen, nor a clarification of the doubts expressed by the executing authority. All this suggests that the main objective of this rule is to solve issues related to the costs of executing the EIO. If this is the case, the term “consultation” would express the unwillingness of the executing State to cover the costs of the investigative measure requested, indicating by way of “consultation” that the issuing State should bear the costs (totally or partially). At this new “economic scenario” the issuing State should consider either assuming the costs or withdrawing the EIO.

If this is how Article 6.3 DEIO is to be interpreted, the procedure of “consultations” would serve to counter the criticism expressed by several Member States against bearing the cost of carrying out investigations in support of offences prosecuted abroad, while those same offences would not be prosecuted in their own territory in application of the principle of opportunity in order to save costs.

But if Article 6.3 DEIO is one of those rules that is included in a legal instrument just to pave the way towards facilitating
its adoption and to overcome the opposition of some Member States – or the Council –, it cannot be overlooked that it gives rise to several questions: On one hand, because it does not state that the consultations will be limited to the costs of the execution of the EIO and, on the other hand, because through these “consultations” on the costs, there may be a risk that the cooperation is hindered or even that it is only provided if the costs are not “exceptional” (according to the point of view of the executing authorities) or if they are assumed by the requesting State.

Finally, in the future, it shall be clarified what is considered “exceptional costs,” because if the legal differences between EU Member States are huge, the economic differences are no lesser, and there is also a risk that those economic differences may have a negative impact on the smooth implementation of the EIO. A common understanding of what proportional requests and proportional or reasonable costs are in the execution of EIOs should be reached with the aim of creating an environment favourable to transnational cooperation.

4. Recognition and execution of the EIO

In accordance with the principles of mutual recognition, the grounds for refusing to recognise and/or execute an EIO are limited to precise causes and, as a rule – as has been explained above – without reviewing the reasons which led to the issuing of the EIO.

During the process of drafting the DEIO, it was discussed at length how the grounds for refusal should be regulated in order to foster the principle of mutual recognition instead of creating reasons for distrust among the Member States. Once the Directive has been adopted, this discussion should be left aside, as it is not a priority at present to define whether this principle is needed to overcome the problems of mutual legal assistance or to what extent the implementation of the principle of mutual recognition should move forward more quickly or rather with more caution. Despite the fact that there are still several EU countries not willing to yield any powers regarding the criminal law and that oppose carrying out intrusive investigative measures to support a foreign criminal proceeding, at the moment all stakeholders have to accept that the principle of mutual recognition shall apply to the gathering of evidence and everyone should contribute to the adequate implementation of the DEIO.

a) The grounds for substituting and/or refusing the EIO

When regulating the grounds for refusal of an EIO, the Directive has tried to limit them as much as possible and providing also that before refusing the execution of a measure, alternatives should be found to overcome the indrances for the execution of measure requested in the EIO. Thus, the DEIO regulates “the recourse to a different type of investigative measure” (Art. 10 DEIO) and possible grounds for refusal (Art. 11 DEIO). Another ground for refusal, this one of mandatory nature, is the one foreseen in Article 9 DEIO for those cases where the EIO has been issued by an authority who has no competence under the DEIO.

Recourse to a different type of investigative measure

Article 10 DEIO regulates the cases in which the executing authority, prior to consultation with the issuing authority, can or shall apply a different measure than the one requested. The situations are mainly three:

1) The investigative measure indicated in the EIO does not exist under the law of the executing State (Article 10.1 (a) DEIO);

2) The investigative measure indicated in the EIO would not be available in a similar domestic case (Article 10.1 (b) DEIO);

3) The measure exists and could be applied, but the same result could be achieved by a less intrusive measure (Article 10.3 DEIO).

In the two first situations – the measure does not exist or is not applicable in the case described in the EIO –, if the EIO cannot be executed by resorting to an alternative measure, the issuing authority shall be informed about the impossibility of complying with the EIO. This can only happen with regard to measures not included in Article 10.2 DEIO, as such measures are considered to be applicable in every Member State.

With regard to the rest of measures – essentially those that would entail a restriction of fundamental rights – if the executing State does not have a measure equivalent to the one requested, the EIO shall be refused. Technically, this is not a “refusal” to execute but an “impossibility to provide assistance requested” for legal reasons (Article 10.5 DEIO). This additional ground for non-execution is one of the examples of flexibility regarding the principle of mutual recognition, closer to the system of mutual legal assistance and was introduced in the EIO with the aim of protecting the coherence of the legal system of the requested State: this avoids the obligation to execute measures that would infringe its own principles on legality and proportionality and would imply applying different standards to the national investigations and to those investigations ordered by an authority of another Member State.
It can be argued that this is exactly what happens when executing an EAW if the double incrimination condition is lacking, where the executing State detains a person even when the conduct for which the detention is ordered is not an offence in the executing State. In this case, the “sufficient legal basis” and the “foreseeability” requirement are also missing, as the detention would not be allowed for “a similar national case.” This contradiction between the EIO and the EAW as to the approach to the principle of mutual recognition merits deeper reflection, which lies beyond the scope of this analysis.

It is manifest that the scope of application of the principle of mutual recognition has been limited in this Directive in comparison to the Framework Decision on the EAW of 2002. The explanation may be found in following reasons: On the one hand, the level of security alarm at present is perhaps not as high as it was at the moment the EAW was approved; on the other hand, since the adoption of the EAW, much criticism has been voiced against the abusive use of the EAW. This different scenario may explain – at least to a certain extent – that the Member States are no longer so willing to accept new EU legal instruments that require “blind” acceptance of the principle of mutual recognition, especially when those instruments may require the restriction of fundamental rights in their own territory. The EIO shows that the EU Member States may not be so enthusiastic to cooperate blindly in criminal matters against their own principles and traditions but, nevertheless, the EIO can still be viewed as progress in judicial cooperation in criminal matters.

The possibility to change the measure if another measure is less intrusive than the one indicated in the EIO would provide the same results also reflects a certain flexibility on the blind operation of the principle of mutual recognition. Article 10.3 DEIO allows the executing authority to check the proportionality of the measure selected in the EIO. This does not mean that the executing authority can review the assessment made by the issuing authority but, according to the facts described in the EIO and the legal framework of the executing State, it can suggest the substitution of the requested measure by another that is less intrusive than the one indicated in the EIO. For example, if the EIO requests taking blood samples to make a DNA match and such a DNA profile already exists in the police databases of the executing State, it is logical that the executing State can provide the same information by less intrusive means and thus that the change in measure should be carried out. Or, for example, if the EIO requests the entry and search of premises to obtain some financial information, if such information can be obtained through a production order directed to the relevant bank, the less intrusive measure should be chosen. This mechanism is welcome insofar as it does not affect the efficiency of the cooperation, while it provides an additional safeguard for the fundamental rights of the persons affected by investigative measures requested through an EIO.

Grounds for refusal of recognition or execution

The structure and content of the grounds for refusal of an EIO basically follow the same pattern as the one found in the international conventions on mutual legal assistance in criminal matters of 1959 and of 2000, excluding the clause of ordre public and double incrimination but adding the general clause on the protection of fundamental rights recognised in the EU and in the domestic legal order. The general grounds for refusal are listed under Article 11 DEIO, which are completed with other grounds making the execution of the requested EIO impossible (e.g., Article 24.2 DEIO, when the defendant does not consent to appear through video link).

As a ground for refusal of the EIO, the inclusion that “there are substantial grounds to believe that the execution of the investigative measure indicated in the EIO would be incompatible with the executing State’s obligations in accordance with Article 6 TEU and the Charter” (Article 11.1 (f) DEIO), is consistent with Article 1.4 DEIO, which recalls that this Directive does not modify the obligation to respect the fundamental rights enshrined in Article 6 TEU. The European legislator addresses herewith the criticism expressed during the elaboration of this Directive for not adequately addressing the protection of the fundamental rights. The formulation of this ground for refusal is quite broad: it does not require proof that there has been a violation of a fundamental right – which would be certainly difficult if not impossible – but it is sufficient that there are “substantial grounds to believe” that the execution of the EIO may cause such infringement. It is important here to draw attention to the fact that this provision refers to the rights recognised in the European Charter – as interpreted by the ECJ –, which will not be always coincident with the fundamental rights recognised in the national constitutions of the Member States.

Does this ground for refusal amount to a kind of European ordre public clause? To my mind, calling the ground provided in Article 11.1 (f) DEIO such would not be erroneous and, as long as it is used correctly and not invoked in an abusive manner, it represents a specific safeguard for the protection of the fundamental rights in the AFSJ.

Before taking a decision on any refusal, the Directive imposes contacting the issuing authority, as a way of promoting fluent cooperation between both authorities and to overcome any
The continuous communication should be the guiding principle in the cooperation requests, albeit maintaining a certain formality in order to enable the defence to monitor the lawfulness of the proceedings.

b) Applicable law in the execution of the EIO

The rules applied to obtain evidence in a foreign State may determine the admissibility of such evidence in the criminal process developed in the requesting State. Some legal systems require that, in order to produce its effects, evidence must be obtained in accordance with the lex fori, while other systems recognize its validity as far as the lex loci has been respected.\(^4\) There are countries in which evidence stemming from a foreign State is accepted in accordance with the so-called principle of non inquiry, i.e., the formalities or rules that governed the evidence-gathering process are not questioned or confirmed at any time; there is not even any control over whether such rules were respected or not\(^4\). The diversity of solutions existing in each of the Member States prevents or impairs what has been named “the free circulation of criminal evidence,” on the one hand and, on the other hand, may have an impact on the defendant’s rights of defence.

To overcome the first problem, and while there is sufficient procedural harmonization at the European level, the best solution is likely that the executing State respects as much as possible the rules and formalities indicated by the issuing State. Such accommodation of the investigative measure to the lex fori, which was already foreseen in the 2000 European Convention on Mutual Legal Assistance (Article 4), appears in the Framework Decision on the European Evidence Warrant and in Article 9.2 DEIO. Its purpose is to prevent the obtained evidence from becoming inadmissible because of not complying with the lex fori. In order to ensure the correct execution of the EIO, and also accommodation of the required formalities, the issuing authority can request that authorities of the executing State assist the local authorities in their execution if this is not contrary to the fundamental principles of the relevant State (Article 9.4 DEIO). At the same time, the Directive prevents the lex fori from being imposed in the executing State if it is not compatible with the lex loci or, to be more precise, with its basic legal principles. Such a rule, no doubt, facilitates inter-State cooperation as well as the admissibility of evidence obtained abroad but, in my opinion, it does not provide an appropriate answer to the problems raised by transnational evidence.

The transnational dimension of a proceeding must indeed foster cooperation but not at the cost of distorting the principles applicable to the proceeding or reducing the defendant’s rights of defence\(^5\). This is the reason why many scholars argued, for a long time, that it is necessary to establish specific rules applicable to transnational criminal proceedings in Europe\(^6\) in order to ensure that the right of defence is not infringed when evidence is transferred from one Member State to another. It is often taken for granted that the executing State taking care that the investigative measure performed in its territory respects the lex loci, adjusted, if need be, to the formalities of the lex fori. But who controls in the main proceedings if such rules have been respected? In most countries, the defence is supposed to take care of it, but what are the real possibilities if the defence does not know how the evidence was obtained in the foreign country and what the applicable rules in that country are? This is definitely a pending issue in the construction of an AF$J$ if we wish to guarantee that security does not ultimately become the prevailing leitmotiv.

For the time being, Article 14.7 DEIO at least introduces a general rule aimed at also advancing the protection of defence rights in transnational proceedings:

Without prejudice to national procedural rules Member States shall ensure that in criminal proceedings in the issuing State the rights of the defence and the fairness of the proceedings are respected when assessing evidence obtained through the EIO.

This rule, added to the text of DEIO at the last minute, certainly constitutes significant progress because, even though it does not explicitly abolish the principle of non-inquiry, it does imply that the courts must scrutinize the way evidence was obtained in another State and check that the defendant’s fundamental guarantees have been respected.

c) Remedies

The substantive reasons for issuing the EIO can only be challenged before the courts of the requesting State “without prejudice to the guarantees of fundamental rights in the executing State” (Article 14.2 DEIO). As I understand this rule, it refers to the executing authority’s obligation to ensure that fundamental rights are duly respected (Article 1.4 DEIO), to the possibility to refuse the execution when there are serious reasons to believe that the execution would cause a violation of those rights (Article 11.1 (f) DEIO), or to the possibility to consult the issuing authority when there are doubts about the proportionality of the investigative measure requested in the EIO.

Moreover, in accordance with Article 14.1 DEIO, Member States are bound to ensure that all measures adopted in execution of an EIO can be challenged through the same channels foreseen for a similar domestic case, i.e., under the same conditions as if a national authority had decided the measure.\(^7\) This will be possible only if an essential condition is met: that
the defence knows and is informed of the execution of such measure. The determination of when and under which conditions such information must be provided is left to national legislation as long as confidentiality is not undermined (Article 14.3 DEIO). In this respect, this rule does not add virtually anything to the general right to a remedy except for the generic requirement that domestic rules must allow the “effective exercise” of those legal remedies.

In practice, the possibility to challenge the measures carried out following an EIO will depend on a number of factors; in particular: knowledge of such measures and the time in which the defence is aware of them; the national regulation of the right to be assisted by a lawyer in the execution of the measures; and the defendant’s actual possibilities to have access to a lawyer in the executing State (or States). This is, of course, a complex subject that would deserve a separate study. For the purposes of this article, it will suffice to mention that neither the EU Directive on Access to Lawyer nor the Proposal for a Directive on Legal Aid foresee specific mechanisms to guarantee such types of transnational defence.

As a consequence, the defence, once it has been informed of the measures executed abroad, will normally be able to challenge them in the State of execution of the EIO only if it appoints and pays its own lawyer. Furthermore, if the challenge is successful, even when it is recognized that the measure was unlawful or executed infringing the law, this would not lead to the exclusion of such evidence from the criminal proceedings for which it was requested, as it will depend on the exclusionary rules of evidence applicable in the relevant State. The only real contribution of the Directive in this regard, as indicated above, is the provision of Article 14.7 DEIO: Member States are to ensure that fundamental rights are respected in the assessment of evidence. This rule should certainly not be understood as an optional recommendation; nevertheless, its real impact will finally depend on the way the Directive is transposed in each of the Member States and, of course, on the case law of the ECJ when deciding on infringement proceedings as well as on preliminary questions.

III. Assessment of the EIO: Progress and Pending Issues

No doubt the approval of this instrument is good news for the development of the area of freedom, security and justice in the EU in order to facilitate judicial cooperation in criminal issues and, therefore, to achieve a more efficient fight against transnational criminality.

From this perspective, it seems clear that it is very positive to have a single instrument for the requesting of cross-border evidence, overcoming in this way the lengthy and inefficient system based on the letters rogatory transmitted according to international conventions – with their innumerable reservations and slow procedures – and through the limited mechanism of EEW. Certainly, the fact that it is possible to request in the same EIO both the evidence and the measure for securing it is already an important improvement in comparison with the current system (Article 32 DEIO). The use of standard forms simplifies the issuing and transferring of the judicial cooperation request, also facilitating its recognition and execution. However, the existence of standard forms does not automatically guarantee a fluent and smooth execution of an EIO. One of the main problems identified so far in the area of judicial cooperation on obtaining evidence is the slow pace of the execution of letters rogatory – it is no exception that the execution experiences delays of many months and even years. Obtaining and securing evidence through fast channels is essential for the success of criminal investigation in most cases, above all when it concerns electronic data.

This Directive endeavours to avoid delays in the execution of an EIO especially in two ways. On the one hand, it provides that the EIO will be processed with the same priority as any other request for assistance coming from a national authority. On the other hand, it explicitly indicates that the execution will be performed “as soon as possible” and determines specific deadlines for it – a maximum of 30 days to decide on its recognition and execution (Article 12.3 DEIO) and 90 days to effectively execute the requested investigative measure (Article 12.4 DEIO).

It is to be expected that the EIO will contribute to rendering judicial cooperation in a more agile and expedient manner. It could be objected that international conventions also provide that the execution be performed without delay, and it has not prevented regrettable and often unjustified procrastination. However, as is well known in all procedural systems, the mere establishment of deadlines does not guarantee per se that terms will be respected but it no doubt fosters compliance. To this we can add the mechanisms to enforce the EU rules, which are potentially much more efficient than those foreseen in international conventions. In any event, the difficulties will not disappear immediately, among other reasons because the delays and dysfunctions existing in the administration of justice of some Member States at the domestic level will continue having an adverse effect ad extra when those countries receive an EIO.

When an EIO requests the adoption of measures to secure evidence (Article 32 DEIO), the executing authority, if possible, must decide on the execution and communicate its decision to the issuing authority within 24 hours (Article 32.2 DEIO). Note, however, that no specific term is indicated for the execu-
tion of the relevant measure and therefore general terms are applicable, without prejudice to the obligation to execute the measure without delay or as soon as possible. In any event, if the issuing authority mentions emergency reasons in the EIO that justify the urgent adoption of precautionary measures, in my opinion, the executing authority should follow the same criteria and procedures as if they were measures requested by a national court. However, in practice, it would be important not to make excessive use of “urgency” in securing evidence, the only aim being to speed up the timely execution of the EIO, as this may also have negative effects in the long run.

It has to be taken into account that the Directive is aimed not only at facilitating the execution of the requested measures but also at ensuring that they are admissible later in the criminal proceedings for which they have been requested. Therefore, the admissibility of evidence obtained will certainly be facilitated if, in the execution of the EIO, the lex fori is also respected – at least those formalities explicitly indicated by the issuing authority that do not contradict fundamental principles of the State of execution. The Directive does not include rules on admission or exclusion of evidence but at least states that the trial court shall take into consideration the way evidence has been obtained in a foreign country in order to assess its evidentiary value (Article 14.7 DEIO).

It must also be noted that, although harmonization of procedural rules in the AFSJ is not a direct objective of this Directive, the detailed regulation on hearings through video link (Article 24 DEIO) will most likely lead to a certain harmonization of the current rules governing this method of interrogating witnesses, experts, and the defendant. Certainly, the Directive regulates only the way in which a videoconference is performed in a cross-border setting; it may also promote a harmonised regulation of videoconferences at the domestic level. In effect, it is foreseeable that national legislations will tend towards adopting only one regulation for videoconferences and not separate regulations for videoconferences at trial hearings in domestic trials and at trial hearings in transnational proceedings (without prejudice to the special characteristics of transnational questioning).

Also, in the field of access to data from banks and other financial accounts and operations, the Directive encourages a certain legal harmonization, for it imposes on Member States the obligation to regulate and guarantee such access (“take the measures necessary to enable it to provide the information referred to,” Articles 26.2 and 27.2 DEIO).

If we look at the Directive from the perspective of the protection of fundamental rights, it can be said that its content has been notably improved since the initial drafts until approval of the final text, and many problematic aspects have been corrected. The requirements that the issuing authority must meet before sending the EIO seem appropriate:

- Issuing authorities must assess the necessity and proportionality of the measure in question as well as its legality, applying the same criteria as if it were for a domestic case;
- Every EIO must be authorized or validated by a judge or public prosecutor (depending on the relevant national laws), which means that evidence that can be obtained directly by the police at the domestic level will always be subject to the control of a judge or public prosecutor if it has to be obtained in a foreign State;
- States are obliged to regulate the possibility to file a remedy against the EIO as well as against the evidence obtained through it, in a way that guarantees that it can be effectively exercised;
- The trial court, when assessing the evidence obtained through an EIO, must take into account the way in which it was obtained – the Directive does not impose any specific exclusionary rule of evidence but indicates that it is necessary to scrutinize whether the requisites for the admissibility of evidence have been met. The guarantees that must be complied with in the executing State also seem sufficient, above all considering the provision on respecting the lex loci.

In sum, the assessment of the EIO from the point of view of protecting fundamental rights of defence is positive, although there are certain aspects that need to be improved in order to ensure an effective defence at the transnational level.

IV. Concluding Remarks

In this article, I have only addressed some aspects of the Directive regarding the EIO, considered relevant in order to make a preliminary assessment of this new EU legal instrument for the transnational gathering of evidence in criminal matters with a view to its adequate implementation into the national laws. There are many issues that need to be assessed in detail, for example the specific provisions on certain investigative measures, the impact of the DEIO on the rules contained in the FD EAW on the temporal transfer of detained persons, or also the important issue of the data protection of information transmitted in execution of an EIO.

Notwithstanding the positive assessment this Directive merits, the challenge remains of addressing a more effective protection of the fundamental rights of defendants in transnational criminal proceedings. As long as the right of access to a lawyer is not adequately guaranteed in both the issuing and the executing State, and as long as there is no effective possibility
for the defence lawyer to challenge the validity of the evidence obtained in another EU country, it can be concluded that the principle of mutual recognition operates mainly in favour of the prosecution: the defence still does not have the same opportunities to challenge transnational and national evidence, and this has a negative impact on the principle of equality of arms. However, these negative consequences are not attributable to this Directive per se but rather to the lack of rules comprehensively governing the transnational proceedings and especially the absence of a mechanism to grant an efficient transnational defence.60

Finally, it can be questioned whether this Directive represents true progress in the implementation of the principle of mutual recognition in criminal matters, as the core principle for setting up the AFSJ as stated under Article 82 TEU. On the contrary, as the Directive has introduced a significant flexibility into the application of this principle, could this be viewed as a failure in adopting the principles accepted in the TEU? Are we at the beginning of a slow advancement towards the implementation of the principles of mutual recognition or rather facing a step backwards in this process? The answer to this question obviously depends on the point of view taken: when compared to the EAW, the EIO is clearly less ambitious or more cautious with regard to the principle of mutual recognition. But if the comparison is made with the system of gathering evidence through the mutual legal assistance instrument, the EIO unequivocally represents a significant advancement towards the implementation of the mutual recognition principle.

All in all, it may not be worth continuing to discuss the slower or swifter pace of the implementation of the principle of mutual recognition. At present, the long awaited EIO has to be welcomed, as it will serve to better fight the transnational criminality in an EU without borders. Attention is now to be paid to the process of transposing this Directive into the national legal orders and further to the role the ECI is called to play in ensuring the efficient implementation of the EIO, respecting the rights of all parties concerned and especially the rights of defence.
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27 L. Bachmaier, op. cit. (fn. 8), p. 587.

28 It was included after the working sessions of 16 April and 14 May 2013, see the Council Document 8754/13, 24.04.2013. Also see Council Document 9747/1/13, 29.05.2013.


31 See para. 15 Explanatory Memorandum.

32 These requirements are also found in Article 7 FD EEW, but they were not in the first text of the Proposal for a Directive EIO, see L. Bachmaier, op. cit. (fn. 8), p. 585.

33 See Annex A.

34 See L. Bachmaier, op. cit. (fn. 8), p. 585. Some authors understood that I was considering that the EIO should not be subject to the proportionality test, as S. Ruggeri, op. cit. (fn. 14), p. 288. However, this was never my stance.

35 See Article 4 DEIO.


38 L. Bachmaier, op. cit. (fn. 7), p. 98 ff.


41 This ground for refusal was not included in the initial text of the Proposal of a DEIO of 29 April 2010, which I already criticized in L. Bachmaier, op. cit. (fn. 8), pp. 584–585.

42 This is what S. Ruggeri has called ‘availability assessment’, who criticizes that the defence does not have an opportunity to intervene, S. Ruggeri, op. cit. (fn. 14), p. 203.


44 See L. Bachmaier, ‘La propuesta de directiva europea sobre la orden de investigación penal: valoración crítica de los motivos de denegación’, p.7 ff.

45 M. Böse, ‘Ermittlungsanordnung – Beweistransfer nach neuen Regeln?’, ZIS, 4/2014, p. 154 classifies the grounds for refusal in three types, similar to those set out here.

46 See A. Mangiaracina, op. cit. (fn. 26), p. 121.

47 In the same sense, M. Böse, ‘Ermittlungsanordnung – Beweistransfer nach neuen Regeln?’, p. 154. On the need of this rule see J. Vogel in ‘La prueba transnacional en el proceso penal: marco para la teoría y la praxis’, in La prueba en el espacio europeo de libertad, seguridad y justicia penal, p. 57.


50 A. van Hoek and M. Luchtmann, op. cit. (fn. 49), p. 16: ‘the current inter-state practice thus creates a gap in legal protection that does not exist in purely national cases’.


52 As demanded by J. Vogel in La prueba transnacional en el proceso penal: marco para la teoría y la praxis, p.60.

53 Granting the possibility for the defence lawyer to be present during the execution of the EIO can also be crucial for the admissibility of evidence if such presence during the execution of an investigative measure is required in the lex fori, as for example in the Italian criminal procedure. See R. Belfiore, ‘Critical Remarks on the Proposal for an European Investigation Order and Some Considerations on the Issue of Mutual Admissibility of Evidence’, in S. Ruggeri, op. cit. (fn. 25), p. 102.


56 See L. Bachmaier, ‘La cooperación judicial en asuntos penales en Europa: consideraciones prácticas, situación actual y propuestas de futuro’, in El derecho...
Is the EU Ready for Automatic Mutual Recognition … in the Fight Against Crime?

Jean Albert and Dr. Jean-Baptiste Merlin

Today, crime pays! This is a familiar statement. Assets of criminals remain sheltered and their value is significant at both European and international levels.1 The capacity for criminals to enjoy the fruits of their criminal endeavours has the following three immediate economic consequences. First, crime does pay. Second, criminal activities will continue to perpetuate, as criminals are able to invest in the future by having the means to corrupt others and inspire those keen to emulate their well-rewarded achievements. Third, as criminals seek to launder the fruits of their activities and reinvest in the regular economy, they create market distortions, for they are unfair competitors not having borne the initial costs of doing business.

In order to fight crime efficiently, to deter from criminal activities, one must ensure that crime does not pay. Although this has been a constant preoccupation of the EU (part I), recent developments in EU law-making and practice indicate that the momentum has grown, creating the opportunity for automatic mutual recognition to become a reality in criminal matters (part II).

I. Mutual Recognition in European Union Law

The principle of mutual recognition is captured in one clause in the U.S. Constitution.2 The full faith and credit clause includes strong but simple language capturing the level of trust that federated states place in each other’s legal and administrative systems. The rationale for this provision has been subsequently clarified by case law interpretation that regards it as a “nationally unifying force” within the United States.3 Although mutual recognition in the United States concerned primarily judicial decisions and records, it has been extended to public acts over time.

Unfortunately, the EU treaties do not contain such a clause. Instead, the Lisbon Treaty contains language that envisages mutual recognition on a case-by-case basis as may be agreed in the future by the European Union institutions. A future treaty will hopefully include simple yet commanding as well as straightforward and all-encompassing language.

In the civil law context, Art. 81 Paragraph 1 of the consolidated Treaty on the Functioning of the European Union (TFEU), after entry into force of the Lisbon Treaty, provides the legal basis for mutual recognition as the foundation for judicial cooperation in civil law cases with cross-border implications, including taking measures for the approximation of legislation. In accordance with the ordinary legislative procedure, Art. 81-2 empowers the European Parliament and the Council to take certain measures to promote this objective (eight types of measures are listed). Pursuant to Art. 81-3, the Council, acting in accordance with a special legislative procedure, may also adopt a decision covering aspects related to mutual recognition in the area of family law.

In the criminal law context, the Lisbon Treaty provided the first legal basis for mutual recognition. As a result of its entry into force, Art. 82 Paragraph 1 of the TFEU states that
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It is generally accepted that mutual recognition provides a
powersful means of improving judicial cooperation, especially
in criminal matters. This has drawn international attention; new standards have been developed under the auspices of various international organizations. The United Nations and the Council of Europe have played a leading role in defining international multilateral instruments setting up basic standards in the field of mutual recognition and judicial cooperation in criminal matters.

Building on these efforts, the EU has gone much further. Since the entry into force of the Lisbon Treaty, significant steps have been taken towards a unified European prosecution, although there is still a long way to go for this to fully materialize. To date, the most effective mutual recognition instrument in criminal matters in the EU is the European Arrest Warrant (EAW). Its success is due to at least four factors. First, the grounds for refusal to enforce an EAW are very limited. Second, the EAW clearly replaces traditional extradition procedures, thus becoming the only available instrument. Third, the case law of the ECJ has clarified aspects of the EAW, thus facilitating its implementation and contributing to legal certainty. Fourth, constitutional changes possibly required by such new instruments are possible. Since the EAW deals with the ne bis in idem, territoriality, and double criminality principles, lessons learned from its implementation are useful in the preparation of any new mutual recognition instruments in criminal matters.

The EU has less successfully put in place other instruments to fight against crime by allowing the freezing and confiscation of criminal assets and by inviting Member States to work together to ensure that the assets transferred or located in another Member State are not sheltered from freezing or confiscation. These instruments stem from the Presidency Conclusions of the Tampere European Council of 15 and 16 October 1999:

They thus imply both an approximation of legislation and mutual recognition.

Prior to 2014, in the area of freezing and confiscation of criminal assets – at the EU level and in addition to existing international arrangements – two types of instruments were adopted and are, at least partially, still currently in force. The first instrument focuses on substantial rules for the confiscation of criminal assets. Council Framework Decision 2001/500/JHA of 26 June 2001 on “money laundering, the identification, tracing, freezing, seizing and confiscation of instrumentalities and the proceeds of crime” and Council Framework Decision 2005/212/JHA of 24 February 2005 on “confiscation of crime-related proceeds, instrumentalities and property” epitomize this approach. The second instrument focuses on procedures for the mutual recognition of decisions from one Member State in another Member State on the freezing and confiscation of criminal assets. It translates into EU law as Council Framework Decision 2003/577/JHA of 22 July 2003 on “the execution in the European Union of orders freezing property or evidence” and Council Framework Decision 2006/783/JHA of 6 October 2006 on “the application of the principle of mutual recognition to confiscation orders.”

Following the observation that these and other instruments were ineffective and the amounts of criminal assets recovered unsatisfactorily, the European Commission, on 12 March 2012, adopted a proposal for a Directive (“2012 Proposal”) to harmonize substantial rules on the confiscation of criminal assets in the EU, including value-based confiscation, extended confiscation, third party confiscation, and the possibility for confiscation orders to be issued without a criminal conviction in specific cases. The 2012 proposal was finally adopted in 2014 as Directive 2014/42/EU. The harmonization embedded in the directive aims at creating a coherent body of substantial rules that should, in turn, enhance mutual trust and effective cross-border cooperation.

II. Perspectives on the Stakes of Current Law-Making with regard to Mutual Recognition

The Commission Impact Assessment accompanying the 2012 Proposal identified that the preferred policy option for the Commission to pursue is the harmonization of substantial
rules coupled with an additional instrument on mutual recognition, in order to achieve maximum effectiveness. In a 1999 discussion paper on mutual recognition of judicial decisions and judgments in criminal matters, the UK Delegation to the K.4 Committee had already highlighted the risk that the harmonization of substantial rules alone might prove insufficient. In particular, it noted that:

 [...] however, experience has shown that approximation is time consuming and sometimes difficult to negotiate. Full harmonization of all criminal offences is not a realistic prospect; moreover, differences in criminal procedures will continue to impede judicial cooperation. Member States will continue to have different systems of criminal law for the foreseeable future. Even if laws were fully aligned, lack of mutual recognition would still imply the need to check facts and satisfy legal conditions before co-operation could be provided. In order to remove unnecessary procedural hurdles and formalities, work on approximation must be accompanied by progress towards mutual recognition. Mutual recognition can sometimes provide a shorter route to improving cooperation, without fully aligning legislation.22

Indeed, during the negotiations on the draft directive, the Council called on the Commission to present an additional proposal on mutual recognition to amend Framework Decisions 2003/577/JHA and 2006/783/JHA.

The directive that aims at harmonizing substantial rules on the freezing and confiscation of criminal assets in the EU was finally adopted in 2014.23 It is clear from its final wording that the text falls short of its original harmonization objectives. Indeed and understandably, EU states are reluctant to extensively harmonize areas that pertain to their core legal structures and sometimes even impact their constitutional principles. After all, it was not so long ago that “confiscation” was used as a tool to arbitrarily deprive people of their assets in some countries. Leaders remember this. So does the public. Everyone is aware of the potential for abuse. A general reluctance that results from the implementation of the European Arrest Warrant can also be noticed. Although the European Arrest Warrant is generally seen as a useful and effective tool, its use by some countries to prosecute minor offences, some of which were committed more than 20 or 30 years ago, has undermined confidence in the system. When using new effective legal tools, including those for the freezing and confiscation of unlawfully gained assets, countries must regularly keep in mind, the basic trust-generating principles captured in the protection of fundamental rights as well as the proportionality principles. This means that the measure undertaken be proportionate to the objective sought, taking the following into consideration:

(i) The nature and impact of the measure in comparison to the offence committed and the time of its commission;
(ii) The importance of a specific case in comparison to other cases (the idea being to prioritize the fight against terrorism, organized crime, drug trafficking, sex offences, and human trafficking by placing them at the top of the list);
(iii) The cost-benefit ratio of enforcing a measure in the legal system (the idea being that resources are finite and that there must be a proportionate and rational use of resources).

In fact, harmonization is not always the better route. Harmonization can undermine the fabric of society. The EU is rich because of its diversity and this diversity should remain and even prosper within EU borders. Harmonization has its limits and often causes frustration among populations that have very different social, economical, and legal backgrounds, values, and cultures.

This is where the conceptual discussion on whether mutual recognition might be a preferred alternative to harmonization comes into play. Mutual recognition in this context is the following principle: if a judicial decision is made anywhere in the EU, it can be executed anywhere in the EU. Obviously, mutual recognition can increase the efficiency of harmonization tools such as the 2014 Directive. Where rules are similar, they are better understood and the execution of decisions implementing them consequently easier to enforce. As a standalone measure, however, mutual recognition also provides for a solution that avoids having to harmonize too intensely, thus preserving diverse legal cultures whilst ensuring that justice systems can remain effective within the framework of an area in which assets and criminals can move freely.

III. Mutual Recognition Ensures Diversity whilst Promoting Trust

Mutual recognition ensures diversity and respect for each Member State’s regulations and choices. Although the argument for limiting harmonization is based on the need to respect and preserve different legal systems, the same argument can be used to promote mutual recognition. There should be no excuse today for not executing in Member State B a judicial decision from Member State A that seeks to freeze or confiscate unlawfully gained assets. If a person goes to Member State A to commit an unlawful act, in doing so, he or she must be subjected to the consequences of his or her act in such Member State A, based on Member State A’s legal system – however different it may be from that of other Member States or even of Member State B.

In other words, if a judicial decision is rendered in a Member State against such person and he or she, using the freedoms afforded by the EU treaties, has taken refuge in another Member State with his or her illegally gained assets, that other Member State holds a duty to automatically execute the decision rendered in the first Member State. It thereby signals understand-
ing that the freedom afforded by the EU treaties have as their logical consequence the need to ensure that justice systems are not abused and respects the legal differences that it may have with the first Member State.

This duty should always be balanced with the duty to protect and uphold fundamental rights, including:

- Respect for the principle of legality;
- The right to a fair trial;
- The availability of effective legal remedies;
- Effective judicial review mechanisms;
- The protection of bona fide third parties;
- The right of access to justice;
- The right of defence;
- The right to a fair and public hearing within a reasonable time;
- The right to be informed on how to exercise other rights;
- The proportionality principle.

No Member State should become a safe haven for those who wilfully perpetrate unlawful acts in other Member States and abuse the freedoms afforded by the EU treaties in the process. Mutual recognition of judicial decisions is an essential component of the freedoms afforded by the EU treaties. Without it, the EU will always be as much an area of freedom for citizens as for criminals.


2 Article 4, Section 1 of the U.S. Constitution, 1787 (so-called Full Faith and Credit Clause): “Full Faith and Credit shall be given in each State to the public Acts, Records, and judicial Proceedings of every other State. And the Congress may by general Laws prescribe the Manner in which such Acts, Records and Proceedings shall be proved, and the Effect thereof.”


7 Ibid., pp. 27-39.


11 http://www.euracri.eu/summits/summar_en.htm


15 O.J. L 196, 02.08.2003, p. 45.


Information Sharing between OLAF and National Judicial Authorities

The Advantages of a Supranational Structure and the Legislative Limitations Specific to a European Hybrid Body

Dr. Romana Panait*

When dealing with the question of the sharing of information by OLAF, such a reflection must necessarily address the status of OLAF, not only taken individually but also in the more general context of the array of (present and future) European institutions. From its position in the European legal order, as a supranational body responsible for “the fight against fraud, corruption and any other illegal activity adversely affecting the Community’s financial interests,” OLAF is empowered to request the assistance of the competent national administrative authorities of the Member States operating in the same area, which are under an obligation to provide such assistance.

It is an entirely different situation when it comes to national judicial authorities, in relation to which OLAF positions itself as a parallel structure, both in terms of status and in terms of competence. This might appear to be a paradoxical state of facts, given that an important part of the outcome of OLAF’s activity are the judicial recommendations addressed to the national prosecution authorities in the Member States, asking them to consider judicial actions. From that perspective, the relationship between OLAF and the national judicial authorities is the very mirror of the duality of the European Union-Member States relationship, with its timid European effusions alternating with national reticence. In this ambivalent reality, the advantages inherent to OLAF as a supranational structure (I) are incompletely matched by the legislative limitations defining OLAF as a European hybrid body (II).

I. The Advantages of OLAF as a Supranational Structure

Although the sharing of information is the key element that allows a supranational body like OLAF to fulfil its duties, it may be observed that, surprisingly, the issue of “exchange of information” is specifically mentioned as such in a very limited manner in the OLAF Regulation.

Summary references are made to the necessity of putting into place “effective cooperation and exchange of information” with the anti-fraud coordination services in the Member States and to administrative arrangements concluded by OLAF, having the purpose of facilitating the exchange of information with external partners, including third countries and international organisations. An entire article is then dedicated to the “exchange of information between the Office and the competent authorities of the Member States,” but its scope is limited to specific investigative needs not covered by the other articles of the regulation. To fulfil its primary task, which is the protection of the financial interests of the European Union, OLAF “investigat[es] (or work[s] with authorities investigat[ing]) allegations of fraud or irregularities to the detriment of the EU budget or which impact on the good reputation of EU institutions.” This aspect of OLAF “working with authorities investigating” illustrates precisely OLAF’s position within the legal order of the European Union and in relation to the national authorities of the Member States.
In this context, the sharing of information is necessary, or even indispensible, and nevertheless inherent throughout all the phases of an investigation: during the “selection” phase leading to the opening of an investigation, when preparing or conducting specific investigative activities, upon completion of an investigation when the final report is disseminated, or at any time during the investigation if needed. The first benefit lies in OLAF’s competence, which has already been accepted at the national level. The second advantage is the speed of OLAF’s intervention, which can be decided solely at OLAF’s level without having to garner or search for the agreement of other authorities concerned as would be the case in a conventional cooperation scheme. At the same time and of equal importance, OLAF maintains well-established relationships with several national authorities, which facilitates the cooperation. All these advantages are, of course, valid for the cooperation with the EU Member States. It is in this context that the supranationality of OLAF finds its best expression. Where non-EU countries are concerned, supranationality takes on a new dimension and is no longer directly linked with the competences of OLAF but instead with its status as part of the European Commission and therefore exclusively linked with the competences of OLAF but instead with its status as part of the European Commission and therefore with the image it carries. Distinction must however be made between “pure” third countries, candidate countries, and acceding countries. It must also be observed that the OLAF Regulation deals with cooperation with third countries in a very limited manner.

In practice, several parameters have to be taken into account when sharing information, with a tangible impact on OLAF investigations, from an operational point of view.

1. The parameters guiding the sharing of information in practice

The exchange of information between different authorities of the Member States is covered by the OLAF Regulation, thus expressing an administrative “principle of European territoriality.” This could be qualified as the “primary territorial competence” of OLAF.

As a rule, the OLAF Regulation does not distinguish between the national authorities as regards the issue of sharing of information: the regulation mentions “competent authorities of the Member States” – therefore, administrative authorities as well as judicial authorities are covered. As another rule, the OLAF Regulation has a very specific way of addressing the sharing of information by OLAF, formulations such as “where necessary” or “may” having been chosen to express that OLAF disposes of a certain margin of discretion when sharing information with the Member States. There is only one exception to both these rules and it concerns the internal investigations, cases in which OLAF “shall” therefore has the obligation to – transmit to national judicial authorities information concerning “facts” that could give rise to criminal proceedings or fall within the jurisdiction of a judicial authority of a Member State. This compulsory transmission of information obtained following an internal investigation, as opposed to a discretionary transmission in external investigations, leaves, however, a certain margin of appreciation to OLAF. Not every indication or suspicion may be the subject of a transmission, but a certain amount of information must be collected to substantiate “facts,” as required by the regulation. Within this general framework established by the OLAF Regulation, the diversity of the practical situations that give rise to the necessity of sharing information with the national judicial authorities can be confined to two main hypotheses: an investigation is already ongoing at the national level or the final purpose is the opening of criminal proceedings in the Member State concerned.

In the first scenario, OLAF can establish contact with the national authority from the very moment it receives information of investigatory interest, therefore even before an investigation is formally opened, and precisely with the purpose of deciding whether an OLAF investigation should be opened. Afterwards, if both a national and a European investigation are to be conducted at the same time, the sharing of information takes place in relation to every investigative activity. This will continue until the investigation is closed. In the second case, OLAF conducts its investigation by collecting enough evidence to, in the end, recommend to the judicial authorities of the Member States the opening of national proceedings in relation to facts which, under their national law, could be qualified as being of a criminal nature.

As designed, the OLAF Regulation is limited to establishing only guidelines concerning the sharing of information with the national authorities. For different situations that arise in practice, OLAF must turn towards a broader legal basis than its own regulation. This consists of the different acts regulating the fight against fraud in the European area, including the Convention on the protection of the European Communities’ financial interests, in the specific field of the sharing of information and transfer of data, its second protocol contains relevant provisions. According to these, a Member State, when supplying information to the European Commission (in the present case, OLAF), has the possibility to “set specific conditions covering the use of information, whether by the Commission or by another Member State to which that information may be passed.” The European Commission may, however, transfer personal data obtained from a Member State
to any other Member State, following simple information of the former of its intention to make such a transfer or following agreement about such transfer obtained in advance if the recipient is any third country. Within these limits, the main advantages resulting from the supranationality of OLAF are of a very tangible practical impact: OLAF does not need to process a huge amount of paperwork to certify mutual agreement on the transmission of the information, because this is already part of its competence that has already been fully accepted by the Member States. OLAF knows exactly which national authority to request or transmit the information from/to, resulting from several years of experience and the establishment of a database used on daily basis for such transmissions; OLAF can transmit or receive the information rapidly, ergo communication with the national authorities can be as fast and easy as an e-mail.

The “secondary territorial competence” of OLAF applies where non-EU countries are concerned and is usually established in the financial agreements between the European Union and the recipients of European money outside the EU area. When disbursing funds, the European Union also imposes the condition of exercising a certain type of control on the way these funds are distributed. Standard clauses are inserted into these agreements, referring to the competence of the European Commission and OLAF to verify, by examining the documents or conducting on-the-spot checks, the use of the European funds.

The sharing of information by OLAF is fundamentally determined by the investigative need to share specific information. This “investigative logic” is, however, not the only one to be followed, as any exchange of information has to be reconciled with data protection requirements. According to OLAF’s own regulation, all the “relevant provisions” in this field are to be respected when transmitting or obtaining information in the course of the investigations. A “data protection logic” therefore has to be additionally applied, and the criteria to be taken into account is the “necessity” of the transfer.

On the sharing of information with third countries, the direct impact of the data protection requirements brings the control of the transmission of information by OLAF to a higher level. If there is an established degree of confidence with the Member States in relation to the protection to be given to the data transmitted by and to OLAF, the situation with third countries has to be evaluated case-by-case and on the basis of the administrative agreements signed with each respective country. Here again, a differentiation has to be established concerning the third countries, depending on the level of protection that the European Union recognises with regard to each of them, compared to the European Union standards.

It has been observed in the legal doctrine that, in relation to the transmission of information to judicial authorities, OLAF applied “the same procedure for non-Member States as for Member States, thus extending in practice the scope of the OLAF-Regulation.” While OLAF is, indeed, entitled to apply the same procedure for the conduct of the investigations and for the internal authorisations of investigative activities, the situation is, sensibly, different today as far as the transmission of information to the judicial authorities of third countries is concerned. The explanation rests in the fact that, besides the data protection aspect expressly mentioned in the OLAF Regulation for cooperation with third counties, other standards are to be observed. One of these is the level of respect afforded to human rights in the national criminal proceedings in third countries. This element is taken into account together with the official position of the European Union in diplomatic relations with the third country concerned, given that OLAF has no power of representation and is dependent on the European Commission regarding its relationship with non-EU countries.

2. An operational perspective

From the operational perspective, the advantages ensuing from the supranationality of OLAF in relation to the national authorities become apparent when considering the investigative activities of OLAF individually. The global appreciation of OLAF’s entire activity is reserved for the status-related considerations and conceptual analysis subject matter of the previous point. In practice, the needs may be different. The way to approach an investigative activity depends on the circumstances if a national investigation is opened, is to be opened, or if the contact has not yet been established with the national authority but there are sufficient indications, the national authority will be informed.

In the first case, every investigative step taken by OLAF will be discussed and decided in agreement with the national judicial authority in charge of the proceedings at the national level, in order to protect both the national and the European investigation. Moreover, by proceeding in such a coordinated manner, the respective legal basis allowing intervention on the part of OLAF and of the Member State can be put to maximum use; better results can be obtained more quickly. Taking the example of an on-the-spot check, such an intrusive investigative activity needs to be coordinated with the investigative strategy of the relevant national authority, in order to prevent revealing to the persons investigated elements that would put the national proceedings at risk. Beyond that, the disclosure of at least a certain amount of information is inherent to any investigative activity implying contact with persons who are
the subject of an investigation. In such case, the sharing of information between OLAF and the national judicial authority takes the form of a continuous dialogue, covering the preparatory phase, the actual execution of the investigative activity, and the results obtained.

A significant volume of information, and certainly the largest amount of personal data, is exchanged when digital forensic operations are carried out by OLAF on digital media and/or their contents. The entire process of acquiring and examining the data being submitted to the legality requirements and procedural guarantees set out in the OLAF Regulation and the results of digital forensic operations are usable as such in national proceedings.

In general, the data is collected by OLAF and examined for the purpose of its own investigation. Situations may occur in which the data is collected by the national authority within the framework of its own national investigation and then sent to OLAF for examination, in full application of the legal provisions on the exchange of information. This can give rise to a diversity of situations in practice, which cannot be framed in a standard pattern regarding the exchange of information and to which OLAF has to respond by putting into effect a whole array of legal provisions. The duty of sincere cooperation established by European case law as regards the obligations of the European Commission towards the national authorities, and in particular judicial authorities, should not be forgotten.

In specific cases, different questions have been raised and examined: to what extent is OLAF bound by the requirement of a national authority not to transmit further (to any other European institution or Member State authority) the information it had provided in the first place and which supports an inquiry established by European case law as regards the obligations of the European Commission towards the national authorities, and in particular judicial authorities, should not be forgotten.

This range of possibilities for OLAF to share information with the national authorities, while taking advantage of its supranationality, largely facilitates the effective cooperation between OLAF and these authorities. In terms of actual consequences for the protection of the financial interests of the European Union, the legislative limitations put on OLAF’s activity have also made a contribution.

II. The Legislative Limitations Defining OLAF as a European Hybrid Body

The status of OLAF as a European hybrid body is all the more apparent at the end of its investigations, when the body’s results are to be transposed in actual consequences. As designed, the protection of the EU’s financial interests by action on the part of OLAF is directed at recommending “disciplinary, administrative, financial and/or judicial action” by the European Institutions or by the Member States. From this perspective, the intervention of OLAF concerns the collection of evidence, with the purpose of transmitting it to other authorities which, in turn, have decisional powers. The key issue is the form this transmission takes, in other words, the form that the law grants. OLAF’s competence was brought one step higher with the new OLAF Regulation that entered into force in 2013, when the simple “sending” or “forwarding” of information by the Office to different authorities at the end of its investigations was transformed into a “power to recommend.”

What remains is that OLAF is highly reliant on the national judicial authorities for an effective implementation of its investigative results. The consequences of this legislative limitation can only be measured in practical terms, but in order to arrive at a pertinent conclusion, the analysis must not be simplistic. It cannot automatically be argued that the lack of a power to “prosecute” in favour of a limited power to “recommend” merely neutralises or weakens all the investigative effort behind an OLAF investigation. The doctrinal temptation to make such an assessment or a general, natural penchant to fit institutions into clearly established categories must be put aside. The reasoning should be taken even further, in order to incorporate the context surrounding the type of competence given to OLAF. In the European legal order, the battle of putting into place a new institution, or reforming it as was the case for OLAF, is dependent on national, supranational, pluralistic (multi-national), and integration concerns, all at the same time. The real impact of OLAF’s power to recommend (1) may be evaluated to its full extent only if formal and informal aspects of OLAF’s actual functioning are considered in the analysis (2).

1. The “power of a recommendation”

The power of a recommendation resides mostly and firstly in the quality of the investigation supporting the recommendation. The ultimate purpose is the opening of criminal proceedings at the national level. The OLAF report, which is drawn up following an investigation, establishes facts, provides “their preliminary classification in law,” and takes into account the national law of the Member State concerned, in the perfor-
mance of a legal obligation imposed on OLAF by its own legal basis. The sharing of information by OLAF with the national judicial authorities, in the form of the recommendation, thus aims to be easier, clearer, and likely to have more substantial legal consequences.42

It has been judged that OLAF’s final report is not a final act with legal effects.43 In exchange, the European case law has established for the Member States a duty to cooperate in good faith, implying that, when OLAF transmits to them information, “the national judicial authorities have to examine that information carefully.”44 In support of the final report, the investigative activities conducted by OLAF must cover enough elements revealing facts of a criminal nature. OLAF has to investigate “à charge et à décharge,”45 therefore covering all the aspects that could clarify the factual situation. This can be achieved by taking full advantage of the investigative means at OLAF’s disposal, within the limits of what is an administrative investigation, while at the same time respecting a standard of proof appropriate for supporting a pertinent judicial recommendation.

When all these elements are combined, the “collection of evidence” by OLAF turns into a persuasive exercise, determining the national judicial authority to act and becoming “admissible evidence” to the proceedings it would launch.46 As a counterpart to giving OLAF simply the power to recommend, the European legislator has granted to OLAF’s final “product” the value of being unambiguous admissible evidence. As formulated in the OLAF Regulation, the final reports drawn up by OLAF with due respect for the national law of the Member State concerned “shall constitute” admissible evidence in administrative or judicial proceedings of that Member State. No true margin of appreciation is left to the Member States from this perspective; however, their national authorities always have, as result of their independence and depending on the specificity and needs of their national investigation, a margin of manoeuvre to use the OLAF report as such or to repeat some investigative activities.47 This is where the informal aspect of the relationship between OLAF and the national judicial authorities comes into play, adding value to the substance of the case being dealt with.

2. Formal and informal relationship between OLAF and the national judicial authorities – the operational perspective

In the dialogue48 between OLAF and the national judicial authorities, the formal legal framework for the sharing of information is ultimately dependent on informal, day-to-day and case-by-case relationships established by OLAF with representatives of the national judicial authorities. Extrapolating, this could appear to be a “transposal,” at the interpersonal level, of the well-established European principle of mutual trust. The legislative limitations to OLAF’s activity in terms of formal consequences may be compensated, if not entirely by the quality of the product delivered, by the availability and openness of OLAF staff to act with the aim of benefitting both the European and the national investigation. This can be achieved by cooperating and sharing information. An observation from the legal doctrine is still valid: “it is really the informal side, in other words the de facto acceptance of OLAF as part of national mechanisms that combat crimes against the financial interests of the Union, that will allow OLAF to be successful.”49

The supranationality of OLAF being confined to the European territory, recommendations for judicial actions can be addressed by OLAF only to the Member States. Following investigations in third countries, information revealing facts of a criminal nature can be simply transmitted to the national authorities of the third country concerned.50 This obviously has an even less constraining effect than recommendations, but the same considerations as to the quality of the informal contact between OLAF and the competent national authority apply.

III. Conclusion – from de lege lata to de lege ferenda, Benefiting from the already Acquired Experience

Supranationality and legislative limitations, both specific to European institutions, converge to paint a picture that should eventually turn into concrete practical consequences. If there is a lesson to be learned at the European level, from the experience of OLAF, it is that of the absolute necessity for efficiency. This appears as the more important in the context of the European Public Prosecutor’s Office. The founding treaties established the principle of subsidiarity for European intervention.51 A component of the subsidiarity, the “added value”52 to be brought by any new structure, is a requirement that must take priority. Reality has shown that, from the extensive and complex legislative process leading at the European level to the creation of a new structure, a long phase before its effective functioning has to be calculated. This process has on many occasions revealed itself to be perfectible, propelling the necessity to legislate again before the added value is translated into concrete results in practice.

In the area of the protection of the European Union’s financial interests, there is an already long shared understanding in the political, academic, and practitioners’ fields that a European public prosecutor is needed in order to prosecute criminal activity against the budget of the European Union.53 It could be useful to depart from OLAF’s experience while benefitting from OLAF’s expertise.
From a conceptual viewpoint, the situation can be summarised in what has become a leitmotiv of European construction: “the search for solutions allowing to reconcile two objectives apparently contrary, but both equally necessary: integration and pluralism.” The standard at the European level is therefore twofold: the need to ensure a horizontal coherence between the European institutions and a vertical coherence between the European and the national institutions. The sharing of information between OLAF and the national judicial authorities illustrates this perspective, because policy-related, status-related, and operational aspects blend to give a complete picture of what is to be – for future legislative measures – a practical reality.
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4. For more detail on judicial recommendations, see point II.1. below.
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17. See, in this respect, Articles 3(6), 5(6) or 12(1) of Regulation (EU, Euratom) No. 883/2013.
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23. Article 7, “Cooperation with the Commission of the European Communities” and Article 10, “Transfer of data to other Member States and third countries”.
25. On-the-spot checks are conducted by OLAF on the basis of Council Regulation (Euratom) No. 2185/96 of 11 November 1996 concerning on-the-spot checks and inspections carried out by the Commission in order to protect the European Communities’ financial interests against fraud and other irregularities, O.J. L 292, 15.11.96, p. 2.
26. Article 10 of Regulation (EU, Euratom) No 883/2013, treating aspects of “confidentiality and data protection”.
27. The “selection” phase is based on Article 5 of Regulation (EU, Euratom) No 883/2013 and has to comply with the requirements set out therein.
28. For more detail on the relationship of OLAF with third countries, see C. Stefanou, Relationship with the Member States, in C. Stefanou, S. White and H. Xanthaki, op. cit. (fn. 10), pp. 182-184.
29. The many aspects related to the impact of data protection requirements on investigations by OLAF would require a separate analysis and shall not be treated more in detail here.
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44 Case T-193/04, para. 72. The judgment referred to the forwarding of information pursuant to Article 10(2) of Regulation No 1073/1999, which has now become Article 12 of Regulation (EU, Euratom) No. 883/2013.
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46 Article 11(2) of Regulation (EU, Euratom) No. 883/2013 provides that reports drawn up by OLAF with respect for the national law of the Member State concerned “shall constitute” admissible evidence in administrative or judicial proceeding of that Member State.
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Der Rahmenbeschluss zu Abwesenheitsentscheidungen

Brüsseler EU-Justizkooperation als Fall für Straßburg?

Thomas Wahl

Judgments rendered in absentia are at the core of the ordre public discussion as has shown the “Melloni case.” The issue has high practical relevance as a possible barrier to judicial cooperation in criminal matters. The following article investigates the solutions that have been found in European extradition law. In particular, it examines whether the new Article 4a of the Framework Decision on the European Arrest Warrant (introduced by Framework Decision 2009/299/JHA “on trials in absentia”) indeed meets – as many critics doubt – the standards of the European Convention on Human Rights and the ECtHR’s case law on the accused’s right to be present at his/her trial. The problem has come to the fore since Germany is currently in the process of implementing the 2009 Framework Decision. The article concludes that the new provision regarding the European Union’s extradition scheme can be “brought in line” via the means of interpretation that are in conformance with primary union law. It also becomes apparent, however, that any future practice using the EAW form will jeopardize the defendant’s rights since it is now no longer the executing authority but the issuing one that decides whether a derogation from the ground for refusal due to trials in absentia is justified.

I. Skizzierung des Problems

Im Vergleich zu anderen Kooperationsvoraussetzungen, wie der beiderseitigen Strafbarkeit oder dem ne bis in idem-Grundsatz, hat der Rechtshilfeschutz vor Abwesenheitsurteilen bisher wenig Beachtung in der rechtswissenschaftlichen Literatur gefunden, und dies, obwohl er in der Gerichtspraxis eine große Rolle spielt.1 Letztere zeigt, dass dieses Feld eine Menge Sprengstoff birgt, denn hier kollidieren Grundwert- und Gerechtigkeitsvorstellungen der einzelnen Staaten im Hinblick auf die Notwendigkeit der persönlichen Teilnah-
zum ordre public-Konflikt. Dieser zeigte sich sehr anschaulich im Vorabentscheidungsverfahren in der Rechtssache Melloni, in der der spanische Verfassungsgerichtshof eine Auslieferung des Verfolgten nach Italien für nicht vereinbar mit dem in der spanischen Verfassung verankerten Recht auf ein faires Verfahren hielt, weil nach Ansicht des Gerichts in Italien kein effektives Rechtsmittel gegen die dort getroffene Abwesenheitsentscheidung (10 Jahre Freiheitsstrafe wegen betrügerischen Konkurses) zur Verfügung stand.\(^3\)

1. Europäischer ordre public als Konfliktlösungsmaßstab

Im europäischen Auslieferungsrecht (auf das sich der Beitrag beschränken möchte) versucht man den Konflikt mit europäischen Maßstäben zu lösen. Den ersten Schritt machte Art. 3 des 2. ZP-EuAlÜbk von 1978, den bisher 40 Staaten angekommen haben. Danach kann die ersuchte Vertragspartei die Auslieferung ablehnen, wenn nach ihrer Auffassung in dem einem Abwesenheitsurteil vorangegangenen Verfahren nicht die Mindestrechte der Tevereidigung gewahrt worden sind, die anerkanntermaßen jedem einer strafbaren Handlung Beschuldigten zustehen. Die Auslieferung wird jedoch bewilligt, wenn die ersuchende Vertragspartei eine ausreichend erachte Zusicherung abgibt, wonach die Person nicht persönlich zu der Verhandlung erscheinen wird. Die Regelung ist als Gesamtverweis auf Art. 6 EMRK und die entsprechende Rechtsprechung des EGMR zu Abwesenheitsverfahren zu verstehen.\(^4\)

Damit standardisiert Art. 3 ZP-EuAlÜbk gleichzeitig den Auslieferungsschutz vor Abwesenheitsurteilen, indem nicht auf die wesentlichen Grundsätze der nationalen Rechtsordnung abzustellen ist, sondern auf die gemeinsamen europäischen Rechts(grund)sätze, wie sie sich in der EMRK widerspiegeln. Kurz: Statuiert wird ein europäischer ordre public.

Der Unionsgesetzgeber hat mit Einführung des neuen Auslieferungsregimes durch den Europäischen Haftbefehl im Jahre 2002 versucht, die allgemein gehaltene Klausel des Art. 3 ZP-EuAlÜbk zu konkretisieren. Leitlinie war die mittlerweile herausgegebene Rechtsprechung des EGMR. Nach Art. 5 Nr. 1 Rb EuHb sollte derjenige abwesende Angeklagte keinen Auslieferungsschutz genießen, der persönlich geladen worden war oder auf andere Weise von Termin und Ort der Verhandlung Kenntnis erlangte. Ist dies nicht der Fall, kann die vollstreckende Justizbehörde die Übergabe an die Bedingung knüpfen, dass die ausstellende Justizbehörde eine als ausreichend erachte Zusicherung abgibt, wonach die Person gegen die der Europäische Haftbefehl ergangen ist, die Möglichkeit haben wird, im Ausstellungsmitgliedstaat eine Wiederaufnahme des Verfahrens zu beantragen und bei der Gerichtsverhandlung anwesend zu sein.

2. Neuregelung durch den Rb 2009/299/JI und Kritik

Den (vorläufig) letzten Schritt macht nun der Rb 2009/299/JI zu Abwesenheitsentscheidungen.\(^5\) Er zielt darauf ab, zwei Inkohärenzen zu beseitigen: erstens solche, die durch die unterschiedliche Umsetzung des Art. 5 Nr. 1 Rb EuHb in den EU-Mitgliedstaaten entstanden sind; zweitens solche aufgrund unterschiedlicher bzw. abweichender Vorgaben in weiteren Rahmendokumenten zur Umsetzung des Grundsatzes der gegenseitigen Anerkennung rechtskräftiger Entscheidungen im Vollstreckungshilfebereich. Für den Auslieferungsverkehr innerhalb der EU wird Art. 5 Nr. 1 des RB EuHb nun durch Art. 4a ersetzt. Art. 4a Rb EuHb präzisiert weiter die Fallgruppen, in denen die Ablehnung einer Auslieferung, denen ein Abwesenheitsurteil zu Grunde liegt, nicht mehr möglich sein wird. Im Unterschied zu der bisherigen in Art. 3 ZP-EuAlÜbk begründeten und in Art. 5 Nr. 1 Rb EuHb fortgeführten„Zusicherungslösung” etabliert Art. 4a Rb EuHb nunmehr ein „Regel-Ausnahme-Verhältnis”: Die vollstreckende Justizbehörde kann die Vollstreckung eines zur Vollstreckung einer Freiheitsstrafe oder freiheitsentziehenden Maßregel der Sicherung ausgestellten Europäischen Haftbefehls verweigern, wenn die Person nicht persönlich zu der Verhandlung erscheinen wird, die zu der Entscheidung geführt hat, es sei denn, einer von vier Ausnahmetatbeständen liegt vor. Ob ein solcher Ausnahmetatbestand vorliegt, bestimmt die Ausstellungsbehörde.

Prima facie orientiert sich Art. 4a Rb EuHb (weiterhin) an der Rechtsprechung des EGMR zu Art. 6 EMRK. Danach gehört das Recht auf persönliche Teilnahme des Angeklagten an der Hauptverhandlung zu den grundlegenden Garantien des fairen Verfahrens. Der EMGR leitet es aus einer Gesamtschau des fair-trial-Grundsatzes in Art. 6 Abs. 1 und den Verteidigungsrechten aus Art. 6 Abs. 3 lit. c) EMRK her.\(^6\) Abwesenheitsverfahren und -urteile widersprechen diesem Grundsatz, sind jedoch nach Art. 6 EMRK unvereinbar, da das Anwesenheitsrecht nicht absolut ist. Blieb der Angeklagte in Kenntnis der Hauptverhandlung den Verfahren fern, liegt ein Verzicht vor und das Strafverfahren kann durchgeführt und abgeschlossen werden, sofern die Verteidigungsrechte gewahrt worden sind. Hatte er keine Kenntnis, kann der Mangel durch eine neue Gerichtsverhandlung beseitigt werden, in der dem Betroffenen rechtliches Gehör gewährt wird und eine effektive Verteidigung gegeben ist.\(^7\) Beide Fallgruppen sind in Art. 4a Rb EuHb umgesetzt worden.\(^8\) (1) Die betroffene Person macht trotz ihrer Kenntnis von ihrem Anwesenheitsrecht keinen Gebrauch oder sie verzichtet auf ihr Recht auf persönliche Teilnahme zugunsten der Vertretung durch einen Rechtsbeistand (Art. 4a Abs. 1 lit. a) und b) – Fallgruppe 1). (2) Die in Unkenntnis von ihrem Strafverfahren sich befindende Person kann in den Genuss eines neuen Verfahrens durch Einlegung eines entsprechenden Rechtsbehelfs kommen, es sei denn, sie
akzeptiert die Vollstreckung des ergangenen Abwesenheitsurteils (Art. 4a Abs. 1 lit. c) und d) – Fallgruppe 2).


II. Normebenenkonforme Auslegung

Bevor eine potentielle EMRK-Widrigkeit zulasten der Beschuldigten- und Verteidigungsrechte durch den Rb AbwE festgestellt werden kann, ist zunächst zu überprüfen, ob eine Einordnung in das Gesamtgefüge des Systems ohne Wirkungsverlust möglich ist. Angesprochen ist die normebenenkonforme Auslegung in Form der primärrechtskonformen Auslegung des abgeleiteten Europarechts. Sie ist auch für die in der dritten Säule ergangenen Rechtsakte, also auch für die Rahmenbeschlüsse, anerkannt.12 Stichpunktartig lassen sich die Grundsätze wie folgt zusammenfassen:13

Regelungen können unbestimmte Rechtsbegriffe enthalten, welche durch die klassischen Auslegungsmethoden auszufüllen und zu präzisieren sind. Für die normebenenkonforme Auslegung ist darauf zu achten, ob der europäische Gesetzgeber aus entstehungsgeschichtlichen oder teleologischen Gründen Begriffe des abgeleiteten Unionsrechts so versteht, die zwar nicht nach ihrem Sinn und Zweck zur Schließung der Lücke angewandt werden kann.

- Die teleologische Reduktion kommt in Betracht, wenn der Normtext des abgeleiteten Unionsrechtsaktes im Vergleich zur Teleologie des Primärrechts zu weit gefasst ist.
- Die einschlägigen Bestimmungen des Rahmenbeschlusses sind so auszulegen, dass sie nicht mit den unionsrechtlich geährderten Grundrechten in Konflikt geraten (grundrechtskonforme Auslegung).14 Maßstab für den RB 2009/299/JI ist über Art. 6 EUV primär die Europäische Grundrechtecharta (hier Art. 47, 48 GRC). Über Art. 52 Abs. 3 GRC findet die Inhaltsbestimmung ihre normebenenkonforme Rückkopplung zu Art. 6 EMRK in der Auslegung der Rechtsprechung des EGMR.
- Nach den Grundsätzen der grundrechtskonformen Auslegung ist, wenn eine Bestimmung des abgeleiteten Unionsrechts mehr als eine Auslegung zulässt, derjenigen Auslegung der Vorzug zu geben, bei der die Bestimmung mit dem Primärrecht, d.h. mit den Unionsgrundrechten vereinbar ist.15
- Bereits die Bestimmung des Inhalts der Norm hat sich an der grundrechtskonformen Auslegung zu orientieren. Zu beachten ist in diesem Zusammenhang, dass der Orientierungspunkt selbst – die Mindeststandards – selbst ausfüllungsbedürftig und ausfüllungsfähig sind.
- Die Grenze der grundrechtskonformen Auslegung bildet die Unmöglichkeit einer Korrektur contra legem. Das bedeutet, dass Wortsin und der Zweck der sekundärrechtlichen Bestimmung die Grenze bildet; jedes der Kriterien für sich bildet aber keine unüberwindliche Hürde.

III. Die Fallgruppe des Verzichts

1. Ausbleiben trotz persönlicher Ladung oder anderweitiger Kenntnis

Nach Art. 4a Abs. 1 lit. a) Rb EuHb ist ein Europäischer Haftbefehl, dem ein Abwesenheitsurteil zugrunde liegt, zu vollstrecken, wenn die gesuchte Person rechtzeitig über den Termin und Ort der Verhandlung unterrichtet worden ist, und zwar durch persönliche Ladung oder andere tatsächlich officielle Benachrichtigung, die zweifelsfrei nachgewiesen wurde; zusätzliche Bedingung ist die rechtzeitige Unterrichtung über die Möglichkeit, „dass eine Entscheidung auch dann ergehen kann, wenn sie zu der Verhandlung nicht eingesandt“. 

a) Unbestimmtheiten

Zunächst wirft die Verwendung unbestimmter Rechtsbegriffe Fragen auf.16 Was bedeutet „rechtzeitig“? Heißt „persönliche Ladung“, dass das Schriftstück dem Betroffenen persönlich zu übergeben ist, oder reicht auch eine postalische (Ersatz-)


Ferner betont der EGMR, dass die Einzelaspekte des Anwehensrechts im Licht des allgemeineren Rechts auf ein faires Verfahren (garantiert in Art. 6 Abs. 1 EMRK) zu würdigen sind. Dazu gehört auch, dass die für das rein nationale Verfahren entwickelten Grundsätze auch im Hinblick auf das „Informiert-Sein“ des Angeklagten für die Ausübung seines Verzichts Geltung haben. Der Verfolgte muss dementsprechend auch eine Anklage erhalten, in der eine detaillierte rechtliche Bewertung der Straftat enthalten ist. Darin wird ein essentieller Teil des „fair-trial-Grundsatzes sowie des Rechts auf Unterrichtung über Art und Grund der erhobenen Beschuldigung nach Art. 6 Abs. 3 lit. a) EMRK gesehen. Gleiches dürfte für das Recht auf Unterrichtung über seine Verteidigungsrechte in der Hauptverhandlung gelten. Letzteres müsste in den Staaten, die Abwesenheitsverfahren kennen, umgesetzt werden.

b) Lücken

Neben diesen Auslegungsproblemen sind in Art. 4a Abs. 1 lit. a) Rb EuHb auch Lücken feststellbar. Erstens erweist es sich wiederum als problematisch, dass der Rb an das Merkmal der Kenntnis vom Verfahren und nicht an den Verzicht anknüpfen, was in Anbetracht der Rechtsprechung des EGMR geeignet gewesen wäre. Dadurch werden vom Wortlaut der Norm auch diejenigen Fälle erfasst, bei denen der Angeklagte zwar Kenntnis von Termin und Ort der Verhandlung „tatsächlich und offiziell“ erhalten hat, aber aus nicht in seinem Einflussbereich stehenden Gründen an der Verhandlung nicht teilnehmen kann, z.B. weil er in einer ausländischen Haftanstalt vom Termin erfährt, aber die zuständigen Stellen ihm eine Teilnahme verweigern. Solche Fälle lassen sich durch teleologische Reduktion lösen: Das Merkmal der „anderweitigen Kenntnis“ ist nach Sinn und Zweck der Norm einschränkend dahingehend auszulegen, dass ein Bezug auf einen unzweideutigen Verzicht sichergestellt sein muss. Der „unverschuldet Fernbleibende“ fällt nicht in die Fallgruppe 1, sondern ihm muss die Möglichkeit einer Neuverhandlung offenstehen (Fallgruppe 2).

Ferner ist es nach der Rechtsprechung des EGMR unabdingbare Voraussetzung für die Wirksamkeit eines Verzichts, dass die Unterrichtung ggf. in einer dem Betroffenen verständlichen
2. Neues gerichtliches Verfahren

Nach dem letzten Ausnahmegrund besteht kein Auslieferungshindernis, wenn die Person „die Abwesenheitsentscheidung nicht persönlich zugestellt erhalten hat, aber i) sie unverzüglich nach der Übergabe persönlich zugestellt erhalten wird und ausdrücklich von ihrem Recht auf Wiederaufnahme des Verfahrens bzw. auf ein Berufungsverfahren in Kenntnis gesetzt werden wird, an dem die Person teilnehmen kann und bei dem der Sachverhalt, einschließlich neuer Beweismittel, erneut geprüft werden und die ursprünglich ergangene Entscheidung aufgehoben werden kann; und ii) von der Frist in Kenntnis gesetzt werden wird, über die sie gemäß dem einschlägigen Europäischen Haftbefehl verfügt, um eine Wiederaufnahme des Verfahrens bzw. ein Berufungsverfahren zu beantragen (Art. 4a Abs. 1 lit. d) Rb EuHb)“. Als besonders problematisch sind im Zusammenhang der Regelung zwei Bereiche hervorzuheben.

Der erste steht in Zusammenhang mit den schon zu 1) geäußerten Bedenken: Art. 4a Abs. 1 lit. d) Rb EuHb enthält keine Vorgaben zur Ausgestaltung von Rechtsbehelfsfristen und Art und Weise der Rechtsbehelfswahrnehmung. Nach der Rechtsprechung des EGMR gehört es jedoch zu den Essentialia der Wahrung der Garantie aus Art. 6 EMRK, dass die Rechtsmittel gegen das Abwesenheitsurteil aussichtsreich und effektiv angewandt werden. Dies bedeutet im Klartext, dass das Rechtsmittel ohne erhebliche Anstrengungen, wesentliche Antragserfordernisse, strenge Fristen oder vorherige staatli-


IV. Die Fallgruppe der Neuverhandlung

1. Rechtsbehelfsverzicht

Eine Auslieferung zur Vollstreckung eines Abwesenheitsurteils ist auch dann als zulässig zu erachten, wenn die betroffene Person nach Zustellung des Urteils und ausdrücklicher Unter richtung über das Recht auf Wiederaufnahme des Verfahrens oder auf ein Berufungsverfahren, an dem sie teilnehmen kann, bewusst durch namentliche Erklärung oder Verstreichung-
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