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The Art. 29 WP elected its new chairman and vice chairman, decided upon its 
work programme for the next two years, adopted an opinion on children’ 
privacy,  resolved to continue its joint enforcement measures, and prepared for 
the next Safe Harbor Conference to take place in Brussels later this year. 
 
 New Chairman and Vice Chairman: The Art. 29 WP elected Alex Türk, the head of 
the French Data Protection Authority as its next chairman. Jacob Kohnstamm, the president of 
the Dutch Data Protection Authority, became the new vice chairman. Türk has already served 
as vice chairman during the term of his predecessor, ensuring that an experienced data 
protection specialist will remain at the helm of the group in the face of diverse challenges. He 
now has a mandate to lead the group for the next two years. In his farewell address, the 
departing chairman, Peter Schaar, thanked the group for their overwhelming support during 
his tenure, and wished his successor good luck and success. 
 
Search Engines: The WP continued its deliberations on a long-awaited working paper on 
search engines, with a view to finalising this work in the course of the next months. As the 
use of search engines becomes a daily routine for an ever growing number of citizens, the 
protection of the users’ privacy and the guaranteeing of their rights, such as the right to access 
to their data and the right to information as provided for by the applicable data protection 
regulations, remain the core issues of the ongoing debate. Search engines fall under the EU 
Data Protection Directive 95/46/EC if there are controllers collecting users’ IP addresses or 
search history information, and therefore have to comply with relevant provisions. These 
provisions also apply to such controllers who have their headquarters outside the EU, but only 
an establishment in one of the EU Member States, or who use automated equipment based in 
one of the Member States for the purposes of processing personal data.  
 
Bi-annual Work programme 2008/9: Many vital issues remain on the agenda of the 
Art. 29 WP. This is particularly true in light of new developments such as the deployment of 
RFID chips on consumer products, and electronic toll systems. In its new bi-annual 
programme, the WP made it clear that it wants to keep abreast of such developments in order 



 
 

to be able to inform citizens about data protection related issues and to find privacy enhancing 
solutions when it comes to new technological applications.  
The growing plans of governments around the world to track travellers through surveillance 
mechanisms raise alarm bells in the data protection world. Social networks and behavioural 
targeting pose many privacy related challenges which need to be examined and adequately 
addressed. Legal instruments to ensure the smooth transfer of personal data from Europe to 
countries without an adequate level of data protection, such as binding corporate rules (BCRs) 
or standard contractual clauses, require the further attention of the group and a continual 
dialogue with the industry. 
 
Children and Privacy: Children have never been the primary addressees of a Working 
Paper. In the framework of the Commission initiative “Towards an EU strategy on the Rights 
of children” the WP wanted to provide its input, and issued a comprehensive document 
dealing with the legal and practical aspects of children and the protection of their privacy. 
Children should learn from an early stage to respect the privacy of others, and that they 
themselves have to protect their personal data. The adopted document is specifically aimed at 
school authorities who collect and process many data including sensitive data not only about 
pupils, but also about their representatives. Awareness raising among teachers and pupils is, 
therefore, one of the main objectives of the opinion.  
The WP decided to invite all those handling children’s data to comment on the document, 
which should be considered a first step towards a better understanding of children’ s needs 
and rights in this field. Following the public consultation the WP might embark on other 
aspects of children’s privacy. 
 
Safe Harbor Conference: Following last year’s successful Safe Harbor Conference in 
Washington, a follow-up event will take place in the course of this year. By hosting this 
year’s conference in Brussels the WP underlines its commitment to engage with the US 
authorities on all pending questions of shared interest and to strengthen mutual trust and 
understanding. The Safe Harbor scheme has proved to be an invaluable instrument for the 
industry to transfer personal data to the US, and should be further developed. A permanent 
working group has therefore been established jointly by the EU and the US to work on 
proposals aimed at tackling pending questions such as enhancing transparency and promoting 
acceptance.  
In view of global developments such as the threats of terrorism and the ever growing appetite 
of law enforcement agencies to use citizen’s data for their purposes, the WP also stresses the 
need for a constant dialogue with the US with the aim of finding global answers to the 
challenges posed by an interdependent world.      
 
Data Protection Day: The second Data Protection Day, which fell on 28 January 2008, 
proved to be a great success. The WP evaluated the numerous measures undertaken in all EU 
Member States to share experiences and promote best practices. The Data Protection 
Authorities found various ways to reach out to their citizens, particularly young people, to 
raise awareness. The media reported extensively about current privacy issues, and politicians 
engaged with their citizens in countless events across Europe. Following the recent scandals 
in some Member States, European citizens are more and more concerned about the way in 
which government agencies and private businesses handle their personal data. The large scale 
breaches of data protection provisions in the recent past have to be taken seriously to address 
these concerns. Much needs to be done to improve the poor picture which emerges out of 
careless practices to re-establish trust and confidence.     
 



 
 

 
 
Background information 
 
The Article 29 Working Party on the Protection of Individuals with regard to the Processing 
of Personal Data is an independent advisory body on data protection and privacy, set up under 
Article 29 of the Data Protection Directive 95/46/EC. It is composed of representatives from 
the national data protection authorities of the EU Member States, the European Data 
Protection Supervisor and the European Commission.  Its tasks are described in Article 30 of 
Directive 95/46/EC and Article 15 of Directive 2002/58/EC. The WP is competent to examine 
questions covering the application of the national measures adopted under the data protection 
directives in order to contribute to the uniform application of the directives. It carries out this 
task by issuing recommendations, opinions and working documents. 
http://ec.europa.eu/justice_home/fsj/privacy/workinggroup/index_en.htm  


